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1. WPROWADZENIE

StOWO OD AUTORKI

Szanowni Pahstwo,

Z przyjemnoéciq oddajemy w Pafstwa rece raport ,Mapa
Trenddw Data Center w Polsce”, ktéry powstat jako odpo-
wiedZz na dynamiczny rozwdj tego sektora w naszym
kraju. Przygotowany przez Instytut Spraw Cyfrowych we
wspotpracy z Forum Prawo dla Rozwoju, raport ten stano-
wi kompleksowe kompendium wiedzy o biezgcym stanie
rynku data center w Polsce, z uwzglednieniem kluczo-
wych trenddw, prognoz oraz rekomendaciji dla firm.

Juz w 2016 roku raport ,Innowacyjna Cyfryzacja”, przygo-
towany przez Krajowq Izbg Gospodarczq Elektroniki i Tele-
komunikaciji na zlecenie Ministerstwa Cyfryzaciji, wskazy-
wat na kluczowq rolg rozwoju centréw danych w procesie
cyfrowej transformacji Polski. Obecnie rosngce wymaga-
nia w zakresie zaawansowanych technologii, zrbwnowa-
zonego rozwoju oraz innowacyjnosci stawiajg przed
firmami z sektora data center ogromne mozliwosci, ale
takze szereg wyzwan. Dostosowanie si¢ do globalnych
standardéw i dynamicznie zmieniajgcych sie potrzeb
rynku bedzie kluczowym elementem budowania konku-
rencyjnosci polskiego sektora data center w najblizszych
latach'.

Celem niniejszego raportu jest nie tylko przedstawienie
aktualnej sytuacji na rynku, lecz takze zidentyfikowanie
najwazniejszych czynnikéw ksztattujgcych przyszios¢ tej
branzy. Podstawq naszych analiz byty badania ankietowe
przeprowadzone wsrdd firm korzystajqgcych z ustug cen-
tréw danych, wywiady z ekspertami branzowymi, case
studies, komentarze oraz szczegdtowa analiza dostep-
nych danych rynkowych. Mamy nadziejg, ze raport stanie
sie cennym zrédtem wiedzy dla przedsiebiorstw, inwesto-
rébw, decydentdébw oraz wszystkich zainteresowanych
rozwojem rynku data center w Polsce i zainspiruje do
podejmowania dziatan, ktére przyniosq korzysci catej
gospodarce cyfrowej w naszym kraju.

Z powazaniem,
Kamila Pendyk
Prezeska Instytutu Spraw Cyfrowych
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Kamila Pendyk
Instytut Spraw Cyfrowych

https://kigeit.org.pl/FTP/Raporty/Innowacyjna_Cyfryzacja.pdf
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1A. ZAKRES BADAN

Raport opiera sie na zroéznicowanych meto-
dach zbierania danych, w tym ankietach wsrod
firm korzystajgcych z ustug centrow danych,
wywiadach z ekspertami branzowymi, analizie
przypadkéw wdrozen (case studies) oraz anali-
zie desk research. Badanie miato na celu zrozu-
mienie preferencji klientdw, ich oczekiwan
wobec dostawcdw ustug data center oraz
zidentyfikowanie kluczowych trenddw rynko-
wych. Raport zawiera réwniez przeglgd histo-
rycznego rozwoju rynku data center w Polsce,
opisuje jego obecny stan oraz poréwnuje polski
rynek z europejskim i Swiatowym. Analizuje row-
niez obecne przepisy prawne i regulacje, ktore
ksztattujqg dziatanie centrow danych, w tym
kwestie ochrony danych osobowych, bezpie-
czehstwa informacji, regulacji rzgdowych
i ochrony przed cyberatakami.

Raport zawiera gtebokie zrozumienie kierunkow
technologicznych, ekologicznych, ekonomicz-
nych, bezpieczehstwa i regulacyjnych, ktére
ksztattujg branze data center. Rbwnoczesnie
zawiera rekomendacje dla firm dziatajgcych
w tej branzy oraz wskazuje strategiczne kroki,
ktore mogqg zostac¢ podjete w odpowiedzi na
zidentyfikowane trendy.

1B. KLUCZOWE WNIOSKI

W Polsce dziata obecnie 112 data center o tqcz-
nej mocy 200 MW, ale tylko 65 z nich zajmuje
ponad 200 m?2 Polska nalezy do grona rynkow
potencjalnego wzrostu, okreslanych jako Tier Il
W kolejnych dwbdch latach nastgpi dynamiczny
przyrost mocy wraz z inwestycjami Microsoft,
Atman, Data4 i Krajowego Centrum Przetwarza-
nia Danych. Kluczowym wyzwaniem dla wyzej
wymienionych jak rowniez potencjalnych kolej-
nych inwestycji jest dostepnosS¢ energii elek-
trycznej. Rownolegle sektor podlega pieciu
gtébwnym trendom zmian:

1. Technologiczne:

O Dominacja chmury (Cloud Dominance
Era): Chmura obliczeniowa stata sie kluczowym
elementem infrastruktury IT w polskich firmach.
78% respondentow korzysta z chmury, a ustugi
Paas i Saas zyskujq na popularnosci, wskazujgc
na potrzebe elastycznych i wydajnych rozwig-
zan.

O Transformacja Al (Intelligence-Driven
Transformation): Coraz wiecej firm (64%)
planuje wdrozenie technologii sztucznej inteli-
gencji i uczenia maszynowego. Dostawcy ustug
data center muszq by¢ przygotowani do obstu-
gi tych zaawansowanych technologii i ofero-
wac infrastrukture  wspierajgcq  inicjatywy
cyfrowej transformacii.

O Rewolucja kwantowa (Quantum Data

MAPA TRENDOW
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Revolution): 50% respondentow rozwaza inte-
gracje technologii kwantowych, co oznacza
koniecznoS¢ inwestycji w rozwdj infrastruktury
kwantowej oraz przygotowanie do nowych
standardow bezpieczenstwa.

2. Ekologiczne

O Niski poziom eko-$wiadomosci (Low Eco):
W pytaniu dotyczgcym planowanych w przy-
sztoSci inwestycji w data center w perspektywie
3-5 lat tylko 18% firm wskazato wdrazanie
rozwigzan z zakresu zrOwnowazonego rozwoju.
Rzqd i branza powinni podjg¢ dziatania eduka-
cyjne w celu zwiekszenia Swiadomosci w zakre-
sie green IT.

O Priorytet energii (Rule of Energy): Efektyw-
nos¢ energetyczna jest kluczowym priorytetem
dla 68% respondentow. Firmy ktadg nacisk na
optymalizacje zuzycia energii oraz redukcje
emisji CO2, co wptywa zardbwno na koszty ope-
racyjne, jok i na reputacje.

18% 68%

firm wdrozy efektywnosé
rozwigzania ener Y—:-tycznc
z zakresu to kluczowy.

Zrownowazonego priorytet

rozwoju

3. Bezpieczenstwa:

O Bezpieczefstwo ponad wszystko (Safety
First): Bezpieczenstwo danych jest najwazniej-
szym kryterium przy wyborze dostawcy ustug
centrow danych dla 75% respondentow. Firmy
muszq inwestowaé w zaawansowane strategie
cyberbezpieczenstwa oraz zabezpieczenia fizycz-
ne obiektow.

O Powrét do fundamentéw (Back to Basics):
Rosngca potrzeba modernizacji istniejgcej
infrastruktury wskazuje na koniecz-

noS¢ skupienia sie na solidnych

fundamentach, umozliwiajgeych 75%
przyszte wdrazanie zaawanso- przy wyborze
dostawey

wanych technologii. nojw?eZQiejsze
bezpieczenstwo

4. Ekonomiczne:

O Czas subskrypcji (Subscription Time):
Rosngce zainteresowanie modelem sulbskryp-
cyjnym w optatach za ustugi infrastruktury IT
(55% respondentow) wskazuje na potrzebe
oferowania elastycznych pakietow ustug.

O Elastycznos§é kosztéw (Flexible Cost Evolu-
tion): Firmy inwestujg w modernizacije infra-
struktury i ustugi chmurowe, aby zapewnic
elastyczno§¢ operacyjng i dostosowywac
zasoby do zmieniajgcych sie potrzeb.
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O Eko-Prawo (Environmental Law): Nowe
regulacje, takie jak planowane wprowadzenie
ETS 2 w 2027 roku, wptyng na sektor data center,
wymuszajgc dostosowanie do wyzszych stan-
dardoéw efektywnosSci energetyczne;.

O Relokalizacja (Go Local): Rosngce wyma-
gania dotyczgce lokalizacji danych, zarébwno
w Polsce, jak i w innych krajach, sktaniajg opera-
torbw centrow danych do inwestowania w
lokalng infrastrukture. Jest to nie tylko odpo-
wiedz na przepisy o ochronie danych, ale takze
strategia zapewniajgca zgodnosS¢ z réznorod-
nymi wymogami prawnymi.

O Era NIS (NIS Era): Nowe regulacje w zakresie
cyberbezpieczenstwa, takie jak dyrektywa NIS 2,
zaczng ksztattowal  strategie zarzgdzania
danymi. Firmy bedq musiaty inwestowac w
zaawansowane Srodki bezpieczenstwa, aby
sprosta¢ rosngcym wymaganiom dotyczgcym
ochrony sieci i systemow informatycznych.

O REIT centréw danych (Data Center REIT):
Rozwoj rynku nieruchomosci inwestycyjnych
W sektorze centréw danych poprzez REIT (Real
Estate Investment Trust) moze otworzy¢é nowe
mozliwosci finansowania. Cho¢ to rozwigzanie
jest wcigz w poczgtkowej fazie w Polsce, jego
rozwdj w przysztosci moze znaczgco wptynqc
na strategie inwestycyjng w branzy data
center.

Przewidywania i wyzwania

Branza centrow danych odpowiada za okoto 4%
Swiatowego zuzycia energii elektrycznej. Do tej
pory standardowe centra danych byty budo-
wane na dziatkach o powierzchni 4-6 ha,
z mocg na poziomie 30-60 MW. W przypadku
obiektow przeznaczonych do obstugi sztucznej
inteligenciji, wielko$¢ dziatki moze by¢ nawet o
potowe mniejsza, jednak zapotrzebowanie na
moc rosnie dwukrotnie, osiggajgc nawet 120
MW. W kontekScie obecnego, przecigzonego
systemu energetycznego stanowi to ogromne
wyzwanie. Doktadajgc do tego fakt, ze mamy
wPolsce jedne z najwyzszych cen energii na
Swiecie, potrzebujemy odpowiednich polityk

\

i regulacji, ktéore pozwolqg na zapewnienie
odpowiedniej ilosci zielonej energii oraz grun-
tow pod wzrost sektora centrow danych
w synergii znowymi zrédtami energii.
Alternatywnq strategiqg mogtaby by¢ technolo-
giczna ucieczka do przodu poprzez wczesne
wprowadzenie rozwigzan kwantowych. Szacuje
sig, ze komputery kwantowe mogq zuzywac
nawet sto razy mniej energii niz najnowocze-
Sniejsze superkomputery, osiggajgc podobne
czasy przetwarzanio. Wykorzystanie obliczen
kwantowych moze znaczqco usprawnic
zarzgdzanie energig w czasie rzeczywistym,
co jest kluczowe dla optymalizaciji jej zuzycia
w duzych centrach danych. Dzigki szybszemu
przetwarzaniu informaciji, optymalizacji algoryt-
mMow, zmniejszeniu liczby operacji oraz zaawan-
sowanym symulacjom i modelowaniu kwanto-
wemu, mozliwe stanie sie efektywniejsze plano-
wanie i kontrola zasobow energetycznych. Tego
rodzaju strategia wtasciwa jest gospodar-
kom rozwinietym, stgd nie powinno dziwi¢, iz
nie widaé dzisiaj w Polsce predykatow dajg-
cych nadzieje na mozliwosé jej adopcji.

W obliczu wyzwah kryjgcych sie w trendach
technologicznych, ekonomicznych, ekologicznych,
bezpieczehstwa i regulacyjnych, to w szczegol-
nosci same firmy z sektora data center muszqg
szuka¢ nowatorskich rozwiqzan, ktére przyniosg
dtugoterminowe korzysci.

Wykorzystanie obliczeh kwantowych moze znaczqco usprawnic
zarzgdzanie energig w czasie rzeczywistym, co jest kluczowe dla

optymalizacii jej zuzycia w duzych centrach danych.

MAPA TRENDOW®
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Integracja zielonej energii (takiej jak OZE czy
mate reaktory modutowe — SMR) z infrastrukturg
data center moze przynie$¢ znaczqce korzysci
zarbwno ekonomiczne, jak i ekologiczne. Umiesz-
czenie farm fotowoltaicznych, biogazowni,
turbin wiatrowych lub innych zrédet OZE, czy tez
SMR w s@siedztwie centrum danych, pozwolito-
by na bezposrednie wykorzystanie produkowa-
nej energii (aw przypadku SMR lub ich integragii
ze spalaniem biogazu réwniez zapewnienia
ciqgtosci dziatania). Taka strategia nie tylko
obnizytaby koszty operacyjne zwiqzane z zasila-
niem i chtodzeniem, ale takze zredukowataby
Slad weglowy, odpowiadajgc na rosngce
wymagania  dotyczgce  zrownowazonego
rozwoju.

Drugim elementem tej synergii jest wykorzy-
stanie ciepta odpadowego generowanego
przez centra danych. Wytwarzane w procesie
chtodzenia ogromne ilosci ciepta mogg by¢
efektywnie wykorzystane do ogrzewania pobli-
skich budynkéw a nawet wigkszych obszaréw
miejskich.

MAPA TRENDOW
DATA CENTER W POLSCE

Wprowadzenie tego typu rozwiqzah pozwolito-
by data center petni€ wazng role w lokalnych
systemach energetycznych, zwigkszajgc efek-
tywnoS¢ energetyczng na poziomie catego
miasta. Takie rozwigzania juz funkcjonujq: Meta
w Odense (Dania), AWS w Dublinie (Irlandia)
oro)z Microsoft w Espoo i Kirkkonummi (Finlan-
dia).

Synergia miedzy data center a zielong infra-
strukturg energetyczng stanowi zatem nie tylko
inwestycje w przyszto§€ sektora, ale takze
w zrownowazony rozwoj gospodarki i spote-
czehstwa. Tego rodzaju inicjatywy integrujq
data center z miejskq infrastrukturg, przynoszgc
jednoczesnie korzysci spoteczne i Srodowisko-
we.

Dqgzenie do potgczenia technologii, zrdwnowa-
zonego rozwoju i efektywnosci ekonomicznej
moze stac sig kluczowym czynnikiem konkuren-
cyjnosci na rynku i katalizatorem dla przyspie-
szenia cyfrowej transformaciji w Polsce.
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2. MAPA TRENDOW

2.1. GRAFICZNE PRZEDSTAWIENIE TRENDOW

WSCHODZACE PRIORYTETY GtOWNE SItY NAPEDOWE

Powrét . Priorytet pominacja
do fundamentéw Sl chmury

. Eewolucjd Bezpieczenstwo
wanowa ponad wszystko

Elastycznosé
kosztow

3 1 .EraNIS
Relokalizacja

Transformacja
Al
Czas

subskrypciji

REIT
centréw danych

POJAWIAJACE SIE MOZLIWOSCI NOWE HORYZONTY

ZNACZENIE DLA RYNKU —

STOPIEN IMPLEMENTACJl ——
Technologiczne Ekologiczne . Bezpieczenstwa . Ekonomiczne Regulacyjne
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2.2. OPIS KAZDEGO ZIDENTYFIKOWANEGO TRENDU

2.2.1. TECHNOLOGICZNE

1. Cloud Dominance Era
| bominacja chmury

78%

O Rosngca adopcja  chmury: k,uéggvrpyug?et,gem
Chmura obliczeniowa stata sie NGRS
kluczowym  elementem infra-
struktury IT w firmach, a jej wykorzy-

stywanie wskazuje 78% respondentow (zaréw-
no jesli chodzi o chmure publiczng, jak
i prywatng). Trend ten odzwierciedla rosngce
zapotrzebowanie na elastyczne, skalowalne
i wydajne rozwigzania, ktére mogq wspierac
dynamiczne zmiany w Srodowisku biznesowym.
Chmura umozliwia firmom szybkie reagowanie
na zmieniajgce sie potrzeby, optymalizacje
kosztow oraz zwigkszenie dostepnosci ustug.

Nie mamy takich planéw
Internet rzeczy (loT)
Edge computing

Inwestycje w rozwéj kompetenciji

Wdrazanie rozwigzanh z zakresu
zréwnowazonego rozwoju (green IT)

Inwestycje w technologie Al/ML i Big Data
Przej$cie na ustugi chmurowe

Rozbudowa swoich obiektéw
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Modernizacja istniejqgcej infrastruktur

0

Z jakich ustug centréw danych korzysta obecnie Panstwa firma?

Kolokacja Ustugi typu Platform as a Service
Przechowywanie danych

Chmura obliczeniowa (publiczna/prywatna)
Zarzqdzanie sieciq

O Zrdéznicowanie ustug chmurowych: Ustugi
typu Platform as a Service (Paas) i Software as
a Service (SaaS) réwniez zyskujq na popularno-
§ci, z odpowiednio 45% i 37% firm korzystajg-
cych z tych rozwigzan. PaaS umozliwia firmom
rozwijanie aplikacji bez koniecznosci zarzqgdza-
nia infrastrukturg, co przyspiesza

procesy deweloperskie. SaaS
z kolei oferuje gotowe do uzycia

aplikacje, co zmniejsza potrzebe  EEIRANETSL
wewnetrznego  utrzymywania PaaS S
i zarzqdzania oprogramowa-
niem.

mm Ustugi typu Software as a Service aplikacje biznesowe
Backup i odzyskiwanie danych

mm Ustugi bezpieczenstwa (np. firewall, DDoS protection)

2. INTELLIGENCE-DRIVEN TRANSFORMATION / TRANSFORMACJA Al

Firmy coraz bardzie] dostrzegajg znaczenie
integracji Al i loT z ich obecnq infrastrukturg IT,
szczegolnie wykorzystujgc serwery wirtualne

i chmure obliczeniowq jako kluczowe plat-
formy. Trend ten pokazuje silne zaintereso-
wanie wykorzystaniem ustug chmurowych
i Srodowisk wirtualnych do wsparcia inicja-
tyw transformacji cyfrowej, z Al w centrum
tych plandow. Widoczny jest takze nacisk na
rozwijanie nowych aplikacji korzystajgcych z Al,
co wskazuje na przejScie w kierunku bardziej
inteligentnych i zautomatyzowanych syste-
mMmow.

MAPA TRENDOW
DATA CENTER W POLSCE

64%

firm planuje

technologii

Dane wskazujqg, ze dgzenie do integraciji i wyko-

rzystania Al w infrastrukturze IT ksztattuje strate-
gie firm, sugerujgc silny ruch w kierunku cyfro-

wej transformaciji opartej na Al w najblizszej
przysztosci.

Warto podkreslic, ze 64% firm planuje
wdrozenie technologii AI/ML w najblizszych
3-5 lat. Swiadczy to o rosngcym zaintereso-
waniu  automatyzacjg oraz analizg danych,
ktore mogq przynieS¢C znaczqgce korzysci

w zakresie optymalizacji kosztow, efektywnosci
operacyjnej oraz przewagi konkurencyjne;j.
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na potrzeby infrastruktury IT w przysztosci?

Jakie sq plany rozwoju Paiistwa firmy, ktére mogqg wptyngé
Ekspansja geograficzna

Wzrost liczby pracownikow
Przejscie na ustugi chmurowe

Integracja z technologiami Al, loT

Z jakiej technologii najczeéciej Pafistwo korzystajg?

Serwery dedykowane
Chmura obliczeniowa (publiczna/prywatna)

Analiza Big Data

Serwery wirtualne

Nowe aplikacje i systemy

Technologie kontenerowe (Docker, Kubernetes)

== 7adne z powyzszych

Fuzje i przejecia I

ii, takie jok HPC
czy blockchain
infrastruktury IT

Transformacja cyfrowa
Zmiany w modelu biznesowym
B

poprawe efektywnosci energetycznej

Zakup nowych technologii,

(High-Performance Computin
Wdrazanie technologii i praktyk majgcych na celu

mm Pagmigci masowe

Sztuczna inteligencja i uczenie maszynowe

3. QUANTUM DATA REVOLUTION [ REWOLUCJA KWANTOWA

tgcznie az 50% respondentdow wskazuje, ze
rozwaza przejécie na ustugi komputerow kwan-

towych w ciggu najblizszych 5 lat, w tym 6%
z nich zdecydowanie planuje taki krok (odpo-
wiedzi zdecydowanie tak). Pokazuje to, ze firmy
przygotowujg sie na wspodtistnienie tradycyj-
nych i kwantowych rozwigzan, takich jok chmura

na ustugi data center zauwazacie Paristwo
w ostatnich latach?

Jakq najwiekszg zmiane w zapotrzebowaniu

Wieksza koncentracja na zrdwnowazonym rozwoju
i efektywnosci energetycznej [l

Rosngca potrzeba skalowalnosci

el

Wieksze znaczenie

Ry

Wzrost zapotrzebowania

na chmure obliczeniowq |

obliczeniowa czy kolokacja, oraz na oferowanie
zdalnego dostepu do technologii kwantowych.
Analiza ankiet wskazuje na znaczqce zaintere-
sowanie firm przej$ciem na komputery kwanto-
we, co potwierdzajg tez wnioski z wywiadu
z Panig Anngq Strezynska.

15) 10 15

Czy Panstwa firma rozwaza przejscie na ustugi komputeréw kwantowych w najblizszych 5 latach?

Zdecydowanie nie

MAPA TRENDOW
DATA CENTER W POLSCE

Raczej nie

mm Raczej tak

Zdecydowanie tak




Zwiqgzek miedzy wzrostem zapotrzebowania
na chmure obliczeniowg a rozwazaniem
przejscia na ustugi komputeréow kwanto-
wych. Wzrost zapotrzebowania na chmure
obliczeniowqg byt zauwazalny gtownie wsrod
firm, ktére jednoczesnie rozwazajg przejscie na
ustugi komputerow kwantowych.

Cyberbezpieczefistwo a ustugi komputerow
kwantowych. Firmy, ktére zaznaczyty ‘raczej
nie" (4% oraz 'zdecydowanie nie" (10%)
w odpowiedzi na pytanie o chec przejscia na
ustugi komputeréow kwantowych, zwracaty
wiekszg uwage na znaczenie cyberbezpieczen-
stwa. Moze to sugerowag, ze te firmy postrze-
gajg wyzwania zwigzane z cyberbezpieczen-
stwem jako bardziej pilne niz wdrazanie nowych
technologii, takich jak komputery kwantowe.

O

Zwigkszona wydajnos¢ i szybkos¢ przetwa-
rzania danych: Komputery kwantowe oferujg
ogromny potencjat przyspieszenia procesow
przetwarzania danych, szczegoOlnie w analizie
duzych zbiorow danych i rozwigzywaniu skom-
plikowanych problemow. Szybkos¢ przetwarza-
nia dzigki superpozycji i splgtaniu kwantowemu
moze zrewolucjonizowacC branze, umozliwiajgc

szybszy dostep do informacii.

Nowe standardy szyfrowania i bezpieczen-
stwa: Quantum computing znaczgco wptynie
na bezpieczenstwo danych w centrach
danych. Wprowadzenie kwantowej kryptografii
i algorytmow odpornych na ataki kwantowe
zapewni wyzszy poziom ochrony danych. Tech-
nologia Quantum Key Distribution (QKD)
pozwoli na bezpieczne przekazywanie kluczy
szyfrujgcych, eliminujgc ryzyko podstuchu.

Rozwéj regulacji i standaryzacji technologii
kwantowych: 7 uwagi na specyficzne wyma-
gania technologii kwantowej, niezbedne bedg
nowe regulacje i standardy dotyczgce zasila-
nia, chtodzenia, zarzqdzania kablami oraz bez-
pieczenstwa. Branza bedzie musiata wspotpra-
cowacC z organizacjami standaryzacyjnymi,
takimi jak ISO, ITU i IEEE, aby stworzy¢ jednolite
ramy dla integracji technologii kwantowych
z tradycyjnymi systemami.

Zastosowania w Al i uczeniu maszynowym:
Quantum computing znacznie przyspieszy
algorytmy sztucznej inteligenc;i (Algji uczenia
maszynowego (MLg, co zwiekszy mozliwosci
analizy duzych zbiorébw danych oraz poprawi
wydajnos¢ operacyjng centrow danych. Kwan-
towe algorytmy umozliwiq bardziej zaawanso-
wane rozpoznawanie wzorcow i podejmowanie
decyzji w czasie rzeczywistym.

Wspoétpraca operatorow centrow danych
i producentéow komputeréw kwantowych:
Kluczowa bedzie Scista wspotpraca migedzy
operatorami centrow danych a producentami
komputerow kwantowych, aby zapewni¢ efek-
tywnq integracje technologii oraz rozwoéj badan
i innowacji w tym zakresie.

Zmniejszenie zuzycia energii i optymalizacja chiodzenia:

Obliczenia kwantowe zuzywajg znacznie mniej enerdii niz tradycyjne

superkomputery, co moze prowadzi¢ do znaeznej redukcji zapotrze-
bowania na energie w centrach danych. Dodatkowo, technologie
kwantowe maogq optymalizowac zarzqgdzanie cieptem, co przyczyni
sig-da oszczednosci energii i wody wykorzystywanej w systemach

chtodzenia.

] N
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2.2.2. EKOLOGICZNE

1. LOW ECO | MNIEJ EKO-SWIADOMOSCI

Zaangazowanie duzych firm w inicjatywy
proekologiczne, w ramach prowadzonych przez
nie dziatah PR, mogtoby sugerowac rosnqcq
Swiadomos¢ przedsiebiorstw na catym Swiecie
w zakresie zrbwnowazonego rozwoju. Jedno-
czesnie, odpowiedzi respondentdéw na pytanie
dotyczqce kryteriow wyboru dostawcy data
center oraz plandw inwestycyjnych na najblizsze

18%

lanuje

3-5 lat pokazuje odmienny obraz
polskich firm. Tylko 18% respon-
dentow wskazato na wdrazanie
rozwiqzan z zakresu zrOwnowazonego
rozwoju (green IT). W pytaniu o kryte-

ria wyboru dostawcy ustug data center, zrow-
nowazony rozwoj zajgt dopiero dziewigte miej-
sce na jedenascie mozliwych.

wdrozenie
rozwiqzan
green IT

Jakie sg najwazniejsze kryteria przy wyborze dostawcy ustug centréw danych dla Panstwa firmy?
Przy czym 10znacza najmniej wazne, zas 5 najwazniejsze.

0%

Lokalizacja centrum danych
Bogata oferta ustug laas/Paas
Bogata oferta ustug Saas
Bezpieczenstwo

Koszt

Gwarantowany czas dziatania

Wsparcie techniczne

20% 40%

I
. 'Technologia i infrastruktur ]
(wykorzystywanie najnowszych technologii i sprzeth

"Zrownowazony rozwé{' (efektywnos¢ energetyczn
-wskazniki takie jak PUE oraz wykorzystywanie energii odnawialnej

"Certyfikacje (posiadanie certyfikatéw zgodnosci
z migdzynarodowymi standardami Z\SO, PCI DSS, HIPAA, SOC 25

Reputacja i doswiadczenie

2. RULE OF ENERGY [ PRIORYTET ENERGII

EfektywnoSC energetyczna zostata wskazana
jako najwazniejszy trend ekologiczny przez 68%
respondentow. Firmy ktadg duzy nacisk na
optymalizacje zuzycia energii, co ma bezpo-
Sredni wptyw na zmniejszenie kosztow opera-

cyjnych oraz redukcje emisji CO,,

Poprawa efektywnoSci energetycznej w cen-
trach danych przynosi znaczqce oszczednosci
finansowe. Inwestycje w nowoczesne systemy
chtodzenia, czy technologie pozwalajgce na
lepsze zarzqdzanie zasobami, zwracajq sie
w postaci nizszych rachunkdéw za energig. Firmy,

ktore priorytetowo traktujq efektywnos¢ ener-
getycznq, zyskujqg takze reputacje odpowie-
dzialnych i ekologicznych partneréw
biznesowych.
52%

podczas wyboru
dostawcy
efektywnosé
energetyczna
es

Ponad potowa respondentow
zapytana o aspekty ESG, ktore sg
najwazniejsze  przy  wyborze
dostawcy data center wskazata
na  efektywno§¢  energetyczng
(52%). Pozostate mozliwe odpowiedzi to: ogra-
niczenie emisji CO,, polityki zarzgdzania odpa-
dami, odpowiedzialnym zarzgdzaniem danymi
czy zgodnoSsci z regulacjami czy etykaq.

najwazniejsza

MAPA TRENDOW
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Jakie aspekty ESG sqg dla Panstwa firmy najwazniejsze przy wyborze dostawcy data center?

0%

Ograniczenie emisji CO2

EfektywnoS¢ energetyczna

Polityka zarzqdzania odpadami i recykling
Odpowiedzialne zarzqdzanie danymi

Zgodnos¢ z regulacjami dotyczgcymi ochrony Srodowiska
Relacje z interesariuszami i dialog spoteczny

Relacje z dostawcami i zarzgdzanie fancuchem dostaw
Etyka prowadzonego biznesu i korporacyjne wartosci

Zgodnos¢ z obowiqzujgeymi przepisami i panujgcymi standardami

2.2.3. BEZPIECZENSTWA

1. SAFETY FIRST [/ BEZPIECZENSTWO
PONAD WSZYSTKO

Bezpieczehstwo jest najwazniejszym
kryterium przy wyborze dostawcy
ustug data center - z ocenqg 4,46
(w skali 1do 5). Respondenci wska-
zali bezpieczehstwo jako kluczowy
czynnik, co pokazuje, ze firmy przyktadajg

coraz wigkszg wage do ochrony swoich danych
iinfrastruktury. Trendy zwigzane z bezpieczehstwem

4,46

bezpieczenstwo

najwazniejszym
kryterium,
przy wyborze
dostawcey:

2. BACK TO BASICS /| POWROT
DO FUNDAMENTOW

Ostatnimi czasy skupialiSmy sie gtownie na
dynamicznym rozwoju technologii, a teraz
widoczny jest trend powrotu do fundamentow
- przyglgdania sie przestarzatej infrastruktu-
rze i przygotowywania jej na jeszcze wigkszy
rozwoj, w tym potencjalnie na technologie
takie jak komputery kwantowe. Aby jednak
moc sie dalej rozwijag, konieczne jest posiada-
nie solidnych podstaw, do ktorych firmy obec-
nie dgzaq.

Ochrona fizyczna obiektdw data 4%
center, kontrola dostepu i monito-
ring oraz bariery fizyczne, zostaty
wskazane przez respondentdw jako
najwazniejsze aspekty przy wyborze
centrum danych (kolejno: 41%, 53%
i17%).

ochrona fizyczna

obiektow jest waznal
przy wyborze
centrum danych

MAPA TRENDOW
DATA CENTER W POLSCE

10% 20% 30%

w centrach danych wytaniajgce sie z ankiety
wskazujg na kluczowq rolg, jakg ochrona
danych i infrastruktury odgrywa w strategiach
firm. Z rosnqcq cyfryzacjq i coraz bardziej ztozo-
nymi zagrozeniami cybernetycznymi, firmy
ktadg coraz wigkszy nacisk na rozwoj komplek-
sowych strategii bezpieczenstwa.

Fizyczne zabezpieczenia zapewniajq, ze dostep
do krytycznych zasobow jest Scisle kontrolowa-
ny i monitorowany, co minimalizuje ryzyko
fizycznego sabotazu lub nieautoryzowanego
dostepu.

Modernizacja istniejgcej infrastruktury to drugi
najczesciej wskazywany obszar planowanych
inwestycji na najblizsze 3-5 lat w zakresie data
center (40%). Wiece] wskazan uzyskaty
jedynie inwestycje w technologie Al
(42%). sytuacja ta wskazuje, ze po
okresie intensywnych naktadéw na
rozwoéj nowych technologii, obser- ,
wujemy nieustajgeq  transformacje W%Etsg”
cyfrowq, a firmy zaczynajg wracac

do podstaw, takich jok inwestycje

w infrastrukture oraz zabezpieczenia fizycz-
ne.

42%

planuje Inwestycije

w technologie Al
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Jakie aspekty bezpieczefistwa sg najwazniejsze przy wyborze centrum danych dla Panstwa firmy?"

Fizyczne zabezpieczenia obiektu

Kontrola dostgpu i autoryzacja

Szyfrowanie danych w spoczynku

Szyfrowanie danych w trakcie przesytania

Odpornos¢ na ataki DDoS

Ochrona przed malware i wirusami

Regularne audyty bezpieczenstwa

Zgodnosé z regulacjami (np. RODO, PCI DSS)

Zarzqdzanie tozsamosciq | dostepem (IAM)

Mechanizmy wykrywania i reagowania na incydenty

Kopie zapasowe i planowanie odzyskiwania danych po awarii (DRP)
Monitorowanie i zarzqdzanie bezpieczeAstwem w czasie rzeczywistym (SIEM)
Certyfikacje bezpieczenstwa (np. ISO 27001, SOC 2)

Wsparcie w zakresie zgodnosci z przepisami prawa i regulacjami

Dostgpnos¢ wielu lokalizacji umozliwiajgcabudowe rozwigzan Disaster Recovery

2.2.4. EKONOMICZNE

1. SUBSCRIPTION TIME / CZAS SUBSKRYPCJI

Z odpowiedzi respondentow wytania sie wyraz-
ny trend preferowania modelu subskrypcyjne-
go w optatach za ustugi infrastruktury IT, co
potwierdzito 5% ankietowanych. Wybor ten
wskazuje na zmieniajgce sie podejscie firm do
zarzqdzania infrastrukturg IT oraz budzetowao-
niem wydatkéw na te ustugi.

Rosngce zainteresowanie modelem subskryp-
cyjnym moze sugerowaé, ze W przysziosci

10% 20% 30%

coraz wiecej dostawcow ustug data
center orazinfrastruktury IT bedzie wpro-
wadzac lub rozszerzaé swoje oferty sub-
skrypcyjne, dostosowujgc je do dynamicz-
nych potrzeb firm. W obliczu postepujqcej digi-
talizacji i koniecznosci szybkiego dostosowywa-
nia sie do zmian, firmy bedq preferowaty
modele ptatnosci, ktére pozwolg im na
elastyczne zarzgdzanie technologiq i kosztami
operacyjnymi.

Jakie sg Panistwa preferencje dotyczgce kosztow i modeli ptatnosci za ustugi infrastruktury IT?

Pay-as-you-go

Subskrypcyjny

"Hybrydowy (miks wymienionych) jakie”

Koszty state

Oparty na kosztach uzytkowania

Optat za zasoby przypisane (reserved instances)
Oparty na wydajnosci

I Kosztow jednorazowych (CapEx)

MAPA TRENDOW
DATA CENTER W POLSCE




2. FLEXIBLE COST EVOLUTION
| ELASTYCZNOSCE KOSzZTOW

W obliczu réznorodnych plandw rozwoju, takich
jak ekspansja geograficzna, transformacja
cyfrowa czy wdrazanie nowych technologii,
firmy coraz czesciej stawiajq na strategie, ktore
pozwalajg na elastyczne zarzqdzanie kosztami.
Wdrazanie rozwiqgzan zapewniajgcych zgod-
nosS¢ z regulacjami, niezawodnosc systemow,
bezpieczenhstwo fizyczne |1 cybernetyczne,
a takze optymalizacje efektywnoSci energe-
tycznej, wskazuje na potrzebe inwestycji

w infrastrukture, ktéra jest skalowalna, bez-
pieczna i zgodna z dynamicznie zmieniajgcym
sie otoczeniem biznesowym.

Dzigki takiemu podejsciu firmy sq w stanie
dostosowywac swoje wydatki operacyjne do
biezqcych potrzeb, minimalizowaé ryzyko
finansowe i wykorzystywa¢ nowe technologie
w sposOb bardziej elastyczny.

Jakie sg plany rozwoju Panstwa firmy, ktére mogq wptyngé na potrzeby infrastruktury IT w przysziosci?

e

Ekspansja

geograficzna

liczby pracownikéw

Integracja

z technologiami Al, IoT

Przejscie na

ustugi chmurowe
Nowe aplikac

i systemy

Jakie sg Pafistwa plany inwestycyjne na najblizsze 3-5 lat w zakresie data center?

ja

Transformac

Zabezpieczenia fizyczne (kontrola dostepu, monitoring, fizyczne bariery)

Zabezpieczenia cybernetyczne (firewalle i systemy IDS/IPS, szyfrowanie, systemy antywirusowe)

Zgodnos¢ z regulacjami i standardami

cyfrowa

i przejecia
biznesowym
h-Performance
czy blockchain

)

Zmiany w modelu
9

(G

Zakup nowych technologii,
Computin

na celu poprawe efektywnosci
energetycznej infrastruktury IT - )

takie jak HPC
Wdrazanie technologii i praktyk majgcych

Zarzqdzanie ryzykiem (regularne przeprowadzanie analiz ryzyka, opracowanie i testowanie planéw awaryjnych)

Redundancja i niezawodno$¢ (systemy zasilania awaryjnego, redundantne potgczenia sieciowe, zapasowe systemy chtodzenia)

Procedury bezpieczenstwa operacyjnego (audyty, monitorowanie i alertowanie o incydentach)

Zarzqdzanie tozsamosciq | dostepem (polityki dostepu, autoryzacja i uwierzytelnianie)

Ochrona danych (DLP i inne)
Szkolenia i edukacja

Zarzgdzanie tahcuchem dostaw
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2.2.5 REGULACYJNE
1. ENVIRONMENTAL LAW | EKO-PRAWO

Zrownowazony Rozwdj i Efektywnosé Energe-
tyczna

Kancelaria KJW

W obliczu rosngcej Swiadomosci ekologicznej
i globalnych wyzwan zwigzanych z klimatem,
wiele krajow na catym Swiecie wprowadza
nowe regulacje majgce na celu ograniczenie
emisji dwutlenku wegla (CO,). Ze wzgledu na
globalng skale problemu, dziatania te podej-
mowane sg niejednokrotnie nie jedynie samo-
dzielnie na szczeblu poszczegdlnych panstw,
ale na poziomie miedzynarodowych umow lub
rozwiqzah przyjmowanych przez organizacje
panstw. M.in. w Unii Europejskiej, dyrektywy
klimatyczne i energetyczne, takie jak Europejski
Zielony tad, wyznaczajqg ambitne cele redukciji
emisji gazdéw cieplarnianych.

0Od 2027 roku operacyjnym stanie sig tzw. ETS
2 (skrét od: Emissions Trading System 2).
Bedzie to nowy, obowigzujgcy na terytorium
Unii Europejskiej system handlu uprawnie-
niami do emisji, odrebny od istniejgcego
obecnie EU ETS (European Union Emissions
Trading System).

Ten nowy system, wprowadzony na mocy
Dyrektywy Parlamentu Europejskiego i Rady
(UE) 2023/959 z dnia 10 maja 2023 r. zmieniajg-
cej dyrektywe 2003/87/WE ustanawiajgcq
system handlu przydziatami emisji gazow
cieplarnianych w Unii oraz decyzje (UE)
2015/1814 w sprawie ustanowienia i funkcjono-
wania rezerwy stabilnosci rynkowej dla unijne-
go systemu handlu uprawnieniaomi do emis;ji
gazéw cieplarnianych, obejmie emisje CO, ze
spalania paliw  w budynkach, transporcie
drogowym i w dodatkowych sektorach (gtow-
nie w matym przemysle nieobjetym istniejgcym
EU ETS) oraz zajmie sie tymi emisjami'

Chociaz formalnie, nowy system obowigzywat
bedzie wytgcznie podmioty wskazane w ww.
dyrektywie, zobowigzane do nabywania i uma-

MAPA TRENDOW
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rzania swoich uprawnien do emisji CO, to
w ramach rozwiqzan przyjmowanych w poszcze-
gdélnych panstwach  cztonkowskich, nowe
obciqgzenia, szczegdlnie fiskalne, mogqg objqc
rowniez kohcowych uzytkownikow, takich jak np.
wtasciciele budynkdw, czy tez operatorzy cen-
trow danych. Stajg wiec oni, podobnie jak
wytworcy konsumowanej przez ich firmy ener-
gii, przed wyzwaniem, ktére wymaga wdrozenia
zaawansowanych technologii zwigkszajgcych
efektywnoS€ energetycznqg oraz korzystania
z odnawialnych zrédet energii.

Centra danych, bedgce sercem infrastruktury
cyfrowej, sq jednoczes$nie duzymi konsumenta-

mi energii. Wedtug Miedzynarodowej Agencii
Energetycznej (IEA)

w 2021r.
centra danych
odpowiadaty za zuzycie
220-320 TWh energii, co
stanowito wowczas okoto 1%

catkowitego
zapotrzebowania
na energie elektryczng
na §wiecie?

Wg. danych z roku 2023, obecne zuzycie szacuje
sie juz na1-15 % Swiatowego zuzycia. W miare
jak globalne zapotrzebowanie na przetwarzo-
nie danych rosnie, roénie rowniez energochton-
nos¢ centrum danych i towarzyszgca jej emisja
Co,

Dostosowanie sie do takich  warunkdw,
wymaga od operatoréw centrow danych prze-
myslenia strategii zarzqdzania energiq. Ponie-
waz operatorzy nie zawsze mogg w catosci lub
w czesci przej$€ na zasilanie z odnawialnych
zrodet energii, zwiekszenie efektywnosci ener-
getycznej staje sie kluczowym aspektem.
W praktyce oznacza to modernizacje infra-
struktury IT, optymalizacje systemow chtodze-
nia oraz korzystanie z bardziej efektywnych
technologii przetwarzania danych.
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Proces ten mozna potqczy€ z ubieganiem sie
o jeden z certyfikatow ekologicznych. Nie tylko
pozwoli to skorzystac z opracowanej i skutecz-
nej Sciezki przejscia do modelu efektywnego
i energooszczednego zasilania, ale gwarantuje
mozliwo$¢ udokumentowania sukcesu w tym
zakresie.

Certyfikaty takie jak LEED
(Leadership in Energy and
Environmental Design), BREEAM
(Building Research Establishment
Environmental Assessment

Method) oraz Green Globes stajqg
si¢ pozgdane w branzy centrow
danych, jako dowod na zgodnosé
z wysokimi standardami
zrownowazonego rozwoju.

LEED

W obliczu rosngcej Swiadomo-
Sci ekologicznej i globalnych
wyzwah zwigzanych z klimatem,
wiele krajdbw na catym Swiecie
wprowadza nowe regulacje majqgce
na celu ograniczenie emisji dwutlenku wegla
(C02). Ze wzgledu na globalng skale problemu,
dziatania te podejmowane sq niejednokrotnie
nie jedynie samodzielnie na szczeblu poszcze-
golnych panstw, ale na poziomie migdzynaro-
dowych umow lub rozwiqzan przyjmnowanych
przez organizacje panstw. M.in. w Unii Europej-
skiej, dyrektywy klimatyczne i energetyczne,
takie jak Europejski Zielony tad, wyznaczajq
ambitne cele redukcji emisji gazow cieplarnia-
nych.

BREEAM

BREEAM, jako  europejski
odpowiednik LEED, réwniez
stawia wysokie wymagania w
zokresie zrownowazonego
rozwoju.  Certyfikacja BREEAM  ocenia
budynki na podstawie takich kryteriow jak
zarzqgdzanie energiqg, uzycie ekologicznych
materiatdw, zarzqdzanie odpadami, jakose
powietrza oraz wptyw na Srodowisko natu-
ralne. Dla centrow danych, uzyskanie cer-
tyfikatu BREEAM jest nie tylko potwierdze-
niem dbatosci o Srodowisko, ale rowniez
sposobem na zademonstrowanie zaanga-
zowania w zrobwnowazony rozwdj na glo-
balnym rynku.

MAPA TRENDOW
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Green Globes

Green Globes, mniej znany
w  Europie, ale popularny
w Ameryce Pothocnej, jest kolej-
nym systemem oceny ekologicz-
nej, ktory oferuje elastyczne podej-
Scie do certyfikacji budynkéw. System ten kon-
centruje sie na zrownowazonym zarzqgdzaniu
energiq, zuzyciu wody, zarzgdzaniu materiatami
oraz optymalizacji kosztéw operacyjnych. Dla
centrow danych, ktére dqzqg do uzyskania
certyfikatu Green Globes, kluczowe jest zrozu-
mienie i integracja tych kryteriow na kazdym
etapie planowania i budowy.

Uzyskanie certyfikatow ekologicznych, takich jak
LEED, BREEAM czy Green Globes, wiqze sie
z dodatkowymi kosztami, zarbwno na etapie
projektowania, jak i budowy centrow danych.
Wymagania dotyczgce zastosowania bardziej
efektywnych materiatow, zaawansowanych
technologii energetycznych oraz zarzgdzania
zasobami naturalnymi mogqg znacznie pod-
nieS¢ koszty inwestycji. Dodatkowo, proces
certyfikaciji jest czasochtonny i wymaga zaan-
gazowania specjalistow, co rowniez wptywa na
ostateczne koszty.

Jednak pomimo wyzszych kosztow poczqtko-
wych, uzyskanie certyfikatow ekologicznych
moze przynie$€ wymierne korzysci w dtuzszym
okresie. Zwiekszona efektywnosS¢ energetyczna,
nizsze koszty operacyjne, a takze poprawa
wizerunku firmy joko lidera zrownowazonego
rozwoju mogq przektadac¢ sie na wiekszg kon-
kurencyjnoS¢ na rynku oraz przycigganie klien-
tow, dla ktorych kwestie ekologiczne sq ustalo-
nym priorytetem.
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Regulacje dotyczgce emisji CO, oraz rosnqce
znaczenie certyfikatow ekologicznych stanowiq
istotne wyzwania dla operatorow centréw
danych. Wdrazanie strategii zwigkszajgcych
efektywno$¢ energetyczng, integracja odna-
wialnych zrodet energii oraz dqgzenie do
uzyskania certyfikatow takich jok LEED, BREEAM
czy Green Globes to nie tylko krok w kierunku
wykazania spetnienia wymogow narzucanych
przez ustawodawcow (tak krajowych jak i unij-
nych) lub doraznego obnizenia kosztéw
prowadzenia dziatalnosci, ale réwniez strategia
zrownowazonego rozwoju, ktéra moze przy-
nieS¢ dtugoterminowe korzySci. W obliczu
globalnych wyzwan zwigzanych z klimatem, te
dziatania stajg sie nieodzownym elementem
odpowiedzialnego zarzgdzania nowoczesnymi
centrami danych.

Thttps://climate.ec.europa.eu/eu-action/eu-emissions-tradi
ng-system-eu-ets/ets2-buildings-road-transport-and-ad
ditional-sectors_en?prefLang=pl&etrans=pl
*https://www.iea.org/energy-system/buildings/data-centre
s-and-data-transmission-networks

2. GO LOCAL [ RELOKALIZACJA

PRZEPISY DOTYCZACE LOKALIZACJI
DANYCH

Jakub Kule

Forum Prawo do Rozwoju

Lokowanie danych: Niektére jurysdykcje
wymagajg, aby dane osobowe byty przecho-
wywane na serwerach zlokalizowanych w kraju,
w ktorym dane zostaty zebrane. Moze to wyma-
gac od operatoréw centrow danych inwestycji
w lokalne centra danych.

Wprowadzenie

Przepisy dotyczgce lokalizacji danych sq coraz
bardziej istotnym elementem regulacji praw-
nych na catym Swiecie, w tym w Europie.
Wymagajg one, aby dane osobowe byty prze-
chowywane i przetwarzane na serwerach
zlokalizowanych w kraju, w ktérym dane te
zostaty zebrane!. Takie regulacje majg na celu
ochrone suwerennosci danych oraz zabezpie-
czenie ich przed dostgpem nieautoryzowanych
podmiotdébw z zagranicy? Jednak przepisy te
mogg prowadzi¢ do powaznych wyzwah ope-
racyjnych i finansowych dla firm dziatajgcych
w sektorze centrow danych, ktére muszg
dostosowa¢ sie do réznych wymogow praw-
nych w zaleznosci od jurysdykcjic.
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Lokowanie danych w Europie

W Europie podstawowe ramy regulacyjne
w zakresie ochrony danych osobowych usta-
nawia Rozporzgdzenie 0Ogdlne o Ochronie
Danych Osobowych (RODO), ktére, cho¢ bez-
posSrednio nie wymaga lokalizacji danych,
wprowadza surowe ograniczenia dotyczgce
transferu danych osobowych poza Europejski
Obszar Gospodarczy (EOG). W efekcie wiele
krajow i organizacji europejskich wprowadza
dodatkowe przepisy Iub wytyczne, ktore
w praktyce wymagajg przechowywania
danych na terenie Unii Europejskiej Przykta-
dem sq przepisy wprowadzone przez Niemcy
i Francje, ktére obligujg do lokalizowania pew-
nych kategorii danych, takich jak dane finanso-
we i zdrowotne, wytqcznie na ich terytorium?.

Po decyzji Trybunatu Sprawiedliwosci Unii
Europejskiej w sprawie Schrems I, ktéra
uniewaznita mechanizm Privacy Shield,
przeptyw danych miedzy UE a USA stat sie
jeszcze bardziej skomplikowany. Wiele
firm operujgcych na rynku europejskim
zaczeto inwestowaé w lokalne centra
danych, aby unikngé potencjalnych kon-
fliktow prawnych wynikajgcych z prze-
twarzania danych poza granicami UE2.
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Przepisy lokalizacyjne poza Europq

Podobne regulacje istniejq takze w innych
czeSciach swiata. Na przyktad Resja od 2015
roku wymaga, aby dane osobowe rosyjskich
obywateli byty przechowywane na serwerach
zlokalizowanych w Rosji. Ustawa ta jest jednym
z najbardziej restrykcyjnych przyktadow lokali-
zacji danych i obejmuje zaréwno firmy lokalne,
jak i zagraniczne, ktére prowadzq dziatalnosc
w Rosji lub oferujg ustugi Rosjanom®.

Chiny roéwniez wprowadzity surowe przepisy
dotyczqgce lokalizacji danych, ktére wymagaijag,
aby rézne formy danych, w tym dane osobowe
i "dane wazne', byly przechowywane lokalnie
i poddawane rzgdowej kontroli przed ich trans-
ferem za granice. Podobne regulacje majg na
celu zwiekszenie kontroli nad cyfrowq infra-
strukturqg oraz ograniczenie dostgpu do
danych przez zagraniczne podmioty?.

Wyzwania operacyjne i implikacje dla rynku
data center

Przepisy dotyczqgce lokalizacji danych stwarza-
jq znaczgce wyzwania dla firm dziatajgcych na
rynku centrow danych. Z jednej strony, zmusza-
jq one firmy do inwestowania w lokalne infra-
struktury IT, co moze prowadzi¢ do zwigkszenia
kosztow operacyjnych® Z drugiej strony, takie
regulacje fragmentaryzujg globalny rynek
danych, utrudniajgc swobodny przeptyw infor-
macji miedzy réznymi krajomif. Firmy muszg
dostosowaC swoje strategie zarzqdzania
danymi do wymogow prawnych obowigzujg-
cych w réznych jurysdykcjach, co czesto ozna-
cza konieczno$¢ utrzymywania  serwerow
i infrastruktury w wielu krajach’.

Jednoczesnie, rosngce wymagania dotyczgce
lokalizacji danych mogq zwiekszal bezpie-
czenstwo przetwarzanych informacji, poniewaz
dane sqg chronione przed dostgpem podmio-
tow z krajow o mniej rygorystycznych przepi-
sach ochrony danych?. Jednakze, dla global-
nych korporacji technologicznych, takie regu-
lacje mogqg stanowiC istotne ograniczenie
w dostepie do globalnych rynkéw i wymuszac
ztozone decyzje dotyczqgce lokalizacji centrow
danych®.
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Przyszto§é przepisow dotyczqcych lokalizacji
danych

W zwigzku z dynamicznie zmieniagjgcym sie
krajobrazem regulacyjnym, operatorzy cen-
trow danych muszg byE¢ przygotowani
na dalsze zaostrzanie przepisdw dotyczgcych
lokalizacji danych’.

W przysztosci
mozliwe jest, Ze coraz wiecej
krajow bedzie wprowadzac
surowe wymagania
lokalizacyjne, aby chronic
swojg cyfrowq
suwerennos¢®.

W takim kontekscie firmy bedg musiaty nadall
inwestowa¢ w lokalne centra danych, jedno-
czeSnie poszukujgc rozwigzah technologicz-
nych, ktére pozwolg na zachowanie zgodnosci
Z przepisami bez nadmiernego zwiekszania
kosztow operacyjnych’.




Podsumowujqc, przepisy dotyczgce lokalizacji
danych sg kluczowym elementem zarzgdzania
ryzykiem i zgodnosciq w globalnym srodowisku
cyfrowym. Wymagajg one od operatorow cen-
trow danych elastycznosci, innowacyjnosci
oraz gotowosci do inwestowania w infrastruk-
ture, ktéra spetnia wymogi prawne roéznych
jurysdykciji, zapewniajgc jednoczesnie bezpie-
czehstwo i dostepnose danych®.

'European Union, GDPR - General Data Protection
Regulation. Official Journal of the European Union., dostep
29.08.2024 r.:
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX
%3A32016R0679

2Schrems Il Judgment. Court of Justice of the European
Union, 07.2020, dostgp 29.08.2024 r.:
https://curia.europa.eu/juris/document/document jsfedoci
d=228677&text=&dir=&doclang=EN&part=1&occ=first&mod
e=DOC&pagelndex=0&cid=104255

*The Real National Security Concerns over Data
Localization. Center for Strategic and International Studies
(csls), 2021, dostep 29.08.2024 ..
https://www.csis.org/analysis/real-national-security-conce
rns-over-data-localization

“Health data hosting: The new French HDS Certification has
been released. Hogan Lovells, 05.2024 r, dostep 29.08.2024

r:

https://www.engage hoganlovells.com/knowledgeservices/
news/health-data-hosting-the-new-french-hds-certificati
on-has-been-released

SRussia’s Federal Law No. 242-FZ on Personal Data.
Roskomnadzor, dostep 29.08.2024 r.:
https://pd.rkn.gov.ru/authority/p146/p191/

SData Residency Laws by Country: an Overview. In Country,
2021 r, dostep: 29.08.2024 r.:
https://incountry.com/blog/data-residency-laws-by-count
ry-overview/amp/

7Is Data Localization Coming to Europe?, IAPP (International
Association of Privacy Professionols), 08.2022 r, dostep
29.08.2024 r:
https://iapp.org/news/a/is-data-localization-coming-to-e
urope

3.NIS ERA [ ERA NIS
REGULACJE DOTYCZACE UStUG W CHMURZE

Kamil Klepacki Marta Cudzito

Kierownik zespotu prawnego Radca prawny w COI

w COlI

Bezpieczenstwo i zgodno§é ustug chmuro-
wych: Operatorzy centrow danych oferujg-
cych ustugi chmurowe muszg zapewniaé
zgodnosc¢ z przepisami dotyczgcymi bezpie-
czefstwa, prywatnosci i ochrony danych,
zarowno na poziomie krajowym, jak i mie-
dzynarodowym.

Wiele podmiotdéw wciqz staje przed dylema-
tem, czy aby zapewni¢ optymalne funkcjono-
wanie prowadzonej dziatalnosci wybrac ustuge
chmurowq, czy moze postawi¢ na opcje infra-
struktury lokalnej. Jezeli chodzi o rozwigzania
chmurowe to gtdbwng ich ideq jest inwestycja
w moc obliczeniowq, zamiast jak odbywato sie
to do tej pory — w sprzet komputerowy. Rozwig-
zania chmurowe stajq sie wiec coraz bardziej
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popularne jednak przed operatorami centrow
danych oferujgcych ustugi chmurowe stoi
wiele wyzwah i wymagan, w szczegOlnosci
w takich obszarach jak zapewnienie zgodnosci
Z przepisami prawa powszechnie obowiqzujg-
cego dotyczqgcymi bezpieczenstwa, prywatno-
§ci oraz ochrony danych, zarbwno na poziomie
krajowym, jak i miedzynarodowym. Jest to
o tyle istotne, ze mozliwosci jakie oferujg nowo-
czesne technologie cyfrowe sq takze wykorzy-
stywane w celu stosowania praktyk nieuczciwej
konkurencji, przerywania ciggtosci dziatania
wybranych ustug, popetniania przestgpstw
z wykorzystaniem Internetu, czy tez prowadze-
nia dziatah o charakterze terrorystycznym.
Ustugi chmury obliczeniowej nie zostaty jednak
uregulowane w jednym akcie prawnym, co
moze utrudniaC zapewnienie zgodnosci z ww.
przepisamiz

Omowienie jednak wszystkich regulacji w tym
zakresie wykracza poza ramy przedmiotowego
artykutu. Dlatego skupimy sie w nim przede
wszystkim na przepisach z zakresu ochrony
danych osobowych oraz krajowego systemu
cyberbezpieczenstwa, sygnalizujgc  jednak
rowniez inne kwestie.

W pierwsze] kolejnosci nalezy wskaza¢ na
Dyrektywe NIS, dotyczqcq bezpieczenstwa sieci
i informac;ji®. Nalezy takze wymieni¢ Dyrektywe
NIS 2, ktéra wprowadza nowe wymagania
dotyczqce bezpieczehstwa sieci i systemow
informatycznych w UE, na ktorej wdrozenie
panstwa cztonkowskie majq czas do 17 paz-
dziernika 2024 r#

Dyrektywa NIS  zobowigzata
wszystkie panstwa cztonkowskie
UE do zagwarantowania minimal-
nego poziomu zdolnosci krajo-
wych w dziedzinie cyberbezpie-
czenstwa przez ustanowienie
organdéw wiasciwych oraz poje-
dynczego punktu kontaktowego
do spraw cyberbezpieczenstwa,
powotanie zespotéow reagowania
na incydenty komputerowe
(CSIRT) oraz przyjecia krajowych
strategii w zakresie cyberbezpie-
czenstwa.
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Powyzsza dyrektywa zostata wdrozona do
polskiego porzgdku prawnego na mocy ustawy
z dnia 5 lipca 2018 r. o Krajowym systemie
cyberbezpieczenstwa (Dz. U. z 2024 r. poz. 1077),
(dalej jako ,,ustawa o KSC").

Celem Krajowego systemu cyber-
bezpieczenstwa jest zapewnienie
cyberbezpieczenstwa na poziomie
krajowym, w tym niezaktéconego
Swiadczenia ustug kluczowych
i ustug cyfrowych, przez osiqggnie-
cie odpowiedniego poziomu bez-
pieczenstwa systemow informa-
cyjnych stuzgcych do Swiadczenia
tych ustug oraz zapewnienie ob-
stugi incydentow.

Krajowy system cyberbezpieczenstwa obejmu-
je szereg podmiotdéw, ktoérych mozna podzieli¢
na operatoréw ustug kluczowych, dostawcow
ustug cyfrowych oraz na podmioty publiczne.
Z punktu widzenia zakresu niniejszego artykutu
kluczowe znaczenie nalezy nada¢ dostawcom
ustug cyfrowych. Zanim przejdziemy do opisa-
nia dostawcodw ustug cyfrowych nalezy zazna-
czy¢, ze przez ustuge przetwarzania w chmurze
rozumie sie takq ustuge cyfrowq, ktéra umozli-
wia dostep do skalowalnego i elastycznego
zbioru zasobow obliczeniowych do wspdlnego
wykorzystywania przez wielu uzytkownikow®.

& B E

Dostawcq ustugi cyfrowej jest osoba prawna
albo jednostka organizacyjna nieposiadajgca
osobowosci prawnej majqca  siedzibe lub
zarzqd na terytorium Rzeczypospolite] Polskie;
albo przedstawiciela majgcego jednostke
organizacyjng na terytorium Rzeczypospolite;
Polskiej, Swiadczgca ustuge cyfrowq, z wyjat-
kiem mikroprzedsigbiorcow i matych przedsie-
biorcow. Istotnym jest takze wskazanie, ze
dostawca ustugi cyfrowej jest zobowigzany do
podejmowania wtasciwych i proporcjonalnych
Srodkdw technicznych i organizacyjnych okre-
Slonych w rozporzqdzeniu wykonawczym
2018/151¢ w celu zarzqdzania ryzykiem, na jakie
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narazone sq systemy informacyjne wykorzysty-
wane do $wiadczenia ustugi cyfrowej. Srodki te
zapewniajq cyberbezpieczenstwo odpowied-
nie do istniejgcego ryzyka oraz uwzgledniajq
bezpieczenstwo systemow informacyjnych i
obiektow, postepowanie w przypadku obstugi
incydentu, zarzgdzanie ciqgtosciq dziatania
dostawcy w celu Swiadczenia ustugi cyfrowej,
monitorowanie, audyt i testowanie, najnowszy
stan wiedzy, w tym zgodno$¢ z normami mie-
dzynarodowymi, o ktérych mowa w ww. rozpo-
rzqgdzeniu wykonawczym 2018/157’.

Dostawcy ustug cyfrowych muszq wiec zapew-
ni¢ odpowiednie srodki bezpieczenhstwa syste-
mow informacyjnych. Zgodzi¢ sige nalezy z tymi
autorami, ktérzy przez bezpieczenstwo sys-
teméw informacyjnych uznajg taki
poziom uzasadnionego zaufania, ze
ewentualne straty wynikajgce z przy-
padkowego, czy tez Swiadomego ujaw-
nienia, modyfikaciji, zniszczenia lub unie-
mozliwienia przetwarzania informaciji
przechowywanej i przesytanej za
pomocq systemow teleinformatycznych,
nie zostang poniesione®. Bezpieczenstwo
teleinformatyczne musi by¢ rozpatrywane na
ptaszczyznie organizacyjnej, technicznej czy tez
prawnej. Bezpieczenstwo jest wiec ciggtym,
dynamicznym oraz ztozonym procesem, ktory
wymaga statego nadzoru i przystosowywania
sie do zmiennych warunkdw wewnetrznych
oraz zewnetrznych®.

Nawigzujgc do wskazanej juz wyzej Dyrektywy
NIS 2 nalezy zaznaczy¢, ze zaktada ona muin.
podziat sektoréw gospodarki oraz wskazuje na
podmioty kluczowe oraz podmioty wazne
objete jej zakresem. Do sektorébw kluczowych
zalicza ona rowniez infrastrukture cyfrowg,
ktora swoim pojeciem obejmuje m.in. dostaw-
cow ustug chmurowych, natomiast samq
ustuge chmurowq okresla jako ustuge cyfrowq
umozliwiajgcqg administrowanie na zgdanie
skalowalnym i elastycznym zbiorem zasobow
obliczeniowych do wspodlnego wykorzystywa-
nia oraz szeroki dostep zdalny do tego zbiory,
w tym rowniez gdy takie zasoby sq rozproszone
w kilku lokalizacjach. Wskutek powyzszego,
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na mocy Dyrektywy NIS 2, dostawcy ustug
chmurowych dziatajgcy w sektorze kluczo-
wym i niebedgcy matym/mikrof/$rednim
przedsigbiorcg bedqg stanowi¢ podmiot
kluczowy zobowigzany do wdrozenia odpo-
wiednich i proporcjonalnych Srodkéw tech-
nicznych, operacyjnych i organizacyjnych'.

Przedstawiona analiza prowadzi wiec do wnio-
sku, ze na operatorach ustug chmurowych
spoczywa wiele obowigzkdbw aby mozliwym
byto zapewnienie odpowiedniego bezpieczen-
stwa tj. okreSlonego przepisami prawa
powszechnie obowiqzujgcego. Z drugiej zas
strony, nalezy pamieta¢, ze roéwniez osoby
(podmioty), ktére bedq decydowaty sie na
konkretnego dostawce ustugi chmurowej
powinny dokona¢ analizy ryzyka juz na etapie
wyboru takiego dostawcy. Taka weryfikacja,
pod kgtem przepisbw RODO moze nastgpic na
podstawie np. ankiety bezpieczehstwa,
ktorej operator ustug chmurowy jest
zobowigzany sie poddac". Na
etapie  podpisania  umowy
o Swiadczenie ustug chmury
obliczeniowe] z danym
dostawcq nalezy z kolei
pamieta¢, o wprowa-
dzeniu (w miare mozli-
wosci)  odpowiednich
postanowien odnosnie
zapewnienia przez .
dostawce wymagan w
zakresie bezpieczen-
stwa, o ktérych bedzie
mowa przy okazji anali-

Zy umowy powierzenia
przetwarzania  danych
osobowych. W przypadku
braoku  spetniania  takich
wymogow, w  ww. umowie
powinny znalezC sie odpowied-
nie kary umowne oraz mozliwosc jej
wypowiedzenia. Aby jednak byto mozli-

wym sprawdzenie, czy okreSlone warunki bez-
pieczefstwa zostaty spetnione, w umowie
o Swiadczenie ustug chmury obliczeniowej
powinna znalez¢ sie mozliwos¢ przeprowadze-
nia kontroli w tym zakresie.

W kontekscie danych, zarbwno osobowych jak
i nieosobowych, operatorzy oferujgcy ustugi
chmurowe sq zobowiqzani do podjecia wielu
dziatanh aby zachowa¢ zgodnos¢ z przepisami
prawa w tym zakresie, w szczegdlinosci z RODO.
Jezeli chodzi o obszar danych osobowych, to
w relacji operator chmury, a klient korzystajgcy
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z ustug takiego podmiotu, operator wystepuje
w roli podmiotu przetwarzajgcego dane oso-
bowe, ktére powierza mu do przetwarzania
administrator danych czyli klient. Zatem, nalezy
wskazag, ze to klient podejmuje decyzje
o celach przetwarzania danych osobowych
i jego zakresie, podczas gdy operator chmuro-
wy decyduje o kwestiach technicznych rozwig-
zania chmurowego. Dla przyjecia zastosowa-
nia RODO nie ma znaczenia, gdzie odbywa sie
przetwarzanie danych osobowych - istotne
jest wytgcznie to, czy przetwarzanie odbywa sie
w zwiqzku z dziotalnoscig prowadzong przez
jednostke organizacyjng administratora lub
podmiotu przetwarzajgcego w UE™.

Jezeli jednak przetwarzanie danych osobo-
wych odbywa sie w miejscu, w ktdérym na mocy
prawa miedzynarodowego publicznego ma
zastosowanie prawo panstwa cztonkowskiego
UE, wowczas zastosowanie bedq miaty
przepisy RODO, a operator chmury
bedzie sie musiat do nich stoso-
wack. W zwigzku z powyzszym,
przetwarzanie danych oso-
bowych przez operatora
chmury nastgpi na pod-
stawie umowy powierze-
nia przetwarzania
danych osobowych, do
ktorej zawarcia zobo-
wigzany jest procesor

i administrator danych™.




Dostawca ustug
chmurowych bedzie
rowniez zobowigzany do
prowadzenia rejestru
wszystkich kategorii

czynnosci
przetwarzania
dokonywanych

w imieniu
administratora

(klienta)™

W kontekscie bezpieczenhstwa nalezy takze
pamietac, ze w przypadku nie dopetnienia
przez podmiot przetwarzajgecy obowiqzkdw
wynikajgcych z RODO, podmiot taki odpowiada
za szkode w tym zakresie'®.

W przypadku gdy korzystanie z ustug chmuro-
wych bedzie wiqzaoto sie z przekazaniem
danych osobowych do panstwa trzeciego
poza EOG przez administratora danych podle-
gajgcego RODO z uwagi na zlokalizowanie
dostawcy chmurowego poza EOG, dostawca
ustugi chmurowej musi rowniez spetnic¢ szereg
obowiqzkéw aby moc je przetwarzac. W zwigz-
ku z koniecznosciq transferu, na podstawie
RODO mozemy wyrdzni¢ trzy wspotzalezne
i hierarchicznie uporzgdkowane mechanizmy
legalizacji  transferow danych osobowych:
decyzja KE, ktoéra stwierdza odpowiedniosc
ochrony w panstwie trzecim, odpowiednie
zabezpieczenia ochrony danych osobowych
jezeli nie zostata wydana taka decyzja jok np.:
wigzgce reguty korporacyjne czy standardowe
klauzule ochrony danych oroz pozostate
mechanizmy, jezeli dwa wczesniejsze nie majg
zastosowania®.

Powyzsze rozwazania dotyczqg przepisow
prowa w zakresie danych osobowych - a co
z regulacjomi prawnymi w zakresie danych
nieosobowych? W tej materii obowiqzujq prze-
pisy, ktére przewidujg mozliwosC tworzenia
samoregulacyjnych unijnych kodeksow poste-
powania  regulujgcych — min.  utatwienia
w zakresie zmiany dostawcy ustug i przenosze-
nia danych do innych dostawcow®. Nalezy
rowniez wspomniec o przepisach, ktore wptyng
na dostawcow ustug chmurowych poprzez tak
zwany ,Data Act™.
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Zgodnie z art. 23 Data Act dostaw-
cy ustug przetwarzania danych
bedq zobowigzani do stosowania
srodkow, ktore umozliwig ich
klientom zmiane ustugi przetwa-
rzania danych na ustuge tego
samego typu Swiadczonq przez
innego dostawce, lokalng infra-
strukture ITC Iub korzystanie
z ustug kilku dostawcow.

Ostatnig kwestiqg, ktérg nalezy zasygnalizowac
jest zapewnienie przez operatoréw centrow
danych oferujgcych ustugi chmurowe zgodno-
8ci z przepisami prawa dotyczgcymi ochrony
prywatnosci. Pod tym kgtem nalezy wskazac
na przepisy RODO, w ktorym wyszczegolniono
m.in. uprawnienia polegajgce na Mozliwosci
zgdania od administratora danych dostepu do
danych osobowych, ich sprostowania, usunig-
cia (prawo do bycia zapomnianym), przeno-
szenia lub ograniczenia przetwarzania, wnie-
sienia sprzeciwu wobec przetwarzania danych
oraz skargi do organu nadzorczego.

— N\

5~

Powyzsza analiza w zakresie zapewnienia przez
operatoréow oferujgcych ustugi chmurowe
zgodnosci z regulacjami prawnymi dotyczqcy-
mi bezpieczehstwa, prywatnosci i ochrony
danych zarbwno na poziomie krajowym jak
i miedzynarodowym prowadzi do wniosku, ze
regulacje prawne w tym zakresie majq charak-
ter rozproszony. W zwiqzku z powyzszym,
niezwykle istotnym jest zidentyfikowanie
wszystkich zrédet prowa, ktore bedg miaty
zastosowanie do dostawcdw ustug chmuro-
wych aby w obliczu transformacji cyfrowej
i rozwijajgcej sie niezwykle dynamicznie tech-
nologii chmurowej w segmencie laas, Paas czy
Saas, operatorzy chmurowi byli zgodni z obo-
wigzujgcymi regulacjami prawnymi. Powyzsze,
bedzie gwarancjq, ze oferowane przez opera-
torow ustugi chmurowe bedq bezpieczne,
a tym samym chronigce prywatno$C¢ osob
fizycznych i przetwarzane w nich dane.

MAPA TRENDOW
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'Uzasadnienie projektu ustawy z dnia 30 kwietnia 2018 r. o Krajowym
systemie cyberbezpieczenstwa, VII.2505 (dostep LEX, 22.08.2024 1.).
?Przepisy w tym zakresie mozemy znalez¢ w przepisach o ochronie
danych osobowych, przepisach o krajowym systemie cyberbezpie-
czenstwa, przepisach sektorowych (np. ustugi finansowe),
w przepisach dotyczqcych praw wiasnosci intelektualnej (prawo
autorskie, ochrona baz danych), czy tez w przepisach prawa
cywilnego (umowa o $wiadczenie ustug chmury obliczeniowe;).
*Dyrektywa Parlamentu Europejskiego i Rady (UE) 2016/1148 z dnia 6
lipca 2016 r. w sprawie $rodkéw na rzecz wysokiego wspoélnego
poziomu bezpieczenstwa sieci i systeméw informatycznych na
terytorium Unii (Dz. U. UE. L z 2016 r. Nr 194, str. 1). Dyrektywa ta traci
moc ze skutkiem od dnia 18 pazdziernika 2024 r. (na podstawie art.
44 dyrektywy wskazanej w przypisie nr 4).

4Dyrektywa Parlamentu Europejskiego i Rady (UE) 2022/2555 z dnia
14 grudnia 2022 r. w sprawie srodkéw na rzecz wysokiego wspolnego
poziomu cyberbezpieczenstwa na terytorium Unii, zmieniajgca
rozporzqdzenie (UE) nr 910/2014 i dyrektywe (UE) 2018/1972 oraz
uchylajgca dyrektywe (UE) 2016/1148 (DzU. L 333 z 27.12.2022). Na
dzien 29 sierpnia 2024 r. dyrektywa ta nie zostata implementowana
do polskiego porzqdku prawnego. Implementacje ww. dyrektywy
przewiduje projekt ustawy z dnia 24 kwietnia 2024 r. o krajowym
systemie cyberbezpieczenstwa oraz niektérych innych ustaw
https://legislacja.rcl.gov.pl/projekt/12384504 (dostep dnia
27.08.2024).

°Definicja zawarta w zatgczniku nr 2 do ustawy o KSC.
SRozporzgdzenie wykonawcze Komisji (UE) 2018/151 z dnia 30 stycznia
2018 r. ustanawiajgce zasady stosowania dyrektywy Parlamentu
Europejskiego i Rady (UE) 2016/1148 w odniesieniu do dalszego
doprecyzowania elementéw, jakie majq by¢ uwzglednione przez
dostawcow ustug cyfrowych w zakresie zarzgdzania istniejgcymi
ryzykami dla bezpieczefstwa sieci i systemoéw informatycznych,
oraz parametréw stuzqcych do okreslenia, czy incydent ma istotny
wptyw (Dz. U. UE. L. z 2018 1. Nr 26, str. 48).

7Zob. art. 17-18 ustawy o KSC.

8W. Kitler, J. Taczkowska-Olszewskad, F. Radoniewicz (red.), Ustawa
o krajowym systemie cyberbezpieczenstwa. Komentarz do art. 8,
Warszawa 2019 (dostep Legalis 26.08.2024 r.).

9lbidem.

PWynika to z art. 21 ust. 2 Dyrektywy NIS 2, ktory okresla minimalny
katalog srodkéw jakie musi zapewni¢ podmiot kluczowy, wsréd
ktérych jest m.in.: polityka analizy ryzyka i bezpieczehstwa systemow
informatycznych, obstuga incydentu, ciggtos¢ dziatania czy bezpie-
czenstwo tancucha dostaw.

Art. 28 Rozporzgdzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb
fizycznych w zwiqzku z przetwarzaniem danych osobowych i w
sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogélne rozporzqgdzenie o ochronie danych)
z dnia 27 kwietnia 2016 r. (Dz. Urz. UE. L Nr 119, poz. 1), (dalej jako
LRODO").

?Por. art. 3 ust. 1 RODO.

Komentarz do art. 3 RODO [w:] P. Litwinski (red.), Ogélne rozporzg-
dzenie o ochronie danych osobowych. Ustawa o ochronie danych
osobowych. Wybrane przepisy sektorowe. Komentarz, 2021 (dostep
Legalis 26.08.2024 r.).

“Wynika to z art. 28 ust. 3 RODO, ktéry okresla minimalny katalog
zobowigzan jakie musi spetni€ podmiot przetwarzajgcy na podsta-
wie takiej umowy powierzenia przetwarzania danych osobowych.
Przepis ten wskazuje min. ze podmiot przetwarzajgcy moze
przetwarza¢ dane osobowe wytgcznie na udokumentowane
polecenie administratora danych, musi wdrozy¢ odpowiednie
srodki techniczne i organizacyjne, aby zapewni¢ stopien bezpie-
czehstwa odpowiadajgcy temu ryzyku czy tez zapewni€, aby osoby
upowaznione do przetwarzania danych osobowych byty zobowig-
zane do zachowania tajemnicy.

"Por. art. 30 ust. 2 RODO.

*Zob. art. 82 RODO.

"Zob. w tym zakresie art. 45-47 RODO oraz komentarz do art. 44
RODO [w:] P. Litwinski (red.), Ogélne rozporzqdzenie (..) op. cit.
(dostep Legalis, 26.08.2024 r.).

'®Rozporzqdzenie Parlamentu Europejskiego i Rady (UE) 2018/1807
z dnia 14 listopada 2018 r. w sprawie ram swobodnego przeptywu
donyc)h nieosobowych w Unii Europejskiej (Dz. U. UE. L.z 2018 r. Nr 303,
str. 59).

®*Chodzi o Rozporzqgdzenie Parlamentu Europejskiego i Rady (UE)
2023/2854 z dnia 13 grudnia 2023 r. w sprawie zharmonizowanych
przepisbw dotyczqcych sprawiedliwego dostgpu do danych i ich
wykorzystywania oraz w sprawie zmiany rozporzqdzenia (UE)
2017/2394 i dyrektywy (UE) 2020/1828 (akt w sprawie danych) (Dz. U.
UE. L z 2023 r. poz. 2854). (dalej: ,Data Act”), ktére stosuje sie od 12
wrzesnia 2025 r.
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4.DATA CENTER REIT [ REIT CENTROW DANYCH
STAN ZAAWANSOWANIA PRAC LEGISLACYJNYCH

NAD REIT (REAL ESTATE INVESTMENT TRUST)
W POLSCE

Konrad Hennig

Forum Prawo dla Rozwoju

)

REIT (ang. Real Estate Investment Trust) to
objete preferencjaomi podatkowymi fundusze
inwestycyjne lub spotki notowane na gietdzie,
lokujgce aktywa indywidualnych inwestorow
w nieruchomosci komercyjne. Ich formuta
wywodzi sie ze Standw Zjednoczonych i tam tez
najwiecej jest inwestycji funduszy REIT w centra
danych. Spetniajg one podstawowe kryterium
przewidywalnosci biznesu w oparciu o dywer-
syfikacje portfela najemcodw, podobnie jak
galerie handlowe czy biurowce. W USA dziata
kilkadziesigt funduszy skoncentrowanych na
centrach danych, dysponujgcych okoto 10%
powierzonych Srodkdw. Inwestujg nie tylko
w USA, a najwieksze REIT-y majg w portfolio
nawet kilkaset centrow danych rozsianych po
catym Swiecie.

Polska nie wdrozyta jak dotqd regulaciji okresla-
jacych obowigzki i przywileje funduszy inwestu-
jacych w nieruchomosci na wynajem ze wzgle-
du na obawe zaburzenia cen na rynku miesz-
kaniowym.

Przyjecie jednolitej regulacji prawnej doty-
czqcej REIT z wylgczeniem mozliwosci
zakupu mieszkan na wynajem zapewnitoby
doptyw dodatkowych Srodkéw do sektora
nieruchomosci komercyjnych oraz umozli-
witoby drobnym inwestorom alternatywe
wobec zakupu mieszkan na wynajem, redu-
kujgc presje cenowg w najwigkszych mia-
stach wojewédzkich.

Na skutek zaniedban ustawodawecy, ale row-
niez wysokiej awersji do ryzyka Polakow, finan-
sowanie przedsigwzieC rozwojowych  jest
w znacznej mierze zalezne od kapitatu zagra-
nicznego i mato efektywnego finansowania
publicznego.

Obecnie ustawa z dnia 27 maja 2004 r.
o funduszach inwestycyjnych i zarzqgdzaniu
alternatywnymi  funduszami inwestycyjnymi
dopuszcza aby polityka inwestycyjna funduszy
inwestycyjnych zamknietych aktywow niepu-
blicznych (FIZAN) przewidywata inwestowanie
w hieruchomosci, niemniej jednak z uwagi na
mocno sformalizowang  strukture, wysokie
koszty zarzqdzania, sposdb opodatkowania
oraz niskq ptynnoS¢ przy wyjsciu z inwestycji
model inwestowania w nieruchomosci przez
FIZAN jest nieefektywny. Powyzsze potwierdza
rowniez praktyka rynkowa, na przyktadzie sank-
cji natozonych na FinCrea TFlI SA. w zwigzku
z nieprawidtowym zarzgdzaniem funduszami

nieruchomosciowymill].

Jesli chodzi natomiast o inwestowanie w nieru-
chomosci za posSrednictwem alternatywnych
spotek inwestycyjnych (ASI), KNF podkresla jak
istotng role odgrywa dywersyfikacja portfela
inwestycyjnego w celu ochrony inwestorow
oraz zgodno$§¢ z unijnq definicjg alternatywne-
go funduszu inwestycyjnego, ktorego odmiang
na polskim rynku jest ASI. Z tego wzgledu
na rynku mozna zaobserwowaé trend,
w ktorym KNF rejestruje jedynie tych
zarzgdzajgcych ASI, ktérzy nie deklarujg
w politykach inwestycyjnych ASI 100%
bezposredniego zaangazowania w nie-
ruchomosci. Z tego wzgledu inwestowanie
w nieruchomosSci za posrednictwem  ASI
odbywa sie najczesciej przy wykorzystaniu
spotek celowych lub inwestycji posrednich
w podmioty dziatajgce w branzy deweloper-
skiej oraz adresowane jest przede wszystkim do
klientow profesjonalnych.

Poczgwszy od 2021 r. toczyty sie prace ministe-
rialne nad adaptacjg REIT do krajowego
porzgdku prawnego, wiqcznie z powotaniem
Migdzyresortowego Zespotu do opracowania
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regulacji dotyczgcych podmiotdw inwestujg-
cych w najem nieruchomosci. W nowym ukta-
dzie rzgdowym wiodgcq role od ministra wta-
Sciwego ds. gospodarki przejgt Minister Finan-
SOW.

W czerwcu 2024 r. Andrzej Domanski
podczas Forum Funduszy w Kazimierzu
Dolnym zapowiedziat rychte wprowa-
dzenie REIT-6w. Stworzenie jednolitych
ram prawnych dla REIT pozwolitoby uzu-
petnic¢ brakujgcqg luke na rynku kapitato-
wym poprzez zbiorowe inwestowanie
w nieruchomosci, majgce prorozwojowy,
a nie konsumpcyjny charakter.

Bez waqtpienia centra danych, jako umozliwia-
jgce transformacje cyfrowq przedsiebiorstw
powinny stanowi¢ wazny, jesli nie gtowny cel
inwestycyjny polskich REIT-ow.

[1]https:/ /www.knf.gov.pl/komunikacja/komunikaty?articleld=72856
&p_id=18, data publikacji: 09.03.2021r.
autor: Konrad Hennig, Stowarzyszenie Prawo dla Rozwoju.

3. ANALIZA RYNKU

DATA CENTER W POLSCE

3A. PRZEGLAD HISTORYCZNEGO ROZWOJU
RYNKU DATA CENTER W POLSCE

Rozwoj centrow danych w Polsce jest &cisle
zwiqzany z rozwojem technologii informacyj-
nych i telekomunikacyjnych. Poczgtki tego
procesu siegajg lat 90, kiedy to pojawity sie
pierwsze potrzeby przechowywania i przetwa-
rzania danych na wiekszq skale.

1. Lata 90: Poczgtki

Za pierwsze polskie data center uwaza sie cen-
trum obliczeniowe, ktore powstato w 1994 roku
w Warszawie, na potrzeby operatora telekomu-
nikacyjnego TPSA (Telekomunikacja Polska S.A,
obecnie Orange Polska). Byto to jedno z pierw-
szych  profesjonalnych  centrow  danych
w Polsce, choC jego funkcje byty ograniczone
gtbwnie do obstugi wewnetrznych potrzeb
operatora.

Wraz z liberalizacjq rynku telekomunikacyjnego
i wzrostem zapotrzebowania na ustugi interne-
towe, rozwijata sie takze infrastruktura IT. W tym
czasie powstawaty pierwsze sieci szkieletowe
oraz systemy do zarzqgdzania danymi'.
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2. Lata 2000 - 2010: Intensyfikacja rozwoju

Poczgtek XXI wieku to czas, kiedy w Polsce
zaczety pojawiac sie centra danych tworzone
przez miedzynarodowe korporacije. Firmy takie
jak Atman, T-Mobile, czy Polkomtel zaczety
budowat wtasne centra, aby zaspokoic¢ rosng-
ce potrzeby zwiqzane z przechowywaniem
danych, co podniosto standardy ustug i wpro-
wadzito nowe technologie.

Wzrost popularnosci ustug w chmurze w Polsce
zaczgt sie od okoto 2008 roku. Polskie firmy
zaczety inwestowac w data center, aby moc
oferowac ustugi w modelu Saas, PaasS i laas.

3. Lata 2010 - 2020: Era nowoczesnych data
center

Na rynku pojawito sie wielu lokalnych dostaw-
cow ustug data center, takich jak Beyond.pl,
Netio Data Center czy ATM SA. (obecnie
Atman). Centra te oferowaty juz zaawansowa-
ne ustugi, w tym outsourcing IT, kolokacje,
a takze kompleksowe rozwigzania chmurowe.
Wraz z rozwojem rynku, coraz wigkszy nacisk
ktadziono na bezpieczehstwo danych oraz
zgodnos$¢ z regulacjami prawnymi, takimi
jak RODO. Nowoczesne centra danych
w Polsce musiaty spetniaC najwyzsze
standardy w zakresie bezpieczenstwa
fizycznego i cyfrowego.

Wzrost popularnosci ustug chmuro-
wych, takich jak AWS, Microsoft Azure
czy Google Cloud, a w rezultacie
budowa lokalnych zasobdw chmuro-
wych, wymusita rozwoj infrastruktury data

center wspierajgcej te ustugi.
3B. AKTUALNY STAN RYNKU DATA CENTER

Rynek data center w Polsce dynamicznie sig
rozwijo, odzwierciedlajgc globalne trendy
w cyfryzacji, przetwarzaniu danych oraz wzro-
Scie zapotrzebowania na ustugi chmurowe.
Polska staje sie jednym z kluczowych hubow
data center w Europie Srodkowo-Wschodniej
dzieki strategicznemu potozeniu, stabilnej infra-
strukturze oraz rosnqcej liczbie inwestycji
zarébwno krajowych, jak i zagranicznych firm?.

W ostatnich latach roSnie takze znaczenie
zrownowazonego rozwoju w obszarze data
center. Polskie centra danych coraz czesciej
korzystajg z odnawialnych zrédet energii oraz
stosujg technologie chtodzenia przyjazne
Srodowisku.

Kotem zamachowym rozwoju sektora byta
pandemia Covid-19, ktoéra spowodowata przy-
spieszenie cyfrowe] transformacji i rosngce
zapotrzebowanie na ustugi data center
w zwiqzku z pracq zdalng i zwigkszonym wyko-
rzystaniem ustug online.

W Polsce, podobnie jak na catym Swiecie,
rozwijajg sie technologie zwiqzane z big
data, Al oraz Internetem Rzeczy (IoT), co
powoduje, ze centra danych muszqg
sprostacC jeszcze wigkszym wymagao-
niom w zakresie skalowalnosci i wydaj-
nosci, a takze stale poprawiaé rozwig-
zania technologiczne, aby sprostac
szybko zmieniajgcym sie¢ wymogom na
rynku.

*https://www.encyclopedia.com/books/politics-and-business-magazines/telekomunikacja-polska-sa
3Pisalismy o tym w raporcie pokonferencyjnym podsumowujacym pierwszq edycje Forum Data Center z 2023 r.: “Budowanie przysztosci centrow danych”.
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Stan rynku data center w Polsce w 2024 roku
1. Liczba i lokalizacja centrow danych:

O W 2024 roku rynek data center
w Polsce dynamicznie sige rozwi-

ja, a liczba centrow danych 65 DC

osiggneta 112 obiektow. Wigk- el
Py ) . N powierzchnie

sz0S8C z tych osrodkdw to mniej- Rowyze]

sze jednostki, ale 65 z nich ma
powierzchnig powyzej 200 m2
Rozwdj ten jest napedzany przez rosngce zapo-
trzebowanie na ustugi chmurowe, sztuczng
inteligencje oraz cyfryzacje biznesu.

O Najwiecej centrow danych
znajduje sie w Warszawie, co ]
jest strategicznym wyborem ze GLOWNIE
wzgledu na dostepnos¢ infra-
struktury oraz wykwalifikowanej
kadry. Inne wazne lokalizacje to
Krakéw, Wroctaw i Poznanh, gdzie

takze funkcjonuje kilka wigkszych centrow
danych. W przysztoSci spodziewane jest dalsze
powstawanie nowych obiektow oraz konsoli-
dacja rynku, co moze prowadzi¢ do zamykania
mniejszych, mniej efektywnych jednostek.

WARSZAWA

2. Nowoczesnoscé i skalowalnosé:

O Coraz wigecej centrow danych spetnia stan-
dardy Tier Il i Tier IV, co zapewnia wysokq
dostepnos¢ i niezawodnoSc¢ ustug.

O Inwestycje w energooszczedne technologie
i systemy chtodzenig, co jest odpowiedzig na
rosngce wymagania ochrony srodowiska.

3. Rynek pracy i rozwéj kompetenciji:

O Wzrost zapotrzebowania na specjalistow IT
oraz inwestycje w rozwodj kompetencji w obsza-
rze zarzqdzania centrami danych.

3C. PERSPEKTYWA EUROPEJSKA | SWIATOWA

Adam Wnorowski

Prezes, Instytut Transformagciji

Rynek centrow danych przezywa obecnie
niesamowity okres popytu. Po masowym wzro-
§cie zapotrzebowania na przestrzeh i mMoc
w adopcji rozwigzah chmurowych, przyszedt
Czas na jeszcze wiekszy hype: sztuczng inteli-

gencje.

Dotychczasowe szafy rackowe obstugiwaty
Srednio urzqdzenia z zapotrzebowaniem mocy
w przedziale 3-7kW, obecne wymogi siegajqg od
12 do nawet 130 kW, w zaleznosci od zastosowa-
nej technologii i metody chtodzenia.

MAPA TRENDOW
DATA CENTER W POLSCE

Same za$ obiekty centrow danych - ze stan-
dardowych 4-10MW - muszq zmieni¢ architek-
ture by sprostaC zapotrzebowaniu na obiekty
nie mniejsze niz kilkadziesigt MW, a nawet do
IGW w przypadku megakampusow.

Rynek polski centrow danych jest okreSlany
jako Tier I, co oznacza, ze aspiruje do grona
rynkow potencjalnego wzrostu i ma okazje stac
sie kuszgcym kgskiem w oczach inwestorow.
Nareszcie lokalizacja Polski moze odegrac
pozytywng role i skutecznie sta¢ sie zarbwno
dochodowqg branzg, spagjojgcqg ogromny
potencjat intelektualny naszych rodakéw
w dziedzinie szeroko pojetej informatyki i robo-
tyki, korzystac z ciggtego wzrostu przychodow
i rosngcej gospodarki w postaci sektora infor-
matycznego oraz energetycznego, jak rowniez
stac sie jeszcze wigkszym, bardziej znaczqgcym
pomostem miedzy zachodniq Europq a kraja-
mi po naszej wschodniej stronie (tym bardziej
w obecnej sytuacji geopolityczne;j).

W odniesieniu do skali globalnej, rynek data
center w Polsce jest stosunkowo maty. Méwimy
obecnie o okoto 200 MW mocy w centrach
danych z poczgtkiem 2025 roku oraz projekcjo-
mi wskazujgcymi na okoto 500 MW do roku
2030. Dla poréwnania, Swiatowy rynek szaco-
wany jest na okoto 45 tysiecy MW mocy IT
(z czego ok.12 tys. MW w Europie). Daje to Polsce
niespetna 1% udziatu w rynku.

Obecnie rozwojowi tego segmentu gospodarki
sprzyjajg nam  warunki  wprowadzonego
w czesci Amsterdamu moratorium na budowe
nowych obiektow oraz brak mozliwosci budowy
centréw danych w Dublinie (brak mocy). Zapo-
trzebowanie na energig jest kluczowe, a jej brak
odczuwalny nie tylko w Europie. Dlatego tez,
aby wykorzysta¢ obecny czas w mozliwie
najlepszy sposodb, potrzebne sq zmiany w stra-
tegii i koncentracja dziatan na szczeblu rzgdo-
wym oraz inwestorskim. Tu z pomocq przycho-
dzi Instytut Transformacji, ktorego celem jest
wspieranie sektora centrow danych oraz gatezi
przemystu energochtonnego przy jednocze-
snym wsparciu rzqdu w transformacji energe-
tycznej kraju w kierunku alternatywnych zrodet
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energii i modelu jej dystrybuciji.

Przy optymalnym wykorzystaniu posiadanych
zasobow, tempa rozwoju gospodarki i odpo-
wiedniej koordynaciji legislacyjno-projektowe;,
Polska ma szanse uzyskaC znaczgcq pozycje
na arenie europejskie]. Transformacja cyfrowa
- rozumiana jako zmiana podejscia do danych
i ustug cyfrowych - to potezne narzedzie nie
tylko przychoddw i dobrostanu spoteczenstwa,
ale takze gwarant awansu do ligi krajow
mocno ucyfrowionych i zaawansowanych
technologicznie. W naszych czasach dane sqg
ztotem.

Aby to mogto sie wydarzy¢ i abySmy przycig-
gneli wigcej inwestorow, potrzebujemy konku-
rencji na polu kosztow energii, ktére potrafig
stanowi¢ nawet 70% kosztow projektu [ ustugi.
Obecna sytuacja pozyskiwania energii gtdownie
z wegla (okoto 42% energii produkujemy
z wegla), przy jednoczesnym sporym koszcie
certyfikatow emisji CO, nie pozwala nam kon-
kurowac z innymi krajami.

Nalezy nadac¢ priorytet pracom, majgcym na
celu promowanie i umozliwienie pozyskiwania
energii z alternatywnych zroédet: wodoru, atomu
oraz biopaliw na szerokq skale. W przeciwien-
stwie do fotowoltaiki czy farm wiatrowych,
w centrach danych potrzeba statych zrodet
energii o relatywnie rownym poborze energii
w ciggu roku. W przypadku reaktorow nuklear-
nych Polska nie wystepuje w statystykach.
W samej Europie w roku 2023 mielismy 167
reaktoréw o tgcznej mocy ponad 147 MWe.

W Czechach, znacznie mniejszych od Polski, jest
ich az 6. Niemcy, po wstgpnym wygaszeniu
reaktorow, majq spory dylemat i chcq wrocic
do atomu jak najszybciej. Nawet uznawane za
najbardziej ekologiczne kraje skandynawskie
posiadajqg ich az 11.
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Nuclear Power Reactors in Operation in Europe, 24th May 2023
(https:/ /www.euronuclear.org/glossary/nuclear-power-plants-in-europe/)

W naszym potozeniu warto tez — w perspekty-
wie dtugofalowej - rozwazyC elektrownie
wodne, ktorych co prawda nie brakuje, ale ich
udziat w miksie spada wraz ze wzrostem zapo-
trzebowania na prgd.

Przed nami sporo pracy i wyzwan, ale cel sam
w sobie jest zgodny: nalezy redukowac zrodta




emisji CO,, rozbudowac alternatywne zrédta
mocy oraz usprawnic sie¢ przesytowq. Warto
takze skupiC sie na rozproszeniu zrodet energii
jak najblizej obiektdw energochtonnych co
pozwoli na spokojne i wymagajgce czasu
inwestycje w kosztownq infrastrukture przesyto-
wq. Mamy ogromny potencjat i czas na dtugo-
falowe spojrzenie od strony legislacji. Kierunek
alternatywnej energii  nie powinien by¢
elementem rozgrywek kazdorazowo po wybo-
rach. Potrzebujemy dtugofalowego planu
inwestycji z jasno okreSlonymi, mierzalnymi
celami roztozonymi w czasie. To element stra-
tegii ponad podziatami i dla dobra ogotu spo-
teczenstwa oraz gospodarki.

zrédta:  https://www.mordorintelligence.com/industry-reports/europe-
-colocation-market-industry
https://www.pmrmarketexperts.com/wiadomosci/do-2030-roku-wiel-
kosc-rynku-centrow-danych-w-polsce-moze-przekroczyc-500-mw/
https://www.iea.org/countries/poland?language=es
https://www.infrostructureinvestor.com/powerfstrugglesfemergef
fcxsfoiffuelsfdcxtofcentrefgrovvth/
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CENTROW DANYCH
1. OCHRONA DANYCH OSOBOWYCH

Katarzyna Blachowicz J Norbert Karmowski

Radca prawny, counsel Radca prawny
DGTL Kibil Piecuch
i Wspolnicy

Powstawanie nowych i rozbudowa juz funkcjo-
nujgcych centréow przetwarzania danych,
W nastepstwie rosngcego zapotrzebowania na
ustugi cyfrowe, niesie za sobg wyzwania
w zakresie ochrony danych osobowych, w tym
w obszarze zapewnienia poufnosSci oraz inte-
gralnosci danych.

Rosngce wyzwania dla centréw przetwarza-
nia danych

Ogblne rozporzqdzenie o ochronie danych
osobowych (RODO') naktada na operatoréw
centrow danych (jako przetwarzajgcych dane
osobowe) szereg obowiqzkéw majgcych na
celu zapewnienie adekwatnego do ryzyk pozio-
mu bezpieczehstwa przetwarzanych danych,
w tym - obowiqzek zapewnienia ochrony przed
niedozwolonym lub niezgodnym z prawem
przetwarzaniem oraz przypadkowq utratg
danych, ich zniszczeniem lub uszkodzeniem.
Dodatkowo,  zapewnienie  bezpieczehstwa
przetwarzania danych nabiera istotnego zna-
czenia w dobie zwiekszonego zagrozenia cybe-
ratakami na infrastrukture i systemy przetwa-
rzania.

Nalezy podkreslic, ze jedng z podstawowych
zasad dotyczgecych ochrony danych osobo-
wych jest zasada poufnosci i integralnosci,
stosownie do ktdrej dane osobowe powinny
by¢ przetwarzane w sposoéb zapewniajgcy

MAPA TRENDOW
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nalezyte bezpieczenstwo danych osobowych.

$rodki techniczne oraz organizacyjne zapew-
niajgce bezpieczenstwo danych

Stosownie do obowiqzujgcych przepisow
prawa podmiot przetwarzajgcy dane (w tym
operator centrum przetwarzania danych)
zobligowany jest do wdrozenia witasciwych
Srodkdw technicznych oraz organizacyjnych,
ktore zapewniq odpowiedni stopien bezpie-
czehstwa danych. Przyktadowo, do rzeczonych
Srodkdw zalicza sie m.n. systemy kontroli
dostepu, systemy sygnalizacji wtamania
i napadu, systemy monitoringu wizyjnego,
systemy monitoringu parametréw Srodowisko-
wych oraz stanu pracy urzqdzen czy wydziele-
nie dedykowanych stref bezpieczenstwa, zasi-
lanie energiq za posrednictwem dwoch redun-
dantnych linii zewnetrznych oraz wielostrefowe
systemy przeciwpozarowe opadrte na gazie
obojetnym.

Przy ocenie tego jakie Srodki nalezy wdrozyc,
aby zapewni¢ wtasciwy stopieh bezpieczen-
stwa uwzglednia sie: stan wiedzy technicznej,
koszt wdrozenia oraz charakter, zakres, kontekst
i cele przetwarzania danych, jak rowniez ryzyko
naruszenia praw lub wolnosci osob fizycznych
o réznym prawdopodobienstwie wystgpienia
i wadze. Dokonujgc wyboru Srodkéw zabezpie-
czenia mozna positkowac sie wskazébwkami
ujetymi w art. 32 RODO. Mianowicie, do mozli-
wych do zastosowania srodkdw technicznych

i organizacyjnych zalicza sie miedzy innymi:
pseudonimizacje i szyfrowanie danych osobo-
wych; zdolno$¢ do ciggtego zapewnienia pouf-
nosci, integralnosci, dostepnosci i odpornosci
systemow i ustug przetwarzania; zdolnosS¢ do
szybkiego przywrdcenia dostepnosci danych
osobowych i dostepu do nich w razie incydentu
fizycznego lub technicznego; regularne testo-
wanie, mierzenie i ocenianie skutecznosci srod-
kéw technicznych i organizacyjnych majgcych
zapewnic bezpieczehstwo przetwarzania.
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Co istotne, jak zostato wskazane wyzej, RODO
wymaga, aby w przypadku incydentu fizyczne-
go lub technicznego zastosowane srodki bez-
pieczestwa zapewniaty zdolnos¢ do szybkiego
przywrocenia dostepnosci danych osobowych
i dostepu do nich. Oznacza to, ze w razie jakie-
gokolwiek incydentu dotyczgcego infrastruktu-
ry baqdz systemobw centrow przetwarzania
danych operator takiego centrum powinien jak
najszybciej przywroci€ osobom uprawnionym
mozliwoS¢ dostepu do danych osobowych
oraz dokonywania na nich operaciji.

Ocena ryzyka i dostosowanie srodkéw bez-
pieczefistwa

Celem weryfikacji czy zastosowane przez dany
podmiot  §rodki zapewniajg odpowiedni
stopien bezpieczehstwa nalezy wzig¢é pod
uwage ryzyko wigzqce sie z przetwarzaniem, w
szczegolnosci wynikajgce z: a) przypadkowego
lub niezgodnego z prawem zniszczenia, utraty,
modyfikacji, nieuprawnionego ujawnienia lub
b) nieuprawnionego dostepu do danych oso-
bowych przesytanych, przechowywanych lub
w inny sposoéb przetwarzanych.

Na uwage zwraca fakt, ze ogdlna dyrektywa
przySwiecajgca RODO — know your risk - nakta-
da na dysponentdéw danych obowigzek samo-
dzielnej oceny ryzyk i stosowania adekwatnych
mechanizmow im przeciwdziatajgcych.
W efekcie nie istnieje jeden “ztoty standard”
bezpieczenstwa centrum danych w kontekscie
RODO. Inne mechanizmy bedqg miaty zastoso-
wanie dla podmiotdéw przetwarzajgcych dane
instytucji finansowych, podlegajgcych nadzo-
rowi KNF/EBA (niezaleznie od koniecznosci
zapewnienia zgodnosSci z regulacjami sektoro-
wymi, takimi jak DORA), czy dla data center
obstugujgcych podmioty przetwarzajgce dane
szczegolnie wrazliwe (np. jednostki z sektora
ustug ochrony zdrowia) - inne zas ryzyko (a co
za tym idzie: mniej restrykcyjne wymagania)
mogq by¢ zidentyfikowane dla data center
obstugujgcego powszechnie dostepne serwisy
informacyjne.

Niezastosowanie sie do wymogdw RODO
w przedmiocie bezpieczehstwa przetwarzania
danych moze skutkowac natozeniem na dany
podmiot kary pienieznej, ktoéra w przypadku
przedsiebiorstwa moze wynies¢ do 2% catkowi-
tego rocznego Swiatowego obrotu z poprzed-
niego roku obrotowego.

Obowigzki operatoréw centréow przetwarza-
nia danych przy naruszeniu ochrony danych

W przypadku naruszenia ochrony danych oso-
bowych, a wiec przypadkowego lub niezgo-
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dnego z prawem zniszczenia, utracenia, zmo-
dyfikowania, nieuprawnionego ujawnienia lub
nieuprawnionego dostepu do danych osobo-
wych przesytanych, przechowywanych lub
w inny sposodb przetwarzanych, operator cen-
trum przetwarzania danych (dziatajgc jako
podmiot przetwarzajgcy) jest zobowigzany
kazdorazowo po stwierdzeniu naruszenia
ochrony danych osobowych dokonac¢ stosow-
nego zgtoszenia administratorowi danych oso-
bowych. W literaturze przyjmuje sig, ze podmiot
przetwarzajqey powinien zawiadomic admini-
stratora o kazdym naruszeniu bez wzgledu na
to czy dane naruszenie moze skutkowac ryzy-
kiem naruszenia praw lub wolnosci osob fizycz-
nych. Ponadto wskaza¢ nalezy, ze przepisy
RODO nie precyzujg maksymalnego terminu
w jakim takie zgtoszenie powinno by¢ przeka-
zane do administratora (RODO postuguje sie
w tym zakresie nieostrym zwrotem “bez zbed-
nej zwtoki).

Niemniej warto mie¢ na uwadze, ze niewypet-
nienie obowigzku przez procesora
w zakresie zgtoszenia administratorowi
naruszenia ochrony danych osobowych
moze skutkowac natozeniem kary pie-
nieznej bezposrednio na administratora,
ktory o dokonanym naruszeniu powinien
powiadomié organ nadzoru maksymal-
nie w terminie 72 godzin. Oznacza to, ze
niezgtoszenie administratorowi przez operato-
ra data center incydentu fizycznego skutkujg-
cego naruszeniem ochrony danych osobo-
wych moze skutkowa¢ natozeniem na klienta
korzystajgcego z wustug danego centrum
danych kary pienigznej w wysokoSci do 2%
catkowitego rocznego Swiatowego obrotu
z poprzedniego roku obrotowego.

Podsumowanie i perspektywy dla cen-
trow przetwarzania danych w zakresie
ochrony danych

MAPA TRENDOW
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Majgc

na uwadze postep

technologiczny oraz transformacje cyfrowq,
ktéra dzieje sie na naszych oczach, nalezy przy-
puszcza¢, ze centra przetwarzania danych
w dalszym ciggu w najblizszych latach bedq sie
rozwija¢, a co za tym idzie warto pamietac, ze
kazdy podmiot przetwarzajqgcy dane jest
zobligowany do systematycznej
i cyklicznej weryfikacji czy zastosowane
przez niego srodki techniczne oraz orga-
nizacyjne odpowiadajqg ryzyku i zapew-
niajg odpowiedni stopieh bezpieczen-
stwa. Raz wprowadzone srodki zabezpieczenia
nie zwalniajq z odpowiedzialnosci za ewentual-
ne szkody wynikajgce z naruszenia danych
osobowych, a te mogq by¢ znaczgce w przy-
padku data center. Jako dobre praktyki
przyjac nalezy przeprowadzanie regular-
nych audytow bezpieczenstwa, regular-
ne szkolenia pracownikéw z zakresu
ochrony danych osobowych czy tez
wdrazanie i aktualizowanie polityk bez-
pieczefnstwa, najlepiej potwierdzonych
odpowiednimi certyfikatami (np. z grupy
ISO). Operatorzy data center odgrywajq istot-
nQ role w zapewnieniu bezpieczehstwa danych
osobowych, w konsekwenciji czego wdrozone
przez nich Srodki bezpieczenstwa wymagajg
regularnego testowania i oceny oraz ciggtego
nmonitorowania i dostosowywania procedur.

8 o

[1] DzUrz. UEL Nr 119, poz. 1
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2. BEZPIECZENSTWO INFORMACJI

Krzysztof Szczyg

Prezes, Polski Instytut Data Center

Seria norm EN 50600 i jej znaczenie w branzy
centrow przetwarzania danych.

W ostatnich latach nastgpit duzy zwrot
w podejsciu do normalizacji w branzy centrow
przetwarzania danych. Dynamicznie wzrasta
zainteresowanie serig norm EN 50600 oroz
ISO/IEC 22237.

Pierwsza norma z serii EN 50600, EN 50600-1
Lnformation technology - Data centre facilities
and infrastructures - Part 1: General concepts”
zostata wydana juz w 2012 roku (EN 50600-
-1:2012, PN-EN 50600—1:2013), a prace normaliza-
cyjne rozpoczety sie mniej wiecej 3 lata wcze-

sniej. Jednakze, dopiero edycja 2 z roku 2019 (EN

50600-1:2019) odbita sie szerszym echem na
rynku polskim. Na innych rynkach europejskich
sytuacja wyglgdata roznie. Wyraznie wigksze
zainteresowanie wczesniejszg wersjg normy
byto w Niemczech i Holandii. Mozna to uznac za
zrozumiate poniewaz w latach wczesniejszych
byty to wyraznie przodujqce rynki dla branzy.

Obecnie nasz rynek rosnie dynamicznie co
przektada sie rowniez na zwigkszone zaintere-
sowanie dokumentami standaryzacyjnymi. W
ramach prac KT 173 PKN wszystkie normy z serii
EN 50600 uzyskujq status polskich norm PN-EN.

Seria norm EN 50600 jest opracowywana
i rozwijana przez grupe roboczq CENELEC TC 215
WG 03. Obecnie sktada sie z 20 zeszytow
podzielonych na grupy tematyczne.

Tabela 1 = Struktura serii norm EN 50600.
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EN 50600-2-X
DESIGN

EN 50600-3-X
OPERATIONS

EN 50600-4-X

KEY PERFORMANCE INDICATOR

CLC/TS 50600-4-3I
KPI FOR RESILIENCE

CLC/TS 50600-5-X
MATURITY MODELS

CLC/TR 50600-99-X1)

1) raporty techniczne z serii CLC/TR 50600-99-x nie bedq juz rozwijane, ich funkcje przejmuijq inne zeszyty.

Seria norm EN 50600 wprowadzita zupetnie nowq jokos$¢ do branzy i stanowi:
O Zrédto szeroko dostepnej i obiektywnej wiedzy dla inwestorow, projektantow i uzytkownikow,
O Podstawe do stworzenia bazy wytycznych dla projektantow,
O Dokumenty bazowe dla programu certyfikacyjnego dla fazy projektowej i wybudowanych obiektow.
oraz zawiera wskazniki efektywnosci energetycznej dopasowane do obecnhych wymagan.
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Dowodem na duzy i wcigz rosnqgcy udziat
w rynku normy EN 50600 jest fakt, ze coraz
wiecej centrow przetwarzania danych powsta-
je lub powstato w oparciu o wytyczne z EN
50600 zarowno w sferze kontraktow publicz-
nych m.in. Centrum Informatyki Resortu Finan-
sbw w Radomiu, dwa obiekty Polskich Sieci
Elektroenergetycznych S.A. jak rowniez prywat-
nych.

Normy EN 50600 sqg takie podstawq dla
stworzenia wymagan niezwodnosciowych
dla budowy Krajowego Centrum Przetwarza-
nia Danych. Jest to inwestycja strategiczna,
ktora istotnie wptynie na zapewnienie
ciqgtosci dziatania systemoéw o krytycznym
znaczeniu dla panstwa®.

Rada Ministrow w Uchwale z 11 wrzesnia
2019 w sprawie Inicjatywy ,Wspdlna
Infrastruktura Informatyczna Pan-
stwa” wprowadzita obowigzek
zgodnosci z klasq 3 dostep-
nosci wg EN 50600 jako
minimalne  wymagania
dla centrow przetwarza-
nia danych przytgczo-
nych do rzqgdowej
chmury obliczeniowe.

Niewqtpliwie, istotng
wartosciqg serii EN
50600 jest rowniez
wkitad do Dyrektywy
Parlamentu Europej-
skiego i Rady (UE)
2023/1791 w sprawie efek-
tywnosci energetycznej (13
wrzes$nia 2023) wraz z Rozpo-
rzqdzeniem Delegowanym
Komisji (UE) z dnia 14.3.2024 r.
w sprawie pierwszego etapu ustana-
wiania wspdlnego unijnego systemu oceny
centrow przetwarzania danych wprowadza-
jacych obowigzek raportowania parametréw
dla tych obiektow. Wiekszos¢ wskaznikoéw
objetych raportowaniem jest zdefiniowanych
w zeszytach EN 50600-4-x.

Rownolegle, od 2016 roku, rozwija sie seria norm
ISO/IEC 22237 opracowywana przez grupe
roboczq ISO/IEC JTC1 SC39 WGO3. Seria ta jest
w duzej czesSci zbiezna z EN 50600. Drobne
roznice wystepujq ze wzgledu na potrzebe
uwzglednienia stanowisk ekspertow z innych
czesci Swiata, ktére podyktowane sq specyfikg
tych rynkow.

Jednakze, réznice te nie sq istotne z punktu

widzenia podejscia do rozwigzah technicznych.
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Wynika to m.n. z powodu, ze praktycznie cata
grupa ekspertow z Komisji Technicznej TC215
Cenelec uczestniczy w pracach ISO/IEC JTCI
SC39 WGO03. Normy ISO/IEC 22237 obejmujq
swoim zakresem tematyke ujetqg w zeszytach
EN 50600-1, EN 50600-2-%, EN 50600-3-x. Nato-
miast odpowiednikiem zeszytow EN 50600-4-x
sq zeszyty ISO/IEC 30134-x.

Dla porzqgdku nalezy wspomnie¢ o innych
dokumentach normalizacyjnych funkcjonujg-
cych w branzy. Na naszym rynku popularna jest
i ma swoj udziat w rynku rowniez norma ANSI TIA
942. Jednak, wraz ze wzrostem zainteresowania
normami z grupy EN 50600 do normy tej przy-
ktada sie juz mniej uwagi. Innym, amerykan-
skim standardem jest norma ANSI BICSI-002
.Data Center Design and Implementation Best
Practices”. Jest to dokument posiadajgcy
status normy niemniej na rynku polskim mozna

go uzna¢ za niszowy, znany raczej tylko
ekspertom.

Niezaleznie od  mniejszego

udziatu w rynku obu normom
nie mozna odmoéwi¢ war-

tosci merytorycznej. majq
one zupetnie innQ struk-
ture niz seria EN 50600.

Nie sposodb tez zapo-
mnie¢ o modelu stan-
daryzacji zapropono-
wanym juz w latach 90
poprzedniego  wieku
przez Uptime Institute.
Firma ta stworzytq,
niewqtpliwie  podwaliny
pod wspdtczesng filozofie
niezawodnosci i odpornosci
centrow przetwarzania
danych. Dokumenty Uptime
Institute nie sq jednak normami w
formalnym tego stowa znaczeniu. Stan-
dardy Uptime Institute coraz rzadziej sq uzywa-
ne na polskim rynku jako baza do tworzenia
wytycznych dla centrow przetwarzania danych,
co oczywiscie nie przekresla ich wartosci mery-
toryczne;j.

Podsumowujqgc, mozna bezsprzecznie stwier-
dzi¢, ze grupa norma EN 50600 petni dzis
wiodgcq role dla branzowego rynku centrow
przetwarzania danych i rola ta bedzie nadal
rosta.

‘wiecej o KCPD przeczytajg Panstwo na tamach tego raportu,
w wywiadzie z Jackiem Siemionczykiem, zastepca dyrektora COI, jak
réwniez w case study dotyczgcym tejze inwestycji.
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3. REGULACJE DOTYCZACE
DOSTEPU DO DANYCH PRZEZ RZADY

JAKUB KULESZ

Forum Prawo do Rozwoju

Wymagania dotyczqce dostepu do danych:
Rzqdy niektorych krajow mogqg wymagac
dostepu do danych przechowywanych w cen-
trach danych na podstawie przepisdw doty-
czqcych bezpieczehstwa narodowego, co
moze rodzi¢ konflikty z przepisami ochrony
prywatnosci.

Kontekst i wyzwania prawne

W dobie roshqgcych zagrozeh zwiqzanych
Z bezpieczehstwem narodowym, wiele rzgdow
na catym Swiecie wprowadza przepisy, ktore
umozliwiajg im dostegp do danych przechowy-
wanych w centrach danych na podstawie
przepisdw dotyczqcych bezpieczehstwa naro-
dowego, walki z terroryzmem czy przestepczo-
§ciq. Te regulacje, choC zrozumiate z punktu
widzenia bezpieczenstwa, mogq prowadzi¢ do
powaznych konfliktdw z przepisami o ochronie
prywatnosci oraz z zasadami migdzynarodo-
wego prawa ochrony danych'.

Przyktady regulacji na Swiecie

STANY ZJEDNOCZONE

Amerykanski CLOUD Act (Clarifying Lawful
Overseas Use of Data Act) to jedno z najbar-
dziej znaczqgcych ustaw, ktore regulujg dostep
rzqdu do danych przechowywanych przez
amerykanskie firmy technologiczne, niezaleznie
od tego, gdzie dane te fizycznie sie znajdujq.
Ustawa ta pozwala amerykahskim organom
§cigania na wydawanie nakazéw dostepu do
danych przechowywanych za granicg? Moze
to jednak prowadzi¢ do konfliktdw z przepisami
krajow, w ktorych te dane sq przechowywane,
zwtaszcza w kontekscie przepisbw o ochronie
danych osobowych, takich jak RODO (GDPR)
w Unii Europejskiej®.
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UNIA EUROPEJSKA

W odpowiedzi na tego typu wyzwania, Unia
Europejska pracuje nad regulacjomi e-Eviden-
ce, ktére majg umozliwic organom Scigania
dostep do danych przechowywanych w innym
kraju cztonkowskim UE. Projekt ten zmierza do
stworzenia ram prawnych, ktére utatwiq
wymiane danych miedzy panstwami czton-
kowskimi, przy jednoczesnym zachowaniu
wysokich  standardéw  ochrony  danych®.
Niemniej jednak, jok pokazuje sprawa Schrems
II, istnieje ryzyko, ze dostep rzqdowy do danych
przechowywanych poza UE moze naruszac
prawo do prywatnosci obywateli*.

Konflikty z przepisami o ochronie prywatno-
ci

Regulacje umozliwiajgce rzgdom dostep do
danych moggq kolidowac¢ z miedzynarodowymi
standardami ochrony danych, szczegdlnie w
kontekscie RODO, ktore stawia na pierwszym
miejscu ochrone prywatnosci obywateli. Przy-
ktadem tego jest wspomniana wczesniej decy-
zja Trybunatu Sprawiedliwosci Unii Europejskiej
w sprawie Schrems I, ktora uniewaznita tran-
satlantycki program Privacy Shield, umozliwio-
jgcy transfer danych miedzy UE a USA,
z powodu obaw zwigzanych z nadmiernym
dostgpem amerykanskich agencji rzgdowych
do danych Europejczykow?.

*

lof K CHINY

W Chinach rzgdowe przepisy dotyczqce doste-
pu do danych sq jeszcze bardziej rygorystycz-
ne. Chinskie prawo wymaga, aby rézne formy
danych, w tym dane osobowe, byty przecho-
wywane w Chinach, a ich transfer za granice
mogt nastgpi€ jedynie po przeprowadzeniu
rzgdowej kontroli bezpieczefstwa. To podej-
Scie, znane jako ,Beijing Effect”, stanowi model
zarzqdzania danymi, ktéry koncentruje sie na
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ScisSlejszej kontroli panstwa nad cyfrowq infra-
strukturq i przeptywami danychs.

Wptyw na rynek centrow danych

Regulacje te majq bezposredni wptyw na rynek
centrow danych, poniewaz zmuszajq firmy do
lokalizacji danych w konkretnych krajach, aby
unikng¢ konfliktdbw prawnych. Oznacza to, ze
operatorzy centrow danych muszg inwesto-
wac w lokalne infrastruktury, aby spetiac
wymagania réznych jurysdykciji. Takie dziatania,
cho¢ zwigkszajg bezpieczehstwo danych,
mogq prowadzi¢ do fragmentaryzacji global-
nego rynku cyfrowego oraz do wyzszych kosz-
tow operacyjnych. Przyklodem tego jest
wymaog, aby migdzynarodowe firmy posiadaty
fizycznq infrastrukture w krajach, gdzie Swiad-
czq ustugi, co komplikuje zarzqgdzanie globalny-
mi zasobami danychs.

Rekomendacje i przysztos¢ regulaciji

PrzysztoS¢ regulacji dotyczgcych dostepu
rzqgdowego do danych bedzie prawdopodob-
nie nadal ksztattowana przez rosnqgce obawy
dotyczqce bezpieczenstwa narodowego oraz
potrzeby ochrony prywatnosci. Operatorzy
centrow danych muszg by¢ Swiadomi tych
zmian i przygotowani na wdrazanie rozwigzan,
ktére z jednej strony zapewniq zgodnosSc
z lokalnymi przepisami, a z drugiej strony
ochronig prywatnos¢ uzytkownikdw. W tym
kontekscie, waznym krokiem moze byc¢
rozwdj miedzynarodowych ram praw-
nych, ktore zrownowazq potrzeby bez-
pieczenstwa z ochrong danych, umozli-
wiajgc jednoczesnie swobodny przeptyw
informacji w skali globalnej'.

Podsumowujgc,  operatorzy centrow
danych stojqg przed wyzwaniem polega-
jacym na znalezieniu rownowagi migdzy
zgodnoscig z lokalnymi przepisami
a ochrong prywatnosci swoich klientow.
Zmiany w regulacjach dotyczqcych dostepu
do danych przez rzqdy bedg miaty dtugofalowy
wplyw na strategie zarzgdzania danymi
i rozwQj globalnego rynku centrow danych.

'ASSESSING THE IMPLICATIONS OF SCHREMS Il FOR EU-US DATA FLOW.
Cambridge  University  Press, 2021 dostgp  29.082024 r:
https:/ /www.cambridge.org/core/journals/international-and-compar
ative-law-quarterly/article/assessing-the-implications-of-schrems-ii
-for-euus-data-flow/71E6412185BA0AES9BIFIAEICFB6B9I7B

2Unpacking the CLOUD Act. Eucrim, 2018, dostep 29.082024 r:
https://eucrim.eu/articles/unpacking-cloud-act/
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*Promoting Public Safety, Privacy, and the Rule of Law Around the World:
The Purpose and Impact of the CLOUD Act. U.S. Department of Justice,
2019, dostep 29.08.2024 r.:

https://www justice.gov/d9/pages/attachments/2019/04/10/doj_cloud
_act_white_paper_2019_04_10.pdf

“Geopolitical Implications of the European Court's Schrems Il Decision.
Lawfare, 2020 dostep 29.08.2024 r.:
https://www.lawfaremedia.org/article/geopolitical-implications-euro
pean-courts-schrems-ii-decision

SEU tries to pin down China on definition of ‘important data’.

The Register, 2024, dostep 29.08.2024 r.:
https:/?www,theregistercom/2024/08/29/eu_chino_dato_tolks/
Statwiejszy dostep do e-dowodoéw — skuteczniejsza walka z
przestgpczosciq. Rada Europejska, Rada Unii Europejskiej, dostep
29.08.2024 r: https:/ /www.consilium.europa.eu/pl/policies/e-evidence/

4.PRZEPISY DOTYCZACE OCHRONY PRZED
KLESKAMI ZYWIOLOWYMI | PLANY AWARYJNE

JAKUB KULESZA

Forum Prawo do Rozwoju

Plany awaryjne i ciqgto$¢ dziatania: Operatorzy
centrow danych muszg mie€ plany awaryjne
na wypadek klesk zywiotowych, takich jak
powodzie, pozary czy trzesienia ziemi, aby
zapewni¢ ciqgtos¢ dziatania.

Wprowadzenie
Ochrona przed kleskami zywiotowymi oraz

zapewnienie ciggtosci dziatania sq kluczowymi
elementami zarzqdzania centrami danych.
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Wraz z rosngcq liczbg zagrozeh zwigzanych
z katastrofami naturalnymi, takimi jak powo-
dzie, pozary, huragany czy trzesienia ziemi,
operatorzy centréow danych muszq opracowy-
wac i wdraza¢ szczegotowe plany awaryjne
oraz strategie ciqgtoSci dziatania. Przepisy
regulujqce te kwestie sq coraz bardziej rygory-
styczne, szczegdlnie w branzach o duzej wrazli-
wosSci na przestoje, takich jak sektor finansowy,
opieka zdrowotna czy ustugi rzgdowe. W Polsce
te aspekty sq dodatkowo regulowane przez
przepisy krajowe, co stawia przed operatorami
dodatkowe wyzwania'?2,

Znaczenie planéw awaryjnych i ciggtosci
dziatania

W kontekscie centrow danych plany awaryjne
i strategie ciggtosci dziatania majg na celu
zminimalizowanie przestojow i ochrone inte-
gralnosci danych. Jest to szczegdlnie wazne
w obliczu katastrof naturalnych, ktére mogag
prowadzi¢ do powaznych zaktécen w dziataniu
centrow danych?

Skuteczne plany awaryjne obejmuja:

O oOcenaryzyka i analiza zagrozen: Identyfi-
kacja potencjalnych zagrozen, takich jak kleski
zywiotowe, awarie zasilania, ataki cybernetycz-
ne oraz inne incydenty mogaqce zaktoci¢ dzia-
tanie centrum danych. Analiza ta pozwala na
stworzenie odpowiednich strategii, ktore mini-
malizujq ryzyko.

O Redundancja i replikacja danych: Wdra-
zanie redundantnych systemow oraz techno-
logii replikacji danych, co pozwala na szybkie
odzyskiwanie krytycznych informaciji i minimali-
zacje strat danych. Waznym elementem jest
réwniez geograficzne rozproszenie kopii zapa-
sowych, aby zminimalizowa¢ ryzyko zwiqgzane
z jednoczesnym uszkodzeniem pierwotnej
i zapasowej lokalizacji w przypadku duzego
zdarzenia.

O Testowanie i konserwacja planéw: Regu-
larne testowanie plandw awaryjnych jest
kluczowe dla wykrycia potencjalnych luk i
wzmochienia gotowosci na wypadek rzeczywi-
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stego zagrozenia. Procedury te obejmujg
symulacje sytuaciji kryzysowych oraz aktualiza-
cje planéw zgodnie z nowymi zagrozeniami
i technologiami.

Polskie regulacje dotyczgce ochrony przed
kleskami zywiotowymi

W Polsce przepisy dotyczgce ochrony przed
kleskami zywiotowymi oraz plany awaryjne sg
czesciowo uregulowane przez prawo dotyczg-
ce ochrony danych osobowych, jak réwniez
przez przepisy zwiqzane z infrastrukturg krytycz-

na.

Ustawa o ochronie danych osobowych oraz
RODO (Rozporzqgdzenie o Ochronie Danych
Osobowych) naktadajg na operatorow cen-
trow danych obowiqzek zapewnienia odpo-
wiednich srodkow technicznych i organizacyj-
nych w celu ochrony przetwarzanych danych.
W kontekscie klesk zywiotowych oznacza to, ze
operatorzy muszg mie€ plany awaryjne, ktore
zapewniq bezpieczehstwo danych nawet
w ekstremalnych warunkach!.

Przepisy te zobowiqzujq do:

O Przeprowadzania oceny ryzyka zwigzane-
go z kleskami zywiotowymi.

O Zastosowania sSrodkéw zapobiegaw-
czych, takich jak redundancja infrastruktury
oraz regularne tworzenie i przechowywanie
kopii zapasowych danych w lokalizacjach
oddalonych od pierwotnych centréw danych.

O Regularnego testowania planéw awaryj-
nychiich dostosowywania do zmieniajgcych
sie zagrozen.

Ustawa o zarzgdzaniu kryzysowym z 2007 roku,
z pbdzniejszymi  nowelizacjami, dodatkowo
naktada na operatoréw centréw danych obo-
wigzek opracowania i utrzymania plandw
ciqggtosci dziatanio?.
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Ustawa ta wymaga:

O Opracowania szczegoétowych planéw
dziatania na wypadek sytuacji kryzy-
sowych, ktére uwzgledniajg scena-
riusze klesk zywiotowych, takich jak
powodzie czy pozary.

O Koordynacji dziatan z odpowiedni-
mi organami panstwowymi, takimi
jak Rzgdowe Centrum Bezpieczen-
stwa (RCB), ktére nadzoruje zarzg-
dzanie kryzysowe w Polsce.

C, Regularnej aktualizacji i testowa-
nia planéw awaryjnych, aby byty one
zgodne z najnowszymi zagrozeniami
i technologiami.

Wytyczne branzowe i migdzynarodowe stan-
dardy

W Polsce, zwtaszcza w sektorze finansowym,
istniejg dodatkowe regulacje naktadane przez
Komisje Nadzoru Finansowego (KNF). Przykta-
dem mogq by¢ wytyczne dotyczqgce zarzqdza-
nia ryzykiem operacyjnym, ktére wymagajq od
instytucji finansowych posiadania szczegoto-
wych plandw awaryjnych oraz przeprowadza-
nia regularnych testow odpornosci infrastruk-
tury IT na rézne zagrozenia, w tym kleski zywio-
towe.

Dodatkowo, wiele polskich centréow danych
wdraza migdzynarodowe standardy, takie jak
ISO 22301, ktéry definiuje wymagania
dotyczgce zarzgdzania ciggtosciq dzia-
tania. Zgodnos¢ z tym standardem jest
czesto wymagana w przetargach
publicznych oraz w umowach z partne-
rami miegdzynarodowymi, co zwigksza wia-
rygodnosc i zaufanie do oferowanych ustug.

Wyzwania i rekomendacje

Dostosowanie sie do wymogdw zwigzanych
z ochrong przed kleskami zywiotowymi oraz
zapewnieniem ciqgtosci  dziatania jest dla
operatoréw centrow danych w Polsce istotnym
wyzwaniem. Wymaga to nie tylko inwestycji w
nowoczesne technologie i infrastrukture, ale
robwniez Scistej wspodtpracy z - organami
regulacyjnymi  oraz  dostawcami  ustug.
Wdrazanie takich rozwigzan jok geograficznie
rozproszone kopie zapasowe, redundantne
systemy zasilania i chtodzenio, a takze
zaawansowane mechanizmy replikacji danych
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jest kluczowe dla zminimalizowania ryzyka
przestojéw oraz utraty danych.

Wraz ze wzrostem liczby klesk zywiotowych
i zagrozen cybernetycznych, plany awaryjne
muszq by¢ regularnie aktualizowane i testowa-
ne, aby sprosta¢ nowym wyzwaniom. Dla firm
operujgcych w Polsce kluczowe jest utrzymanie
zgodnosci z lokalnymi przepisami, jednoczesnie
spetniajgc miedzynarodowe standardy, co
pozwala na budowanie zaufania wsrdd klien-
tow i partnerow biznesowych.

Podsumowujqgc, skuteczne zarzqdzanie ryzy-
kiem klesk zywiotowych w centrach danych jest
niezbedne dla zapewnienia ciggtosci dziatania,
ochrony danych oraz zgodnoSci z przepisami
prawa. Operatorzy centréw danych muszg by¢
przygotowani na réznorodne scenariusze awa-
ryine, wdrazajgc kompleksowe i elastyczne
strategie, ktére zapewniq nieprzerwang
dostepnos¢ ustug i minimalizacje potencjal-
nych strat.

'Rozporzqdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia
27 kwietnia 2016 r. W sprawie ochrony oséb fizycznych w zwigzku
z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdine
rozporzgdzenie o ochronie danych), dostep 29.082024 r:
https://eur-lex.europa.eu/legal-content/PL/TXT/?uri=celex%3A32016R0
679

2Ustawa o krajowym systemie cyberbezpieczenstwa z dnia 5 lipca 2018 r.
Dziennik Ustaw, dostep 29.08.2024 r.:

https:/ /www.dziennikustaw.gov.pl/DU/rok/2018/pozycja/1560

*Ustawa z dnia 26 kwietnia 2007 r. o zarzqdzaniu kryzysowym.
Kancelaria Sejmu RP, dostep 29.08.2024 r.:
https://isap.sejm.gov.pl/isap.nsf/DocDetails xsp?id=WDU20070890590
“Rekomendacja M dotyczqca zarzgdzania ryzykiem operacyjnym
w bankach. Komisja Nadzoru Finansowego, dostep 29.08.2024 r.:
https:/ /www.knf.gov.pl/knf/pl/komponenty/img/Rekomendacja_M_8_
01_2013_uchwala_8_33017.pdf
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5. OCHRONA PRZED CYBERATAKAMI: WYMOGI
TECHNOLOGICZNE | PROCEDURALNE DLA CEN-
TROW DANYCH W OBLICZU ROSNACEJ LICZBY
ZAGROZEN

Izabela Tabo

Prezeska, CyberClue

Wraz z rosnqcq ilosciq i ztozonosciq cyberata-
kow, centra danych stajq sie kluczowym punk-
tem koncentraciji dziatan z zakresu bezpieczen-
stwa IT. Nowoczesne strategie ochrony muszqg
integrowa¢  zaawansowane  technologie
z dobrze zdefiniowanymi procedurami opera-
cyjnymi, aby skutecznie zapobiegac¢ nieautory-
zowanemu dostepowi, kradziezy danych oraz
atakom typu ransomware. Niniejsza analiza
przedstawia kluczowe elementy tego podej-
§cia, koncentrujqgc sie na aspektach technicz-
nych i proceduralnych oraz kluczowych zabez-
pieczeniach.

Ewolucja Zagrozen: Dynamika Cyberatakow
na Centra Danych

Wzrost liczby cyberatakdw, zaréwno pod
wzgledem czestotliwosci, jak i wyrafinowania,
wymaga od operatoréow centrow  danych
statego dostosowywania strategii bezpieczen-
stwa. Wedtug danych Enisa z 2023 roku, incy-
denty zwigzane z naruszeniem integralnosci
danych zwigkszyty sie o ponad 30% rok do roku,
a ataki typu ransomware staty sie bardziej
zaawansowane, skutecznie omijajgc tradycyj-
ne mechanizmy zabezpieczen.

Centra danych, zarzqdzajgce ogromnymi
wolumenami krytycznych danych sq szczegol-
nie narazone na te zagrozenia. Niezdolno§¢ do
zapewnienia odpowiedniego poziomu ochrony
moze skutkowac nie tylko bezposrednimi stra-
tami finansowymi, ale takze naruszeniem
zgodnoSci z przepisami prawnymi i utratg
zaufania klientdw. Dlatego tez konieczne jest
wdrozenie  kompleksowych — mechanizmnow
ochrony, ktére bedq skuteczhne w walce
Z nowoczesnymi zagrozeniami cybernetyczny-
mi.

Implementacja Zaawansowanych Technolo-
gii Ochronnych

Aby skutecznie przeciwdziata¢ cyberatakom,
centra danych muszq korzysta¢ z najnowszych
osiggnie¢ technologicznych. Kluczowymi kom-
ponentami infrastruktury ochronnej stajg sie tu
sztuczna inteligencja (Al), uczenie maszynowe
(ML) oraz zaawansowana analiza Big Data.
Technologie te umozliwiajg nie tylko szybkg
identyfikacje anomalii w ruchu sieciowym, ale
takze proaktywne zapobieganie potencjalnym
zagrozeniom.

Ponizej przedstawiamy kluczowe zabezpie-
czenia, ktore powinny zosta¢ zaimplemento-
wane w howoczesnych serwerowniach:

O Zapory Sieciowe (Firewalls): Zapory sieciowe
kontrolujg ruch sieciowy, blokujgc nieautoryzo-
wane potqgczenia i przepuszczajgce jedynie ruch
spetniajgcy okreslone reguty bezpieczenstwa.
Zapory te dziatajg na réznych poziomach,
w tym aplikacyjnym (WAF) i sieciowym (NGFW),
chronigc przed atakami typu DDoS oraz innymi
zagrozeniami.

O Systemy Wykrywania i Zapobiegania Wta-
maniom (IDS/IPS): IDS wykrywajq nieautoryzo-
wane dziatania w sieci, podczas gdy IPS dodat-
kowo automatycznie reagujg na wykryte
zagrozenia, np. poprzez blokowanie podejrza-
nego ruchu lub izolowanie zainfekowanego
urzqgdzenia. Systemy te umozliwiajg analize
ruchu sieciowego w czasie rzeczywistym oraoz
natychmiastowq reakcje na incydenty.

O Segmentacja Sieci: Segmentacja  sieci
polega na podzieleniu infrastruktury na odse-
parowane segmenty, co utrudnia intruzom
przemieszczanie sig po sieci. Mikrosegmenta-
cja, joko bardziej zaawansowana forma, umoz-
liwia precyzyjne kontrolowanie ruchu miedzy
segmentami, zwiekszajgc  bezpieczehstwo
wewnetrzne.

c

O Systemy Szyfrowania Danych: Szyfrowanie
jest kluczowym elementem ochrony danych,
zarbwno podczas ich przechowywania, jak
i przesytania. Stosowanie algorytmoéw szyfro-
waniag, takich jok AES-256, wraz z zarzgdzaniem
kluczami opartym na PKl, zapewnia integral-
nos¢ i poufnos¢ danych.

O Zarzqdzanie Tozsamosciq i Dostepem (IAM):
IAM zapewnia kontrole dostepu do zasobdw na
podstawie tozsamosci uzytkownika oraz jego
uprawnien. Systemy te umozliwiajg precyzyjne
zarzqdzanie dostgpem do danych i aplikacji,
uwzgledniajgc kontekst, taki jak lokalizacja czy

Czas, Co zwigksza bezpieczenstwo operacyjne.

O Systemy Kopii Zapasowych i Odzyskiwania
Danych (Backup and Disaster Recovery): Regu-
larne tworzenie kopii zapasowych oraz dobrze
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zaprojektowane plany odzyskiwania danych po
awarii sq kluczowe dla minimalizacji skutkow
atakdw ransomware. Kopie zapasowe powinny
by¢ przechowywane w izolowanych Srodowi-
skach, z dala od gtéwnej infrastruktury.

O Ochrona Fizyczna: Zapewnienie fizycznego
bezpieczehstwa serwerowni obejmuje kontrole
dostepu do budynkéw, monitorowanie
pomieszczen za pomocg kamer, systemy alar-
mowe oraz ograniczenie dostepu do krytycz-
nych zasobdéw tylko dla autoryzowanego
personelu.

O Systemy Detekcji i Ochrony przed Zagroze-
niami na Poziomie Endpointéw (EDR): EDR
monitorujg aktywnos$¢ na urzqdzeniach kohco-
wych, takich jak serwery i stacje robocze, iden-
tyfikujgc i reagujgc na zagrozenia w czasie
rzeczywistym. Te systemy sq kluczowe w ochro-
nie przed zaawansowanymi zagrozeniami,
takimi jak ataki zero-day.

O Analiza Ruchu Sieciowego (NTA): NTA anali-
zuje ruch sieciowy w celu wykrycia anomalii,
takich  jok  nieautoryzowane skanowanie
portow lub nietypowy ruch, ktéry moze wskazy-
wac na probe ataku. W potgczeniu z Al, NTA
moze automatycznie identyfikowac i reago-
wac na zagrozenia.

O Zarzqdzanie Zdarzeniami Bezpieczehstwa
i Informacjami (SIEM): SIEM integruje i analizuje
logi z réznych elementow infrastruktury IT,
pozwalajgc na korelacje zdarzen i wykrycie
ztozonych atakéw. Systemy SIEM umozliwiajq
takze generowanie raportdw i alarmow
W czasie rzeczywistym, co jest kluczowe dla
skutecznego zarzqdzania bezpieczehstwem.

Zintegrowane Procedury Ochronne i Reago-
wania na Incydenty

Ochrona  techniczna, nawet najbardziej
zaowansowana, nie jest skuteczna bez odpo-
wiednich procedur operacyjnych. Wzrost liczby
zagrozen wymusza na centrach danych imple-
mentacje kompleksowych polityk bezpieczen-
stwa, ktére obejmujg zaréwno prewencje, jak
i skutecznq reakcje na incydenty.

O Regularne Audyty Bezpieczenstwa: Regular-
ne audyty i testy penetracyjne sg niezbedne do
identyfikacji i eliminacji luk w zabezpieczeniach.
Zautomatyzowane  narzedzia  skanowaniad
podatnosci oraz reczne audyty powinny byc
przeprowadzane cyklicznie, aby zapewnic, ze
infrastruktura jest odporna na najnowsze
zagrozenia.
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O Szkolenia i Testy Red Team: Przeszkolenie
personelu w zakresie bezpieczehstwa IT oraz
regularne testy Red Team, symulujgce ataki na
infrastrukture, sq kluczowe dla zapewnienia, ze
zespot IT jest przygotowany na rzeczywiste
zagrozenia. Dzigki takim dziataniom pracowni-
cy sq w stanie szybko i skutecznie reagowac na
incydenty, minimalizujgc ryzyko eskalacji
atakow.

O Plan Reagowania na Incydenty (IRP): Kazde
centrum danych musi posiadac dobrze zdefi-
niowany plan reagowania na incydenty
(Incident Response Plan), ktéry precyzuje kroki
dziotania w przypadku wykrycia naruszenia
bezpieczehstwa. Plan ten powinien obejmowad
zarbwno dziatania techniczne, takie jak izolacja
zainfekowanych segmentow sieci, jak i komuni-
kacyjne, w tym powiadomienie klientéw, regu-
latoréw oraz wewnetrznych interesariuszy.




Przysztos¢ Zabezpieczeh w Centrach Danych

Ewolucja zagrozeh wymaga, aby centra
danych stale dostosowywaty swoje strategie
obronne. W najblizszych latach przewiduje sie
dalszy rozwdj technologii opartych na Al i ML,
ktére bedqg zdolne do bardziej zaawansowane;j
analizy i automatyzacji reakcji na zagrozenia.
Ponadto, migracja do srodowisk chmurowych
i rozwoj architektur hybrydowych bedg wyma-
gaty wdrozenia nowych metod ochrony, ktore
bedqg efektywnie dziataty w ztozonych, rozpro-
szonych infrastrukturach.

Podsumowujgc, rosngca liczba i ztozonos¢
cyberatakdbw wymaga od centréow danych
nieustannego podnoszenia poziomu zabezpie-
czeh. Wdrozenie zaawansowanych technologii
oraz zintegrowanych procedur ochronnych jest
kluczowe dla zapewnienia ciggtosci dziatania
oraz ochrony danych. Tylko holistyczne podej-
Scie do cyberbezpieczenstwa, obejmujgce
zarébwno technologie, jak i procesy, pozwoli na
skutecznqg obroneg przed nowoczesnymi zagro-
zeniami.

3E PRZEWIDYWANIA DOTYCZACE PRZYSZtOSCI
RYNKU DATA CENTER W POLSCE ORAZ POTEN-
CJALNE WYZWANIA | MOZLIWOSCI DLA FIRM
DZIAtAJACYCH W TEJ BRANZY

Adam Wnorowski

Instytut Transformacii

Obecnie polski rynek data center rosnie
najszybciej w swej historii. Lata 2014-2018
mozna Smiato nazwac latami stagnaciji. Od
roku 2019 nastgpit systematyczny wzrost, na
ktory sktada sie trend dziatah bezposrednich
i posrednich.

Do bezposrednich mozemy zaliczy¢ migracije
urzqdzen przez firmy z wiasnych serwerowni do
profesjonalnych obiektdw, wejscie na rynek
swiatowych gigantéw (polskie regiony chmur
publicznych) oraz dobra koniunktura i zasobne
portfele Polakdbw gotowych wydawaé na ustugi
content digital media (platformy streamingo-
we, VOD, social media).

W posrednich znajdziemy wojne w Ukrainie
i potrzebe migraciji infrastruktury w bezpiecz-
niejsze lokalizacje dla ciqgtosci dziatania, ale
takze problemy z energiq oraz zezwoleniami
w tzw. Krajoch FLAP-D (Frankfurt, Londyn,
Amsterdam, Paryz i Dublin). Prognozowany
przez firme PMR wzrost dostgpnej mocy data
center to okoto 500MW jest mocno prawdopo-
dobny. By moze zostanie on przekroczony
dzieki kolejnemu wysScigowi na rynku sztucznej
inteligencii.
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Polska - ze swoim ogromnym potencjatem
w postaci mocno wykwalifikowanej kadry IT —
jest w stanie mocno ‘namiesza¢’ na rynku i
awansowac¢ z grupy globalnych rynkéw Tier I
do Tier | (wtasnie FLAP-D).

Instytut Transformacji ma w swoim DNA wspar-
cie rynku data center oraz energii celem
zapewnienia odpowiednich zapiséw i regulacji,
ktore pozwolg na zapewnienie odpowiednigj
ilosci zielonej energii oraz gruntdw pod wzrost
sektora centrow danych w synergii z nowymi
zrodtami OZE.

Jeszcze kilka lat temu Polska mogta pochwalic
sie jednym z najnizszych kosztow energii elek-
trycznej, ktéra jest krwiq obiektow data center.
Obecnie znalezliSmy sig na drugim konhcu
w skali globalneji jest to sytuacia, ktéra zdecy-
dowanie utrudnia rozwdj w tempie podobnym
do kilku ostatnich lat. Tym bardziej jest to istot-
ne, aby wykorzysta¢ obecny moment i zapo-
trzebowanie na rozwigzania Al. W poréwnaniu
z rozwiqzaniami typu cloud compute, w ktorych
gestoSC mocy na szafe wynosita Srednio 4-8kW,
infrastruktura sztucznej inteligencji obecnie
potrzebuje minimum 30kW, coraz czescigj
60kW, a nawet — w skrajnych przypadkach
najdrozszych dostepnych technologii — 130kW
na jednq szafe.

Niesie to za sobqg wyzwania, ale takze dodatko-
we mozliwosci. Dotychczas typowe obiekty
powstawaty na dziatkach 4-6 ha i mocy rzedu
30-60MW. Obiekty na potrzeby Al mogq zajmo-
wac dziatki o potowe mniejsze, ale ich zapotrze-
bowanie na moc — dwukrotnie wieksze, a wiec
nawet 120MW. Przy obecnym, przecigzonym
systemie sieci energetycznych jest to nie lada
wyzwanie.
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W obliczu wyzwan stojgcych przed branzg data
center, firmy muszqg wdraza¢ innowacyjne
rozwiqzania, ktére przyniosq trwate korzysci.
Jednym z kluczowych kierunkbw moze bycC
stworzenie synergii miedzy sektorami:
energetycznym, data center oraz cieptowniczym.
Jednym z nich moze by¢ zapewnienie synergii
branz: energetyko-data center-cieptownictwo.

Rozwazenie integracji zielonej energii (OZE,
SMR) z infrastrukturg data center mogtoby
przyniesc znaczqgce korzysci zarébwno
ekonomiczne, jak i ekologiczne. Umieszczenie
farm fotowoltaicznych, turbin wiatrowych lub
innych zrédet OZE, a takze matych reaktorow
modutowych (SMR, Small Modular Reactors)
na tej samej dziolce co data center,
pozwolitoby na bezposrednie wykorzystanie
produkowanej energii (a w przypadku SMR
réwniez zapewnienia ciggtosci dziatania). Taka
strategia nie tylko przyczynitaby sie do
obnizenia kosztow operacyjnych zwigzanych
z zasilaniem i chtodzeniem, ale takze znacznie
zredukowataby $lad weglowy, odpowiadajgc
na rosnqgce wymagania dotyczqce
zrOwnowazonego rozwojul.

Na drugim konhcu tej synergii mamy odzysk
ciepta z data center. Centra danych generujg
znaczqce ilosSci ciepta odpadowego, ktore
moze byC efektywnie wykorzystane do
ogrzewania pobliskich budynkédw, a nawet
wiekszych obszaréw miejskich. Wprowadzenie
takich rozwigzan umozliwitoby data center
petnienie kluczowej roli w lokalnych systemach
energetycznych, przyczyniajqc sie do
zwiekszenia efektywnoSci energetycznej na
poziomie catego miasta. Takie rozwigzania juz
funkcjonujg: Meta w Odense (Dania), AWS
w Dublinie (Irlandia) oraz Microsoft w Espooand
Kirkkonummi (Finlandia).

Synergia miedzy data center a zielonq infrastrukturg
energetyczng, w tym wykorzystaniem SMR, OZE
oraz systemow odzysku ciepta, stanowi zatem
nie tylko inwestycje w przysztoS¢ sektora, ale
takze w zrébwnowazony rozwdj gospodarki
i spoteczenstwa. Przyjecie takiej strategii bedzie
kluczowe dla uzyskania przewagi konkurencyjnej
i umocnienia pozycji Polski na europejskim rynku
ustug data center.

Widzimy znaczny wzrost zainteresowania wielu
firm, tworzgcych ekosystem wokot branzy data
center, ktore chcq dostosowac swoje ustugi
pod potrzeby na najblizsze lata. W Polsce
mamy doswiadczonych ludzi, uznane firmy
i know-how aby odpowiednio przygotowac sie
na readlizacje prognoz dla tego sektora.
PrzysztoS€ rysuje sie w jasnych barwach
a zainteresowanie Polskq zdaje sie nie malec.
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Centralny
Osrodek
Informatyki

6.1 JACEK SIEMIONCZYK

CENTRALNY OSRODEK INFORMATYK]
— ZASTEPCA DYREKTORA

Boom na Al zaskoczyt wszystkich, takze ope-
ratorow Data Center. Co moze wptlyngé
réwnie silnie na podaz centréw danych po AI?

Mam wrazenie, ze boom na Al nie byt zaskocze-
niem dla najwiekszych operatoréow na Swiecie.
Mogt by¢ zaskoczeniem dla operatorow lokal-
nych, i tam ograniczeniem stato sie to, ze bra-
kowato jednostek do przetwarzania obliczen
zwiqzanych ze sztuczng inteligencjq. Ale to
wynikato z tego, ze osiggnieto putap mocy
produkcyjnych u najwigkszych dostawcow, jak
Nvidia czy AMD. Najwigksi operatorzy Data
Center na Swiecie, ze wzgledu na swojq skale
dziatalnosci, zmonopolizowali nieco podaz
produkcji, wykupujgc na pniu rozwigzania GPU
oferowane przez firmy. Mniejsze osrodki prze-
twarzania danych miaty wtedy trudnosci
z dostepem do mocy obliczeniowej, aby ofero-
wac rozwigzania Al swoim klientom. Nie jestem
przekonany, ze byto tak, ze to lokalni gracze nie
doszacowali zapotrzebowania na moc oblicze-
niowq.

Czy na horyzoncie jest jakas zmiana?

Nie przeszacowywatbym komputeréw kwanto-
wych, przynajmniej nie na bliskim horyzoncie.
Jednoczesnie nie widze niczego, co mogtoby
miec¢ tak duzy wptyw na rynek jak Al. Al zmienito
rynek kolosalnie z wielu powoddw. Wiele firm
chce za wszelkg cene wykorzystac sztucznqg
inteligencje, chociaz nie zawsze wiedzq jeszcze
jak to zrobi€. Ale robiq to, liczqc, ze na uzyskanie
przewagi konkurencyjnej. Nie widze jednak na
horyzoncie podobnej zmiany.
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Rozwigzania sztucznej inteligencji zmienity
wiele kwestii w wykorzystaniu Data Center, jak
np. gigantyczny wzrost zapotrzebowania na
przestrzen dyskowq. To zmienito charakterysty-
ke ustug, ktorymi trzeba umiec zarzgdzac.
Zapotrzebowanie na przestrzen dyskowg moze
by¢ trendem, ktéry wptynie na strukture cen-
trow przetwarzania danych. Pojawia sie wzrost
zainteresowania edge computing, co moze
wptyngé na rozwdj matych osrodkdw przetwa-
rzania danych, ktére wspomogqg procesy filtro-
wania danych, ktore trafiajg do centrow prze-
twarzania. Wierze rowniez, ze sztuczna inteli-
gencja pomoze w zarzqdzaniu mocg oblicze-
niowq, ktéra nie jest nieskonhczona, ale dzigki
algorytmom opartym o Al mozna jq efektywniej
wykorzystywac.

Jakie trendy ekologiczne w branzy data
center uwaza Pan za najwazniejsze w najbliz-
szych latach?

Swiadomos§¢ ekologiczna jest rézna w réznych
czeSciach swiatag, ale uwazam, ze przejscie na
energie ze zrodet odnawialnych, redukowanie
emisji, minimalizacja zuzycia wody oraz angao-
zowanie sig w projekty ekologiczne bedg
kluczowe. Projekty rewitalizacji terendw czy

budowa zbiornikdbw retencyjnych bedq sie

rozwijaty, ale gtbwnie w krajach o bardziej

rozwinietej gospodarce. W krajach rozwijajq-

cych sie nadal wigksze znaczenie bedzie miata

ekonomia i bezpieczenstwo danych.

PrzejScie na energie odnawialng jest nie tylko

kwestiq marketingowq, ale ma takze podtoze

ekonomiczne. Wzrost kosztow energii ze zrodet

nieodnawialnych wymusi poszukiwanie alter-

natyw. W perspektywie pieciu lat nie spodzie-

wam sie przetomu w wykorzystania energii

jadrowej, ale wiatrowa, stoneczna czy wykorzy-

stanie napeddéw wodorowych, bedq sie rozwi-

jac.

W Stanach Zjednoczonych czy Europie Zachod-
niej ekologia ma  wymiar praktyczny

i rzeczywisty, co powoduje, ze firmy tam dziata-
jace przyktadajg wigkszqg wage do ekologicz-
nych rozwigzan. W Polsce roéwniez sq podejmo-
wane kroki w tym kierunku, np. w ramach projek-
tu KCPD, gdzie czes¢ zasilania bedzie pochodzi-
ta ze zrédet odnawialnych. Energia odnawialng,
cho¢ postrzegana joko ekologiczna, ma

rowniez wymiar ekonomiczny, szczegodlnie

w kontekscie wzrostu kosztow energii z nieodna-
wialnych zrodet.

Ponadto, najwieksi z dostawcodw rozwiqzan

Data Center angazujq sie w projekty zwigzane

z rekultywacjg gruntéw, zmniejszeniem erozji

czy budowq zbiornikéw retencyjnych, co poka-

Zuje rosngce zaangazowanie w zrOwnowazony

rozwoj.
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Jakie inwestycje i/lub nowe ustugi planujecie
wprowadzic, aby sprostaé przysziym wyzwa-
niom i trendom na rynku?

Projekt Krajowego Centrum Przetwarzania
Danych (KCPD) jest strategiczny. Budowa
suwerennej chmury pozwoli Polsce by¢ nieza-
leznym od duzych dostawcéw chmury publicz-
nej. KCPD umozliwi cyfryzacje catej Polski,
dostarczajgc  wysoko wydajne, bezpieczne
rozwigqzania.

Centralny Os$rodek Informatyki (COI) planuje
zbudowanie technologicznego hubu Al dla
administracji  publicznej. W  perspektywie
chcemy, aby COI stato sig takim centrum kom-
petencyjnym wspierajgcym rozwdj i adopcje
rozwiqzan opartych o sztuczng inteligencje, co
wymagac bedzie zbudowania suwerennej
chmury oraz skalowalnych Srodowisk produk-
cyjnych.

Jakie sq Panstwa dtugoterminowe cele stra-
tegiczne?

Nasze cele strategiczne sq proste: cyfryzacja
procesdw miedzy obywatelami a administra-
cjg publiczng, eliminacja proceséw papiero-
wych oraz budowa chmury obliczeniowej
w ramach KCPD. Chcemy, aby aplikacja mO-
bywatel stata sie gtdwnym wejsciem do wigk-
szoSci procesow administracyjnych.

Jakie zmiany zauwazacie Painstwo w prefe-
rencjach klientow dotyczgcych ustug data
center?

Preferencje klientow zmieniajq sie w kierunku
ekologii i efektywnosSci energetycznej, ale
najwigkszym priorytetem pozostaje wysoka
dostepnos¢ i cyberbezpieczehstwo. Admini-
stracja publiczna, szczegdlnie mniejsze osrodki,
potrzebuje dostgpu do wysoko dostepnych,
bezpiecznych ustug, co KCPD moze zapewnic.
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6.2 ANNA STREZYNSKA

PRZEWODNICZACA KOMITETU TECHNOLOGII
KWANTOWYCH, KRAJOWA IZBA
GOSPODARCZA

W jaki spos6b Quantum Computing moze
mie¢ wptyw na branze data center w przy-
sztosci?

Informatyka kwantowa jest jeszcze dziedzing
niedojrzatq, ale szybko sie rozwijo, takze
w Polsce. Nalezy jednak wyrdzni€ dwie predko-
§ci rozwoju: rdzne technologie kwantowe
oparte na fizyce kwantowej, czgsto stuzqce juz
optymalizaciji réznych proceséw (np. sensing)
od czystej informatyki, ktora takze sktada sie
z dwu Sciezek o rbéznych predkosciach -
software’'u i hardware’u. Zgodnie z raportami,
do konhca 2022 roku zainwestowano 5,4 miliar-
da dolardw w technologie kwantowe, a na
rynku globalnym dziatato okoto 223 startupow.
McKinsey prognozuje, ze rynek technologii
kwantowej moze osiggng¢ wartos¢ 106 miliar-
doéw dolaréw do 2040 roku.

Quantum computing przyniesie  korzysci
w takich dziedzinach jok finanse, farmacja,
logistyka, bezpieczehstwo i obrona, umozliwia-
jac bardziej zaawansowane analizy i symula-
cje, skracajgc i optymalizujgc ztozone procesy
badawcze i logistyczne.

Sztuczna inteligencja, ktora nas teraz bardzo
interesuje, takze oczekuje na kwantowq wydaj-
noS¢ obliczen kwantowych w przetwarzaniu
danych, szczegdlnie w przypadku zastosowan
takich jok analiza duzych zbioréw danych
i zZtozone symulacje. Kwantowe przetwarzanie
jezyka naturalnego (QNLP) zapewni postep
w eksploracji tekstu, automatyzaciji dialogu,
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ttumaczeniach ale co szczegodlnie przysztoscio-
we - takze w bioinformatyce. Kwantowe ucze-
nie maszynowe przyspieszy rozpoznawanie
wzorcow i procesy decyzyjne.

Branza data center, oferujgca ustugi kolokacyj-
ne i cloud computing, w przysztosci stanie
przed wyzwaniem potgczenia obliczen kwanto-
wych z infrastrukturg tradycyjng, w tym chmu-
rowq, by umozliwiC zdalny dostgp biznesu
i nauki do zasobow kwantowych bez posiada-
nia kwantowych maszyn i specjalistycznego
sprzetu oraz oprogramowania, a takze umozli-
wi w przestrzeni centrobw danych integracje
kwantowej infrastruktury komputerowej
z tradycyjnymi zasobami baz danych i sieciami
telekomunikacyjnymi. Dzieki temu posiadacze
kwantowych maszyn obliczeniowych nie bedq
musieli budowac wtasnych obiektow.

Zanim to nastgpi, kluczowe bedzie rozwinigcie
wszechstronnej wspotpracy operatorébw cen-
trow danych z producentami komputeréw
kwantowych oraz inwestycje w badania
i rozwdj. Wiele $wiatowych instytucji akademic-
kich i firm technologicznych prowadzi juz inten-

sywne badania nad technologig kwantowq i jej
zastosowaniami w centrach danych.

Ciekawym przyktadem jest izraelskie Quantum
Computing Center (IQCC) ktore integruje rozne
typy komputeréow kwantowych z tradycyjnymi
superkomputerami,  wykorzystujgc  system
NVIDIA DGX Quantum do ultraszybkiej komuni-
kacji. Ponadto centrum dysponuje najlepiej
wyposazonym na Swiecie poligonem doswiad-
czalnym do opracowywania nowych technolo-
gii obliczeh kwantowych, oferujgc szeroki
dostep do  Srodowiska  akademickiego
i przemystu. Israeli Quantum Computing Center
wdraza trojwymiarowq” przysztoS€ centrum
danych: tradycyjne procesory Scisle zintegro-
wane z systemami Al i akceleratorami kwanto-
wymi.

OczywisScie, wazne bedq takze regulacje stoso-
wane w tej dziedzinie, nie tylko te klasyczne, jak
cyberbezpieczefistwo, Data Act, RODO, ale
takze te dziedzinowe, szczegllnie w zakresie
standaryzaciji: specyfikacje dotyczqce zasila-
nia, chtodzenia, zarzqdzania kablami oraz
zabezpieczen fizycznych, nowe standardy
szyfrowania i zabezpieczen, ktore bedq odpor-
ne na ataki kwantowe, protokoty komunikacyj-
ne, interfejsy sprzetowe i oprogramowanie,
ktére umozliwiq ptynng integracje technologii
klasycznej i kwantowej, oraz inne wymagania
w zakresie modernizaciji istniejgcych centrow
danych oraz budowy nowych obiektow dosto-
sowanych do wymagan komputerdw kwanto-
wych.
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Na tym z kolei tle bardzo wazna jest wspot-
praca srodowiska z organizacjami standary-
zacyjnymi: 1ISO (International Organization for
Standardization), ITU (International Telecom-
munication Union) i IEEE (Institute of Electrical
and Electronics Engineers).

Srodowisko data center bedzie tez musiato
powalczyC z wyzwaniami technologicznymi,
O Czym zaraz opowiem.

Czy komputery kwantowe mogg znaczgco
zwigkszy¢  efektywnos§é  przetwarzania
danych w data center? Jesli tak, w jaki
sposob?

Technologie kwantowe w zasadzie wytgcznie
po to istniejq i dla data center bedzie to praw-
dziwa, ale pozytywna rewolucja. Dzigki wiasci-
wosciom technologii Swiat przetwarzania
danych zupetnie sig¢ odmieni. Superpozycja
czyli fakt ze qubity mogqg istnieC
w wielu stanach jednoczesnie, pozwoli na row-
noczesne przetwarzanie wielu mozliwosci, tez
badawczych czy kierunkdw analitycznych.
Splgtanie qubitdw czyli ich natychmiastowy
wptyw na siebie nawzajem przyspiesza procesy
obliczeniowe. Quantum parallelism (réwnole-
gtos¢ kwantowa) umozliwia eksploracje wielu
potencjalnych rozwiqzan jednoczesnie. Gene-
ralnie komputery kwantowe mogqg znacznie
przyspieszyC obliczenia, co jest szczegdlnie
przydatne w kryptografii ale i innych zaawan-
sowanych zastosowaniach, zarbwno nauko-
wych jak i biznesowych.

Komputery kwantowe (zgodnie z obietnicq,
ktérq reprezentujq, bo obecnie jeszcze jest do
tego daleka droga) bedqg rozwiqzywaé proble-
my, ktore sq zbyt skomplikowane dla klasycz-
nych komputerow. Umozliwiq rozwigzanie
ztozonych zagadnieh w roéznych dziedzinach,
takich jak farmacjo, modelowanie finansowe
i sztuczna inteligencja. Wykonajq swojq prace
przy znacznie mniejszym zuzyciu energii niz
klasyczne komputery. Przyspieszq algorytmy
uczenia maszynowego i optymalizacji, co
poprawia wydajnos¢ operacyjnq data center.

Komputery kwantowe bedq efektywnie prze-
twarzac i analizowa¢ ogromne zbiory danych,
niedostgpne dla wspdtczesnych systemow
Z uwagi na czas obliczen, zatem zmieniq jaokos¢
i zakres ustug data center. Zaoferujq zwiekszo-
ng doktadno$¢ w analizie danych, co jest
szczegoblnie wazne w dziedzinach takich jak
finanse, medycyna czy badania naukowe.
Wszystko to przed nami, zaktadajqc, ze rozwig-
zemy najwigksze problemy samej technologii.
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Jakie konkretne problemy w centrach
danych mogq byc¢ rozwiqzane dzigki techno-
logii kwantowej?

Juz nieco o tym powiedzieliSmy, natomiast
warto podkresli¢, ze gtbwng cechg kompute-
row kwantowych jest zwiekszona wydajnos¢
przetwarzania danych. Ogromne  zbiory
danych mogq by¢ przetwarzane znacznie
szybcie] niz tradycyjne komputery, co daje
mniej opodznien i szybszy dostep do informaciji
(nawet podobno docelowo wiele milionow razy
szybszy) a dodatkowo ztozonosé problemow
dostepna dla komputerow kwantowych jest
obecnie nieosiggalna dla klasycznych kompu-
terow.

Dzieki zaawansowanym algorytmom kwanto-
wym, centra danych bedg mogty lepiej zarzg-
dza¢ wtasnymi zasobami, co prowadzi do
oszczednosSci energii i pozostatych kosztow.
Quantum computing moze znacznie poprawic
zarzqdzanie zasobami sprzetowymi, takimi jak
moc obliczeniowa i przestrzen dyskowa.

Technologia kwantowa wprowadzi nieuchron-
nie nowe metody szyfrowania, ktoére sq znacz-
nie trudniejsze do ztamania, zwiekszajqc bez-
pieczehstwo przechowywanych danych.

Jak zawsze, zeby dojs¢ do tych wynikow efek-
tywnosciowych, najpierw trzeba bedzie zain-
westowac.

Jakie sq gtdwne wyzwania technologiczne
zwiqzane z integracjg komputeréw kwanto-
wych z tradycyjnymi data center?

Jest ich caty szereg. Tradycyjne data center sg
zaprojektowane do pracy z klasycznymi kom-
puterami, wiec integracja z komputerami
kwantowymi wymaga dostosowania infra-
struktury i zapewnienia kompatybilno$¢ sprze-
towe]. Centra danych muszqg dostosowac
swoje systemy zasilania, chtodzenia oraz
zabezpieczenia fizyczne, aby sprosta¢ wyma-
ganiom komputeréw kwantowych. Obejmuje
to zaawansowane systemy chtodzenia krioge-
nicznego oraz zarzgdzanie ptynami kriogenicz-
nymi. Komputery kwantowe wymagajq ekstre-
malnie niskich temperatur do dziatanio, co
oznacza konieczno$¢ zastosowania zaawan-
sowanych systemoéw chtodzenia, ktére nie sq
standardem w tradycyjnych data center.
Quantum computing jest bardzo wrazliwy na
zaktocenia  elektromagnetyczne, ktoére sq
powszechne w tradycyjnych data center. Te
dwie kwestie sg wazne dla stabilnoSci qubitow.

A zatem kolejne problemy to dzwigk i ekrano-
wanie elektromagnetyczne, przestrzen (sq duze)
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i tgcznose (komputery kwantowe wymagajq
szybkich potgczen o niskim opdznieniu, aby
przesyta¢ dane do i z komputera).

Poniewaz quantum computing i klasyczne
komputery majq rézne architektury sprzetowe,
integracja tych dwoéch technologii wymaga
opracowania nowych interfejséw i protokotow
komunikacyjnych, o czym juz wspomniatam.

Komputery kwantowe czesto wymagajq szyb-
kich potqczen o niskim opdznieniu, aby przesy-
ta€ dane do i z komputera.

OczywisScie dochodzq do tego problemy
immanentnie zwigzane z samqg technologiq,
w tym korekcja btedow kwantowych (oblicze-
nia kwantowe sg podatne na btedy, co
wymaga rozwiniecia zaawansowanych metod
korekcji btedéw), skalowalnos$é systemow
kwantowych (budowa i utrzymanie duzych
systemow kwantowych z tysigcami kubitow
stanowi znaczqce wyzwanie techniczne i logi-
styczne. Obecne technologie kwantowe majq
trudnosci z skalowaniem liczby kubitow, co jest
niezbedne do osiggniecia petnej funkcjonalno-
sci w duzych data center) oraz koszty i dostep-
no$¢ (wdrozenie technologii kwantowej wigze
sie z wysokimi kosztami, zarbwno w zakresie
sprzetu, jak i infrastruktury wspierajqce;j).
Jednak to bedzie dotyczyC data center tylko
wtedy, gdy ustugi oferowane przez nie bedq
wykracza¢ poza standardowq kolokacje i potg-
czenie sprzetu i sieci.

Nie sposdb zapomnie¢ o pracownikach:
kluczowe  jest rozwijanie umiejetnosci
i wiedzy pracownikow, aby skutecznie zarzg-
dza¢ takqg infrastrukturg. Zarbwno operatorzy
centrow danych, jak i dostawcy komputerow
kwantowych bedq musieli dostosowa¢ sie do
nowych wymagan i procedur zintegrowanego
Srodowiska.

Dla realizacji biznesu kluczowy bedzie dostep
do ekosystemu: BezpoSredni dostgp nie tylko
do przedsigbiorstw, ale takze platform chmuro-
wych. tatwa integracja dla programistow
i dostawcow oprogramowania

W jaki sposéb komputery kwantowe mogq
wpltynqgé na bezpieczefnstwo danych prze-
chowywanych w data center?

Komputery kwantowe mogq znaczqco wpty-
ng¢ na bezpieczehstwo danych w centrach
danych na kilka sposobdw. Najwazniejsze jest
oczywiscie szyfrowanie kwantowe. Komputery
kwantowe mogqg zarbwno tamac powszechnie
stosowane algorytmy szyfrowania jak i tworzyC
nieprzetamywalne klucze szyfrujgce, nowe
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algorytmy odporne na ataki kwantowe, chro-
nigce dane przed przysztymi zagrozeniami.
Wprowadzenie technik kryptografii kwantowe;j,
takich jak Quantum Key Distribution (QKD),
moze zapewnic teoretycznie nietamliwe szyfro-
wanie. Dzigki QKD, kazda prdba podstuchu
transmisji klucza jest natychmiast wykrywana,
CO zapewnia wysoki poziom bezpieczehstwa.

Quantum computing moze rowniez pomoc
w tworzeniu bardziej zaawansowanych algo-
rytmow do wykrywania i zapobiegania atakom
na dane. Dzigki swojej mocy obliczeniowej,
komputery kwantowe mogg analizowaé
ogromne iloSci danych w czasie rzeczywistym,
identyfikujgc potencjalne zagrozenia szybciej i
doktadniej. Quantum computing moze réwniez
przyczynic sie do rozwoju nowych metod prze-
chowywania danych, ktére sq bardziej odporne
na ataki i zapewniajq wyzszy poziom integral-
nosci danych.

Komputery kwantowe mogq takze szybciej
analizowa¢ duze ilosci danych, co pozwala na
szybsze wykrywanie i reagowanie na proby
wiaman. Technologia kwantowa moze tez
zapewni€ bezpieczne kanaty komunikacji,
eliminujgc ryzyko podstuchu. Te technologie
rozwijane sq intensywnie takze w Polsce.

A jakie sq spoteczne korzysci z przejScia na
technologie kwantowe w data center?

Tradycyjne superkomputery mogq zuzywac
tyle energii, co mate miasteczko. W 2020 roku
technologie informacyjne odpowiadaty za 11%
globalnego zuzycia energii elektrycznej. Branza
centrow danych odpowiada za okoto 4% Swia-
towego zuzycia energii elektrycznej. Teoretycz-
ne obliczenia sugerujq, ze komputery kwanto-
we mogq zuzywac nawet sto razy mniej energii
niz najlepsze superkomputery, przy porowny-
walnym czasie obliczen. Quantum computing
moze pomoc w bardziej efektywnym zarzgdzao-
niu energiq w czasie rzeczywistym, co jest
kluczowe dla optymalizacji zuzycia enerdii
w duzych centrach danych. Szybsze przetwa-
rzanie danych, optymalizacja algorytmow,
redukcja liczby operacji, a wreszcie kwantowe
symulacje i modelowanie pozwolg na lepsze
planowanie i zarzqgdzanie zasobami energe-
tycznymi

Mniej znanym aspektem wptywu IT na Srodowi-
sko jest zapotrzebowanie na wode. Moja stud-
nia w ogrodzie catkowicie wyschta co powodu-
je moje znaczne zainteresowanie gospodarkq
wodng. Ciepto generowane przez centra
danych oznacza, ze muszqg by¢ one stale chto-
dzone, a do tego celu czesto wykorzystuje sie
wode.
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Sukces generatywnej sztucznej inteligencji
pogtebia ten problem i mozemy znalezé
informacje autoryzowane przez badaczy, ze
na kazdq serig od 5 do 50 pytan przestanych
do ChatGPT zuzywa sie okoto pot litra wody.
W swoim najnowszym raporcie Srodowisko-
wym Microsoft ujawnit, ze miedzy 2021 a 2022 r.
jego globalne zuzycie wody wzrosto o 34%.
W tym samym okresie Google odnotowato 20%
wzrost zuzycia wody. Jesli komputery kwantowe
spetnig poktadane w nich nadzieje, to rozwigzqg
takze ztozone problemy zwigzane z optymaliza-
Cjq zarzgdzania cieptem w centrach danych.
Zmniejszytoby to zaleznoS€ od klimatyzacii
chtodzonej wodgq, oszczedzajgc znaczne ilosci
wody. Ponadto, ztozone zadania przetwarzania
danych bedzie mozna wykonac szybcigj,
zmniejszajqc czas dziatania serwerdw, a w kon-
sekwenciji ich zapotrzebowanie na energie
i chtodzenie.

Palish

Data Center

,,_..;,.-d": Association

N
6.3 PIOTR KOWALSKI

MANAGING DIRECTOR, PLDCA

Braki energii na rynkach europejskich sq
widoczne. Jak Stowarzyszenie PLDCA adre-
suje ten temat na rodzimym rynku? Jakie
kroki podejmujg Panstwo w celu redukcji
zuzycia energii w centrach danych?

Dostep do energii elektrycznej stat sig jednym
z najwazniejszych czynnikdw warunkujgcych
wzrost sektora centrow przetwarzania danych,
szczegblnie w kontekScie znaczgcego skoku
zapotrzebowania zwigzanego z nowymi obiek-
tami dedykowanymi sztucznej inteligencji. Tak
zwane fabryki sztucznej inteligencji  (ang.
Al-Factories) liczone sg w setkach megawat
mocy przytgczeniowej, pojawity sie nawet ogto-
szenia prasowe Google i QTS o projektach
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przekraczajgcych 1GW (1000MW). Sq miejsca,
jak Irlandia, gdzie centra danych odpowiadajq
za blisko 20% catkowitego zapotrzebowania na
energie kraju i zatrzymano wydawanie kolej-
nych pozwolen na budowe, ze wzgledu na
ograniczenie wydajnosci sieci. Coraz popular-
niejsze stajg sie dyskusje o dedykowanej
produkcji prgdu dla kampuséw data center,
czy to w formie turbin gazowych — juz stosowa-
ne rozwiqzanie — jak i wprowadzenia nowator-
skich rozwigzan jak SMR (mate reaktory jgdro-
we). Jako Stowarzyszenie firm z tahcucha war-
toséci centrow danych, staramy sie podnosi¢
Swiadomos¢ potrzeb branzy na polskim rynku.
Nawigzalismy wspotprace zarébwno z innymi
stowarzyszeniami branz wspotpracujgcych
z centrami danych — energetycznq i cieptowni-
czq - jak rowniez bezposSrednio z Polskimi
Sieciami Elektroenergetycznymi, ktére w swoim
planie rozwoju sieci wysokiego napigcia
w Polsce, przewidujg wzrost zapotrzebowania
na centra danych do 1200MW w 2034r. Rownie
waznym tematem poza dostepnosciq energii,
jest rowniez jej Slad weglowy — temat kluczowy
przy wyborze lokalizacji dla nowych centréw
danych dla globalnych operatorow chmury
obliczeniowej i sztucznej inteligencji. W tym
zakresie Polska ma jeszcze duzo do zrobienig,
ale na szczescie jesteSmy obecnie w czotowce
krajow inwestujgcych z odnawialne zrodta
energii — fotowoltaike oraz farmy wiatrowe,
zarébwno on-shore jak i off-shore. Dla PLDCA,
promowanie rozwiqzan o niskiej emisji CO, jest
jednym z kluczowych zadah, majgcych funda-
mentalny wptyw na wzrost branzy.

Jak w Pana perspektywie branza Data Center
zmieni sie w ciggu kolejnych 3-4 lat?

Wkraczamy w ere sztucznej inteligencji. Jej
podstawowe skutki to znaczqcy wzrost skali
obiektow - liczonych juz teraz w utamkach
gigawat — a takze koniecznosci przystosowania
data center do obstugi serwerdéw o ekstremal-
nie wysokich gestosciach ciepta. Najnowsza
specyfikacja szaf serwerowych na potrzeby
sztucznej inteligencji (Nvidia NVL72) to az 132kW
pradu i ciepta na rack, a juz dzis mowi sie o kon-
figuracjach siggajgcych 250kW lub nawet IMW.
To sg wartosci, w ktérych jeszcze catkiem
niedawno liczyto sie wielkoS¢ catych obiektow
przeznaczonych do przetwarzania danych.
Wymaga to zmiany paradygmatu projektowa-
nia oraz zupetnie nowych rozwigzan technolo-
gicznych zarébwno po stronie zasilanio, jak
i chtodzenia serwerbw. Szturmem na rynek
wdzierajq sie systemy chtodzenia serwerdw
cieczq, dwie dominujgce technologie — bezpo-
srednie chtodzenie procesorow (ang. direct-
-to-chip) oraz chtodzenie zanurzeniowe (ang.
immersion cooling). Rosngca gestosé ciepta
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zmienia réwniez uktad architektoniczny obiek-
tow, z rosnqgcym udziatem przestrzeni dedyko-
wanej na potrzeby urzgdzen zasilania podsta-
wowego | rezerwowego oraz przestrzeni
potrzebnej do  odprowadzania  cieptq,
w poroéwnaniu z przestrzeniq do przetwarzania
danych (ang. White Space). Nadchodzgce lata
obfitowa¢ bedg w innowacje technologiczne
i projektowe, wigc bedzie to z pewnoscig
bardzo ciekawy okres, w poréwnaniu z ostatni-
mi laty wzglednej stabilizacji rozwiqgzan prze-
znaczonych na potrzeby chmury obliczeniowe.

Boom na Al zaskoczyt wszystkich, takze ope-
ratorow Data Center. Co moze wpilyngé
rownie silnie na podaz centréow danych po AI?

Nikt nie potrafi sobie dzis wyobrazi¢, co nastqgpi
.00 Al' - a to z te] prostej przyczyny, ze nie
potrafimy jeszcze nawet do konca okreslic skali
infrastruktury potrzebnej do wdrozenia sztucz-
nej inteligencji. Mowi sie teraz o dublowaniu
zapotrzebowania na globalng moc centrow
danych co 4-5lat oraz koniecznosci globalnych
inwestycji na poziomie 15biliona dolaréw
w ciggu najblizszych pieciu lat. Dla porownania,
to okoto dwukrotno§¢ PKB Polski w 2023r. Stysza-
tem nawet opinie, ze rynek data center dla Al
jest dzis tam, gdzie rynek przeznaczony chmu-
rze obliczeniowej byt w 2009r. Moze to ozna-
czag, ze na naszych oczach rodzi sie najwiekszy
przemyst XXI. wieku — nie przez przypadek poja-
wienie sie rozwiqzan sztucznej inteligencji nazy-
wane jest przez wielu V. rewolucjg przemysto-
waq. Obiekty tej skali nalezy juz traktowac w kon-
tekscie infrastrukturalnym i konieczne jest wiele
lat, aby wybudowa¢ zaréwno centra danych,
jak i infrastrukture energetycznqg konieczng do
zaspokojenia tego popytu.

Jakie trendy ekologiczne w branzy data
center uwaza Pan za najwazniejsze w najbliz-
szych latach?

Bez waqtpienia najwazniejszym  trendem
w branzy centrow danych jest dgzenie do neu-
tralnosci klimatycznej (Net Zero), do ktorej
zobowiqzaty sie najwigksze globalne firmy
technologiczne jak Amazon Web Services,
Google czy Microsoft. Firmy te, a co tym idzie
cata branza intensywnie poszukuje rozwigzan
pozwalajgcych na redukcje Sladu weglowego.
Standardem stato sie zasilenia obiektéw w 100%
zielong energiq, czy to na podstawie certyfika-
tow pochodzenia Z/PPA), czy tez bezposrednie-
go zasilania obiektow ze zrédet odnawialnych.
Bardzo duzo pracy wktada sie w poszukiwanie
skutecznego modelu odzysku ciepta bedgcego
ubocznym produktem przetwarzania danych.
Rozwaza sie szereg zastosowah — rolnictwo
wertykalne, hodowle larw mqcznika (lub innych
wysokobiatkowych zroédet pokarmu dla ludzi
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i zwierzqt), czy tez odzysk ciepta na potrzeby
hodowli zwierzgt, np. farmy krewetek lub tososi.
Ze wzgledu jednak na obecnq i przysztq skale
obiektow centréw danych, najbardziej obiecu-
jacy wydaje sie kierunek odzysku ciepta do
miejskiej sieci cieptowniczej i zasilenia obiektow
mieszkalnych energiq odpadowq. Branza
cieptownicza réwniez ma bardzo wysokie
zobowigzania dekarbonizacyjne wynikajgce
z polityki klimatycznej Unii Europejskiej opisa-
nych w Dyrektywie Energetycznej EED, wspot-
praca z centrami danych wydaje sie wiec tutaj
byC¢ idealng konfiguracjq. Jest to rowniez
szansa dla Polski, aby wyrézni€ sie na tle krajow
cztonkowskich, poniewaz dysponujemy drugg
najwigkszq sieciq cieptowniczg w Europie i juz
dzis moglibySmy zaczqg¢  wykorzystywac
rozwigzania odzysku ciepta z centréw danych.
Jako Stowarzyszenie PLDCA nawigzalismy
wspodtprace z branzg cieptowniczg oraz Mini-
sterstwem Klimatu i Srodowiska, aby pokazy-
wac te mozliwosci i promowac ich zastosowa-
nie. Ostatnim elementem, ktéry chciatbym
wspomnieg, to ograniczenie wptywu na srodo-
wisko systemow zasilania rezerwowego - agre-
gatéw prgdotworczych — ktore dzis w wiekszo-
ci napedzane sq olejem napedowym (popu-
larnym dieslem), ale ze wzgledu na koniecz-
noS¢ ograniczenia emisji zastepowane sq pali-
wami alternatywnymi (HVO) lub — prawdopo-
dobnie w przysztosci — wodorem. To obszar,
ktéry warto obserwowag, bo zachodzg w nim
dynamiczne zmiany.

Jakie sq diugoterminowe cele strategiczne
Stowarzyszenia PLDCA?

Stowarzyszenie PLDCA ma trzy filary funkcjono-
wania. Po pierwsze, budowanie Swiadomosci
strategicznej wartosci branzy centréw danych
dla rozwoju nowoczesnego panstwa. Centra
danych sq na pierwszych stronach nowocze-
snej polityki krajow wysoko rozwinietych. Wielka
Brytania ogtosita niedawno obiekty przetwa-
rzania danych jako kluczowq czgs¢ infrastruk-
tury krytycznej kraju — na rowni z systemem
ochrony zdrowia — zapewniajgc dostep do
zasobow  strategicznych  kraju,  utatwione
procedury administracyjne oraz bezposrednio
angazujgc sie w pozyskiwanie inwestycji zagro-
nicznych w tym sektorze. Analogiczne ruchy
widzimy Stanach Zjednoczonych, Niemczech
czy krajach skandynawskich. Drugim celem
Stowarzyszenia jest promowanie Polski jako
atrakcyjnego kraju dla inwestycji w centra
przetwarzania danych — zarbwno poprzez dzia-
tania usuwajgce lokalne bariery rozwoju -
wspotprace z branzq energetyczng, cieptowni-
czg oraz lokalnymi i krajowymi strukturami
wtadzy - jak i poprzez wspotprace z Europejskim
Stowarzyszeniem Data Center (EUDCA)
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i uczestnictwo w miedzynarodowych wydarze-
niach branzowych. Trzecim celem jest integra-
cja polskiej branzy centrow danych — w catych
tahcuchu wartosci - od projektowania, przez
realizacje obiektow i ich pdzniejszg eksploata-
cje. Zalezy nam edukaciji, wymianie najlepszych
praktyk pomiedzy przedsigbiorstwami zrzeszo-
nymi w PLDCA, pozyskiwaniu wyksztatconych
kadr a takze promowaniu najnowoczesniej-
szych rozwiqgzan technologicznych, umozliwio-
jacych uzyskanie przewagi konkurencyjnej
w miedzynarodowym wyscigu o technologicz-
ny popyt. Dziatania PLDCA zostaty zauwazone
i docenione, co szczegdlnie widac po szybko
rosnqcej liczbie firm nalezqgcych do Stowarzy-
szenia.

7. CASE STUDY

CHMURA W KONTEKSCIE
DATA CENTER

7A. PRZYKEADY WDROZEN INNOWACYJNYCH
ROZWIAZAN

7.1 ORACLE DEDICATED REGION CLOUD@CU-
STOMER - KOMPLETNA PRYWATNA CHMURA
W TWOIM CENTRUM DANYCH

I
| Jakub Mad
Technology Cloud Director Public & Enterprise
W erze cyfrowej, w ktorej wiekszo§¢ organizacji
zaczyna coraz czesciej korzysta¢ z modeli
chmurowych, globalni dostawcy ustug oferujg
coraz bardziej elastyczne i bezpieczne rozwig-
zania. Oracle ogtaszajgc we wrzesniu tego roku
partnerstwo z AWS éokie partnerstwa byt juz
wczesniej z Microsoft oraz Google) w zakresie
wspdlnego oferowania ustug chmurowych
umocnit sie na pozycji lidera w kategorii multic-
loud. Warto takze zwrdci¢ uwage na rozwiqza-
nie, ktére zaczyna szczegllnie zyskiwaé na
popularnosci - Dedicated Region Cloud@Cu-
stomer — jest to propozycja od Oracle dla klien-
tow potrzebujgcych prywatnej, w petni funkcjo-
nalnej chmury obliczeniowe] w ramach wia-
snego centrum danych. Oracle Dedicated
Region Cloud@Customer pozwala przedsie-
biorstwom i instytucjom korzysta¢ z wszystkich
dostepnych ustug chmurowych bez koniecz-
nosci migracji do publicznej chmury, co czyni jq
idealnym  rozwiqzaniem dla  organizaciji
o0 wysokich wymaganiach w zakresie rezydencii
danych, bezpieczehstwa, prywatnosci i zgod-
nosci z regulacjami.
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Czym jest DRCC - Oracle Dedicated Region
Cloud@Customer?

Oracle Dedicated Region Cloud@Customer to
tozsama paleta ustug chmurowych jakg znaj-
dziemy w ramach Oracle Cloud Infrastructure,
dostarczana bezposrednio do fizycznego cen-
trum danych wskazanego przez klienta. Ozna-
Cza to, ze wszystkie ustugi i mozliwosci dostep-
ne w publicznej chmurze Oracle — takie jak
przetwarzanie i przechowywanie danych, ana-
lityka, sztuczna inteligencjo, blockchain, itp,
a takze oprogramowanie ERP, EPM, HCM czy CX
jako ustuga (S ?oos) — mogq by¢ uruchamiane
w prywatnym regionie chmurowym dostep-
nym wytgcznie dla jednej organizacii.

To rozwigzanie zapewnia identyczne AP, prze-
ptywy pracy i zasady bezpieczenstwa jak
publiczna chmura Oracle, umozliwiajgc orga-
nizacjom zachowanie petnej kontroli nad
swoimi  danymi, jednocze$nie  oferujgc
elastycznos$¢ i wydajnos¢ chmury.

Kluczowe Korzysci DRCC - Oracle Dedicated
Region Cloud@Customer

d ElastycznoS¢ Publicznej Chmury
w Prywatnym Srodowisku

Dedicated Region Cloud@Customer dostarcza
wszystkie zalety publicznej chmury — skalowal-
noS¢, automatyzacje, dostgp do najnowszych
technologii — w prywatnym, izolowanym Srodo-
wisku klienta. Organizacje mogq dynamicznie
skalowa¢ zasoby w zaleznosci od potrzeb,
jednocze$nie gwarantujgc sobie wytgcznose
wykorzystywania dedykowanej infrastruktury.
Oracle na biezgco monitoruje jej wykorzystanie
i z wyprzedzeniem dokonuje rozbudowy pod
kgtem dostosowania do rosngcych potrzeb.

e Zgodnos¢ z Regulacjami
i Bezpieczenstwo

W niektérych sektorach, takich jak utilities,
finanse, opieka zdrowotna czy administracja,
regulacje praowne wymagajq przechowywania
danych w obregbie kraju lub w okreslonych loka-
lizacjach. Dedicated Region Cloud@Customer
pozwala firmom na spetnianie tych wymagan
bez jednoczesnej koniecznosci rezygnaciji z za-
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let chmury publiczne]. Ponadto, rozwiqzanie to
spetnia najwyzsze standardy bezpieczehstwa,
takie jak szyfrowanie danych w spoczynku
i podczas przesytania, zarzqdzanie kluczami
szyfrowania, a takze zgodnoS¢ z migdzynaro-
dowymi certyfikatami bezpieczenstwa.

q Minimalizacja Opdznien

Dzigki fizycznemu umiejscowieniu Dedicated
Region Cloud@Customer w siedzibie klientq,
opdznienia w dostepie do aplikacji i danych sg
znaczgco  minimalizowane. To  szczegdlnie
istotne w przypadku aplikacji, ktére wymagajg
niskich czaséw reakcji, takich jak systemy
transakcyjne czy aplikacje, gdzie czas odpo-
wiedzi ma krytyczne znaczenie.

q Petna Integracja z Lokalng Infrastrukturg

Dedicated Region Cloud@Customer umozliwia
tatwq integracje z istniejgcq infrastrukturg IT,
zardbwno w zakresie sieci, jak i operaciji. Ofero-
wane sq rowniez zaawansowane funkcje
zarzqdzanio, ktére pozwalajg na efektywne
monitorowanie  zasobdw oraz  procesow
w ramach jednego srodowiska.

e Aktualizacje i Rozwoj Technologiczny

Oracle zapewnia, ze Dedicated Region
Cloud@Customer jest regularnie aktualizowo-
ny o najnowsze poprawki, technologie i ustugi
dostepne w publicznej chmurze Oracle. Klienci
mogqg korzystaC¢ z najnowszych funkcji w
obszarze sztucznej inteligencii, uczenia maszy-
nowego, analityki danych i wielu innych tech-
nologii bez koniecznoSci przenoszenia sie do
publicznej chmury.

Przyktady zastosowan

Dedicated Region Cloud@Customer sprawdza
sie w roznych sektorach a zwtaszcza tam, gdzie
wysoki poziom bezpieczefistwa danych oraz
niskie opdznienia sq kluczowe.

Firmy z sektora Energy,Qil&Gas mogqg

korzysta€ z Dedicated Region Cloud@Custo-
mer, aby w petni kontrolowac¢ swoje dane i apli-
kacjami, gdzie nie bez znaczenia jest fakt, ze
odpowiadajq za infrastrukture krytyczng, przy
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jednoczesnym  wykorzystaniu  najnowocze-
Sniejszej technologii chmurowe;j.

| - Sektor Finan: Bankiiinne instytucje finan-

sowe mogq korzysta¢ z Dedicated Region
Cloud@Customer do obstugi krytycznych apli-
kacji, przetwarzania transakcji oraz analizy
danych, jednoczesnie zapewniajgc zgodnosc
z regulacjami prawnymi dotyczgcymi prywat-
nosci i bezpieczenstwa danych. Fakt przecho-
wywania i przetwarzania danych w lokalizacji
klienta a takze Scisle okreSlone mechanizmy
aktualizaciji i najwyzsze standardy bezpieczeh-
stwa w znaczqgcy sposdb utatwiajg spetnienie
regulaciji jakim podlegajg podmioty nadzoro-
wane (Prawo Bankowe, Komunikat Chmurowy
KNF, NIS2 czy DORA).

|- Opieka Zdrov Organizacje z sektora
ochrony zdrowia mogq przechowywac i anali-
zowac dane pacjentdw w prywatnym srodowi-
sku chmurowym, spetniagjgc jednoczesnie
standardy zgodnosci z przepisami takimi jak
HIPAA.

|- _Administracja Pu Organy rzgdowe
mogq korzysta¢ z Dedicated Region Cloud@-
Customer, aby utrzymywac petng kontrole nad
swoimi danymi i aplikacjomi w obrebie wta-
snych granic, jednoczes$nie korzystajgc z nowo-
czesnych technologii chmurowych.

Podsumowanie

Dedicated Region Cloud@Customer to jedyne
na rynku rozwigzanie, ktére pozwala organiza-
cjom korzystac z petnej mocy i wszystkich ustug
chmury publicznej, zachowujgc jednoczesnie
kontrole nad danymi i wytgcznym dostepem
do infrastruktury znajdujgcej sie w prywatnym
Srodowisku. Dzieki temu modelowi firmy i insty-
tucje mogq czerpacC korzysci z najnowszych
technologii chmurowych, jednoczesnie spet-
niajgc rygorystyczne wymagania dotyczqce
bezpieczenstwa i zgodnosci z regulacjami. Dla
wielu klientébw Dedicated Region Cloud@Cu-
stomer stanowi odpowiedz na wyzwanid
wspodtczesnej transformacii cyfrowej, zapew-
niajgc elastycznoS¢, bezpieczehstwo oraz
zgodnos¢ w jednym pakiecie.

7.2 CENTRALNY OSRODEK INFORMATYKI,
MINISTERSTWO CYFRYZACJI, NASK PIB

Candras] Tokara

Architekt - Zespot Polityk, Strategii
i Rozwoju Chmury, COI

Ministerstwo Cyfryzacji (MC) we wspotpracy
z Centralnym Osrodkiem Informatyki (COI).
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O MC - Administracja rzgdowa, cyfryzacja,
COI - Technologie informacyjne, sektor publicz-
ny

O Misjg MC jest dgzenie aby Polska byta pan-
stwem innowacyjnym i przyjoznym, w ktorym
interakcje miedzy panstwem, obywatelami
i przedsigbiorcami sq proste i efektywne
poprzez skuteczng cyfryzacje. Natomiast misjq
COIl jest realizacja projektow IT dla sektora
publicznego, dostarczajgc  nowoczesnych
ustug i narzedszi, ktore przyczyniajq sie do cyfro-

wej transformaciji kraju.

O Wartosci reprezentowane przez MC to
dqgzenie do poprawy jakoSci zycia obywatel
poprzez cyfryzacje ustug publicznych, dotrzy-
mywanie stowa, budowanie standardow,
szacunek dla pieniedzy publicznych. Natomiast
COlI reprezentuje innowacyjnos¢, kreatywnosg,
zaangazowanie, dgzenie do bycia liderem
cyfryzacji w Europie i na Swiecie.

Administracja publiczna borykata sie z wieloma
wyzwaniami  zwigzanymi  z  zarzgdzaniem
danymi i infrastrukturg IT. Tradycyjne systemy
byty czesto przestarzate, kosztowne w utrzyma-
niu i nieefektywne. Problemy te obejmowaty:

O Brak skalowalnosci:

Tradycyjne systemy IT (rozwigzania silosowe)
nie byty w stanie szybko dostosowywac sie do
zmiennych potrzeb administracijj;

O Wysokie koszty: Utrzymanie i modernizacja
infrastruktury IT wiqzaty sie z duzymi wydatka-
mi;

O Bezpieczenstwo danych:

Rosngce zagrozenia cybernetyczne wymagaty
bardzie] zaawansowanych rozwigzah w zakre-
sie ochrony danych;

O Efektywnosé operacyjna:
Przestarzate systemy czesto prowadzity do

opodznien i nieefektywnosci w realizacji zadan
administracyjnych.
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Dlatego administracja publiczna zdecydowata
sie na wdrozenie chmury rzqgdowej w modelu
spotecznosciowym w ramach Wspodlnej Infra-
struktury Informatycznej Panstwa  (projekt
WIIP), aby sprostaé powyzszym wyzwaniom
i wykorzysta€ nowe mozliwosci technologiczne.
Kluczowe powody to:

O centralizacja przetwarzania istotnych
danych i systemow IT;

O zwiekszenie elastycznosci poprzez szybkie
skalowanie zasobow w zaleznosci od potrzeb;

O poprawa bezpieczenhstwa poprzez stosowa-
nie ustandaryzowanych zaawansowanych
mechanizmow ochrony danych;

O zwigkszenie efektywnosci poprzez automa-
tyzacje i lepsze zarzqdzanie danymi.

O standaryzacja wytwarzania systemow IT;

O zapewnienie obywatelom wydajniejszych
i bardziej niezawodnych e-ustug;

Chmura pozwala na  zmodernizowanie
i usprawnienie zarzqgdzania danymi oraz infra-
strukturq IT. Jest to zaawansowane rozwiqzanie
technologiczne, ktére umozliwia przechowywao-
nie, przetwarzanie i udostgepnianie danych
w sposob bardziej efektywny i bezpieczny.

T & E

Wdrozenie chmury rzgdowej przyniosto szereg
korzysci dla administraciji publicznej, w tym:

@ przyspieszenie realizacji zadah administra-
cyjnych poprzez automatyzacje procesow
i lepsze zarzgdzanie danymi;

@ optymalizacje kosztow poprzez zmniejszenie
wydatkdbw na infrastrukture IT i zwigkszenie
efektywnosci operacyjnej;

@ wsparcie innowacji umozliwiajgce szybkie
wdrazanie nowych technologii i rozwigzan IT.

@ poprawe bezpieczenstwa danych;
@ skalowalnosg;

@ dostepnos¢ i niezawodnoS¢C zapewniajgce
ciqggtos¢ dziatania administracji publicznej;

@ systematyczng likwidacje diugu technolo-
gicznego.
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Proces wdrozenia chmury rzgdowej obejmowat
kilka kluczowych krokow:

O analiza potrzeb na podstawie inwentaryzaciji
obecnej infrastruktury IT i identyfikacji obsza-
réow wymagajgcych modernizacji. Opracowa-
nie strategii wdrozenia chmury, uwzgledniajg-
cej cele i wymagania administracji publiczne;j;

O wybor dostawcy rozwiqzahn IT gwarantujgey
spetnienie wymagan bezpieczenstwa i jakosci;

O konfiguracja chmury i wdrozenia procesow;

O migracja systemow oraz testowanie i weryfi-
kacja poprawnosci migraci;

O szkolenie pracownikdw w zakresie korzysta-
nia z nowych narzedzi i ustug chmurowych;

O monitorowanie i optymalizacja dziatania
chmury i jej wykorzystania. Rozbudowa poten-
cjatu chmury rzgdowej i projektowanie nowych
ustug typu laas, Paas i Saas.

Realizacja projektu wdrozenia chmury rzqdo-
wej trwata 36 miesiecy.

Cele wdrozenia chmury zostaty w duzej mierze
zrealizowane w obszarze poprawy jakoSci
ustug, bezpieczehstwa danych oraz optymali-
zacji kosztow.

SEN

HEE
— =

Z wdrozenia chmury rzqdowej administracja
publiczna wyciggneta kilka kluczowych lekciji
dotyczgcych znaczenia planowania, koniecz-
nosci ciqgtej adaptacji technologicznej oraz

wspotpracy w obszarze standaryzacji infra-
struktury IT.

Administracja publiczna planuje kontynuowac
wdrazanie innowacji technologicznych. Plany
te obejmujq rozwdj ustug cyfrowych, integracje
nowych technologii oraz zwigkszanie bezpie-
czehstwa.
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7B. CASE STUDY DOTYCZACE WYZWAN
ORAZ ROZWIAZAN ZAPROPONOWANYCH
PRZEZ FIRMY

7.1. CENTRALNY OSRODEK INFORMATYKI,
MINISTERSTWO CYFRYZACJI, NASK PIB

Andrzej Tokarzewski

Architekt - Zespot Polityk, Strategii
i Rozwoju Chmury, COI

Ministerstwo Cyfryzacji (MC) we wspotpracy
z Naukowq i Akademickq Sieciqg Komputerowq
Panstwowy Instytut Badawczy (NASK PIB) oraz

Centralnym Osrodkiem Informatyki (COI).

O MC - Administracja rzqdowa, cyfryzacja, COl
- Technologie informacyjne, sektor publiczny,
NASK PIB — cyberbezpieczenstwo, technologie
informacyjne.

O Misjg MC jest dqzenie aby Polska byta pan-
stwem innowacyjnym i przyjoznym, w ktorym
interakcje miedzy panstwem, obywatelami
i przedsigbiorcami sq proste i efektywne
poprzez skutecznq cyfryzacje. Misjg NASK PIB
jest zapewnienie bezpieczehstwa cybernetycz-
nego oraz ochrona uzytkownikdw internetu.
Instytut dziata na rzecz rozwoju technologii
informacyjnych i komunikacyjnych, wspierajgc
zardbwno sektor publiczny, jok i prywatny. Nato-
miast misjg COI jest realizacja projektéw IT dla
sektora publicznego, dostarczajgc nowocze-
snych ustug i narzedzi, ktére przyczyniajq sie do

cyfrowej transformaciji kraju.

O Wartosci reprezentowane przez MC to dgze-
nie do poprawy jakosci zycia obywateli poprzez
cyfryzacje ustug publicznych, dotrzymywanie
stowq, budowanie standarddw, szacunek dla
pieniedzy publicznych. NASK dgzy do odpowie-
dzialnego zarzqdzania technologiomi i zaso-
bami, efektywnego wdrazania innowacyjnych
rozwiqzan oraz promowania otwartosci na
nowe idee i technologie. Natomiast COI repre-
zentuje innowacyjnos¢, kreatywnos¢, zaanga-
zowanie, dgzenie do bycia liderem cyfryzacii
w Europie i na Swiecie.

2. MC staneto przed konieczno$cig modernizo-
cji infrastruktury przetwarzania danych, aby
zapewni€ ciqgtos¢, bezpieczenstwo i integral-
noS¢ zasobow administracji publicznej. Istnie-
jace centra danych (CPD) i serwerownie sq
w duzej liczbie przestarzate i nieefektywne
energetycznie, co stwarza ryzyko dla bezpie-
czenhstwa systemow informatycznych, integral-
nosci danych w nich przetwarzanych oraz

stabilnosSci ustug publicznych.
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MC chciato osiggng¢ nastepujgce cele:

O zwiekszenie bezpieczenstwa danych
i systemow administracii publicznej;

O poprawe  efektywnosci  energetycznej
infrastruktury IT;

O zapewnienie ciqgtoéci Swiadczenia ustug
publicznych (e-ustug), nawet w sytuacjach

kryzysowych a w konsekwencji zapewnienia
ciqggtosci dziatania panstwa.

3. MC zdecydowato sie na budowe trzech
nowoczesnych, ustandaryzowanych i efektywnych
energetycznie CPD, zgodnych z normqg PN-EN
50600 w ramach projektu Krajowe Centra
Przetwarzania Danych (KCPD). CPD te maijg
wykorzystywaé odnawialne zrodta energii, co
przyczyni  sig  do  zmniejszenia  Sladu
weglowego. Budowa KCPD jest inwestycjq
strategiczng, ktéra istotnie wptynie na
zapewnienie ciggtosci dziatania systemow IT o
krytycznym  znaczeniu dla  Pahstwa, np.
dziotanie rejestrow panstwowych i chmury
rzgdowe] (RChO), ktére stanowiq baze do
Swiadczenia  e-ustug  niezbednych  dla
stabilnego  funkcjonowania  spoteczehstwa
i administracji pafstwowej w zyciu codziennym
i w sytuacjach kryzysowych. Ponadto, dostarczy
dalszych utatwien dla ,obywatela cyfrowego”
oraz podniesie bezpieczenstwo i integralnosc
danych tam przetwarzanych. Budowa KCPD
realizuje  zatozenia  Inicjatywy  Wspdinej
Infrastruktury Informatycznej Panstwa (WIIP).

Proces wdrozenia KCPD obejmuje kilka
kluczowych krokow:

O przygotowanie projektu - wybor biura
projektowego, inzyniera kontraktu oraz
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generalnego wykonawcy;
O budowa - realizacja budowy trzech CPD;

O testowanie i uruchomienie - przeprowadzenie
testow i uruchomienie CPD;

O monitorowanie i optymalizacja - ciggte
monitorowanie dziatania CPD i wprowadzanie
optymalizacii;

O migracja systemow  informatycznych
z istniejgcych centrow i serwerowni do KCPD.
Ten etap jest poza budzetem projektu KCPD.

Harmonogram realizacji projektu obejmuje
okres od 1 wrze$nia 2023 r. do 31 marca 2025 r,
a catkowity koszt inwestycji wynosi prawie 830
min zt.

Dzieki wdrozeniu KCPD, administracja publiczna
osiggnie znaczqce rezultaty:

O zwiekszenie bezpieczenstwa danych -
nowoczesne CPD zapewniajqg wyzszy poziom
ochrony przed cyberatakami i awariami;

O poprawa efektywnosci energetycznej -
wykorzystanie odnawialnych zrodet energii
i nowoczesnych technologii pozwoli na
zmniejszenie zuzycia energii;

O zapewnienie ciggtosci ustug - nowa
infrastruktura  IT gwarantuje nieprzerwane
dziatanie kluczowych systemow administracii
publicznej, nawet w sytuacjach kryzysowych;

O wigksza niezawodnoS§¢ -  uzytkownicy
e-ustug mogq liczy¢ na  stabilnosg,
bezpieczenstwo i integralnosS¢ danych;

O oszczednoSci energetyczne - zmniejszenie
kosztow operacyjnych dzigki efektywniejszemu
wykorzystaniu energii;

O lepsza ochrona -  wyzszy poziom
zabezpieczen przed cyberzagrozeniami.

6. Cele wdrozenia KCPD w duzej mierze
zrealizowane w obszarze poprawy jokosci
ustug, bezpieczenstwa danych oraz
optymalizaciji kosztow.

Lekcje wyciggniete z przygotowania projektu
KCPD to doktadne planowanie i analiza ryzyka
oraz efektywna wspotpraca miedzy roznymi
jednostkami administracji publicznej
i partnerami zewnetrznymi. To podnosi szanse
na skuteczng readlizacje skomplikowanych
przedsiewzigC.
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Administracja publiczna planuje kontynuowac
wdrazanie innowacji technologicznych. Plany
obejmujq dalszy rozwdj infrastruktury 1T, w tym
rozbudowe RChO o kolejne ustugi chmurowe

i wdrazanie nowych rozwigzan technologicznych.

7.2 SEDIVIO SA

Olga Budzisze

Cybersecurity Strategy and Compliance Advisor
w SEDIVIO

Wyzwanie

Organizacja finansowa postanowita wdrozy¢
aplikacje do obstugi klientdw korporacyjnych
w sektorze ubezpieczen, opartg na publicznej
chmurze obliczeniowej. Ze wzgledu na prze-
twarzanie danych wrazliwych, pojawity sie
wyzwania zwigzane z regulacjami prawnymi
i wymaganiami bezpieczenstwa. Podczas
prezentacji wczesnej wersji produktu firma
odkryta braki w wymaganiach bezpieczenstwa,
ktore uniemozliwiaty uruchomienie ustugi.

Z uwagi na napiety harmonogram (wynikajgcy
z pbznego etapu, na ktérym zidentyfikowano
wymagania regulacyjne oraz bezpieczenstwa),
organizacja zdecydowata sie¢ na wykorzystanie
rozwigzania Cyrima.

C

Dlaczego firma zdecydowata si¢ na wdro-
Zenie Cyrimy?
Wdrozenie aplikacji chmurowej w sektorze
finansowym to ztozony proces, wymagajqcy
wspotpracy wielu dziatéw (biznes, IT, prawo,
bezpieczenstwo, ryzyko, audyt). Koordynacja
dziatah pomiedzy tymi obszarami jest kluczo-
wa. Brak uwzglednienia wymagan regulacyj-
nych i bezpieczehstwa na wczesnych etapach
grozit opdznieniami i przekroczeniem budzetu.
Organizacja zdecydowata sie na wdrozenie
Cyrimy z kilku powodow.

Aplikacja umozliwita szybkie uzyskanie
petnego backlogu zadan zwigzanych ze zgod-
nosciq i bezpieczehstwem, eliminujqc potrzebe
dedatkowych konsultantow.

Wymogi sektora finansowego i zwigzane
z nimi ryzyka wymagaty kompleksowego
rozwigzania do identyfikaciji i wdrozenia wyma-
gahn bezpieczenstwa, aby unikng¢ zablokowa-
nia ustugi w fazie produkcyjnej.

Instrukcje dostepne w Jirze pozwolity na
kontynuacje prac developerskich bez opdz-
nien.

Ograniczony budzet uniemozliwiat zatrud-
nienie konsultantow bezpieczehstwa na peten
etat. Cyrima umozliwita wewnetrznemu zespo-
towi realizacje zadan, korzystajgc z konsultan-
tow tylko w kluczowych momentach.
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O Cele, jakie firma chciata osiggnqgé
poprzez wprowadzenie rozwigzania

Gtownym celem byto zapewnienie wsparcia
zespotom wdrozeniowym w obszarze identyfi-
kacji oraz wdrozenia odpowiednich dziatan
zapewniajgcych realizacje wymagan regula-

cyjnych oraz bezpieczenstwa organizacji.
Opis rozwigzania Cyrima

Cyrima to nowatorskie rozwigzanie wspierajg-
ce bezpieczenstwo i zgodnoS¢ regulacyjng
w zarzqdzaniu projektami. Sktada sie z trzech
modutdw: frameworku, silnika zarzgdzania
wiedzq (plugin) oraz marketplace’u. Frame-
work, gtowny komponent Cyrimy, oferuje
procesy, standardy oraz instrukcje stanowisko-
we (zadania w Jira). Dzigki parametryzaciji pod
kgtem cech organizacji (skala, lokalizacja,
branza) i cech projektu (rodzaj, skala, ryzyko),
zespoty mogq szybko otrzymac kompletny
backlog zadan w Jirg, niezbednych do realizacji
projektdw zgodnie z wymogami bezpieczen-
stwa i regulacii.

O Proces wdrozenia rozwigzania (kroki,
zaangazowane zasoby, harmonogram)

Wdrozenie Cyrimy w organizacji na potrzeby
opisywanego projektu odbyto sie podczas
dwoch sesji warsztatowych z zespotem wdro-
zeniowym, przedstawicielem linii biznesowej
oraz reprezentantami dziatdbw bezpieczehstwa
i zgodnosci. Dodatkowo, w ramach realizacji
zadan  projektowych, konsultanci  Cyrimy
wspierali prace projektowe w niezbednym,
SciSle okreSlonym zakresie.

Jakie korzysci przynosi to rozwigzanie dla
firmy i jej klientow

Wykorzystanie Cyrimy w procesach wytwor-
czych i wdrozeniowych pozwala na optymalne
zaadresowanie wymagan regulacyjnych i bez-
pieczehstwa zgodnie z profilem organizacii
i realizowanym projektem. Dzigki integracji
z Jira, zespoty projektowe otrzymujq peten
zakres zadah dotyczqcych zgodnosci i bezpie-
czehstwa, co umozliwia precyzyjne planowanie
budzetu, harmonogramu i zasobdéw. Ponadto,
dzieki Cyrimie organizacja zyskuje:

e szybki dostep do wiedzy na temat wyma-
gan regulacyjnych i bezpieczenstwa, eliminu-
jac potrzebe czasochtonnych analiz;

e klarowne instrukcje stanowiskowe, umozli-
wigjgce zespotom  wdrozeniowym  samodzielne
realizowanie zadan bez angazowania specjalistow
od bezpieczenstwa;  zwiekszenie  efektywnosci
pracy zespotdw wdrozeniowych,
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skrécenie czasu oraz zmniejszenie budzetu
potrzebnego do uruchomienia ustugi lub wpro-
wadzenia produktu na rynek - struktura Frame-
worku zaprojektowana tak, aby unikng¢ kosz-
townych poprawek wynikajgcych z braku
synchronizacji z wymogami bezpieczenstwa.

8. KOMENTARZE

DO RAPORTU

Fundusze Europejskie Rzeczpospolita  Dofinansowane przez NCBR"»
dla Nowoczesnej Gospodarki Polska Unie Europejska
Nardowe Convum Bada Rozwos

Fundusze Europejskie na rozwdj innowacyj-
nych przedsigbiorstw

Kazdy przedsiebiorca, ktéry ma pomyst na
innowacje — nowy produkt, technologig, ustuge
czy proces moze zgtosic sie po Srodki
z Funduszy Europejskich, ktorymi dysponuje
Narodowego Centrum Badan i Rozwoju (NCBR).
W branzy centrow danych jest sporo przestrze-
ni Nna innowacje, a zastosowanie rozwigzan
cyfrowych czy chmurowych wyktadniczo rosnie
na catym Swiecie, co dodatkowo daje szerokie
mozliwosci rozwoju segmentu.

Narodowe Centrum Badanh i Rozwoju joko
agencja rzgdowa tgczgea Swiat nauki i biznesu,
tworzy odpowiednie warunki do prowadzenia
prac badawczo-rozwojowych. Poprzez wspotfi-
nansowanie procesdw B+R wspiera rodzimych
przedsiebiorcow, istotnie zmniejszajgc ich
ryzyko biznesowe towarzyszqce wdrazaniu
przetomowych projektéw badawczych. Misjq
NCBR jest realizacja zadan stuzqcych spotecz-
nemu i gospodarczemu rozwojowi Polski oraz
rozwigzywanie konkretnych cywilizacyjnych
problemow jej mieszkahcow. Przez 17 lat dziatal-
noséci Centrum wsparto kilkanascie tysiecy
projektow kwotq blisko 80 miliardéw ztotych.

NCBR jest Instytucjg PoSredniczqcq w progra-
mie Fundusze Europejskie dla Nowoczesnej
Gospodarki (FENG) na lata 2021-2027. Jest to
najwigkszy krajowy program wspierania inno-
wacyjnosci. Za jego posrednictwem do
polskich firm trafitgcznie 7,9 mid euro. FENG jest
w duzej mierze kontynuacjg Programu Inteli-
gentny Rozwdj, ale cechuje sie¢ nowym, kom-
pleksowym podejSciem do potrzeb przedsig-
biorcy dotyczgcych prowadzenia prac badaw-
czo-rozwojowych i wdrozenia ich wynikow.
Wdrazane projekty majg wzmochi¢ polskq
gospodarke i przestawi€ jg na jeszcze wyzszy
poziom  zaawansowadniad  technologicznego
i proekologicznego. tgczna kwota na wszystkie
dziatania realizowane przez NCBR w ramach
FENG wynosi 25 mld euro, czyli okoto 12 miliar-
dow ztotych.
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Budzet Centrum stanowi wiec ponad 30%
catego budzetu programu.

Kompleksowe wsparcie

Oferte najwigkszego konkursu w ramach
programu FENG - Sciezki SMART — w zaleznosci
od naboru NCBR kieruje do duzych firm, ich
konsorcjow wraz z MSP, organizacjami badaw-
czymi lub organizacjomi pozarzqdowymi oraz
konsorcjow MSP i organizaciji badawczych lub
organizacji pozarzgdowych. W konkursie nie
ma ograniczen tematycznych, ale kazdy zgto-
szony projekt musi wpisywac sie w przynaj-
mniej jednq Krajowq Inteligentng Specjalizacje.
Modutowa formuta w konkursie sprawia, ze
Sciezka SMART jest szyta na miare zréznicowa-
nych potrzeb przedsigbiorcoéw. Moduty dzielg
sie na obowiqgzkowe i fakultatywne. Konkurs
gwarantuje wiec kompleksowe, elastyczne
i indywidualne podejscie do prowadzenia prac
B+R oraz wdrozenia ich wynikow. W przypadku
wsparcia, ktérego udziela NCBR, wniosek
o dofinansowanie musi obejmowa¢ modut
B+R, ktory ma na celu doprowadzenie do opra-
cowania innowacji produktowe] lub innowacii
W procesie biznesowym.

Kazdy przedsigbiorca moze rowniez wybrac
dodatkowy modut lub kilka modutdw rozszerza-
jacych projekt:

O modut wdrozenie innowagiji (czyli dofinan-
sowanie ha wdrozenie wypracowanej innowa-
cji w formie produktow lub procesdw bizneso-
wych w zakresie produkciji wyrobow lub ustug),
O modut infrastruktura B+R - dofinansowanie
na infrastrukture niezbedng do tworzenia inno-
wacji), modut cyfryzacja (inwestycje zwiqzane
zastosowaniem rozwigzah cyfrowych w przed-
siebiorstwie  zmierzajgcych do  cyfryzacii
produkcji, proceséw, jok i produktow, ustug,
modelu biznesowego oraz zapewnienia cyber-
bezpieczenstwa,

O modut zazielenienie przedsiebiorstw - trans-
formacja przedsigbiorstwa w kierunku zrowno-
wazonego rozwoju oraz gospodarki w obiegu
zamknietym), modut internacjonalizacja (pro-
mocja zagraniczna produktéw - wyrobow lub
ustug lub uzyskanie ochrony praw wtasnosci
przemystowej oraz ich obrone w przypadku
naruszenia,
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O modut kompetencje -  doskonalenie
i zdobywanie kwalifikacji, umiejetnosci oraz
wiedzy zespotu projektowego.

Do 24 pazdziernika 2024 roku trwa nabor
w konkursie ,Sciezka SMART”, skierowany do
duzych przedsiebiorstw, z budzetem 890 min zt.
Jednakze, w tym roku Narodowe Centrum
Badan i Rozwoju zaplanowato uruchomienie
naboru Sciezki SMART dla konsorcjow. Te bedg
mogty ubiegac sie o tqgcznie 1,3 miliarda ztotych
dofinansowania. Ogtoszenie konkursu zaplano-
wane jest na 8 listopada 2024 roku, a naboér
whnioskdw w terminie 10 stycznia — 28 marca
2025 roku.

8B. POLSKA CHMURA

Wiceprezes Zarzgdu Polcom,
Przewodniczgcy Zwiqzku Polska Chmura

Chmura ,made in Poland” - bezpieczefstwo,
suwerennos¢ i innowacje

W dobie dynamicznych zmian w gospodarce,
monitorowanie trenddw i innowacji technolo-
gicznych powinno stanowi€ kluczowy element
strategii kazdej organizacji. Niemniej, niezalez-
nie od trenddéw, warto mie¢ na uwadze uniwer-
salne i ponadczasowe wartosci, ktére powinny
stanowi¢ fundament dziatalnosci kazdej firmy,
ktora bierze odpowiedzialnos¢ za przetwarza-
nie danych, takie jak ich bezpieczenstwo
i suwerenno§¢. Jako przedstawiciel Polskiej
Chmury - zwigzku polskich data center -
pragne zwrdoci€ na nie uwage. Uwazamy
bowiem, ze tylko solidne fundamenty, zgodne
z polskq i europejskq literq prawa, mogq da-
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wac organizacjom przestrzenh na podqgzaniem
za trendami.

Jurysdykcja i suwerennos§¢ danych

W istniejgcym od ponad 8 lat zwigzku Polska
Chmura zebraty sie we wspdolnym gtosie polskie
centra danych, ktore od lat wspierajg cyfrowq
transformacje kraju i budujg Swiadomosé
wokot suwerennosci danych. Nasze organizo-
Cje specjalizujg sie w dostarczaniu bezpiecz-
nych i nowoczesnych rozwigzan, ktore nie tylko
niczym nie ustepujg ofercie globalnych
dostawcow, a dodatkowo wyrdzniajq sie atrak-
cyjng cenq, elastycznoscig dostosowywania
do konkretnych projektow biznesowych oraz
partnerskim podejsciem na kazdym etapie
wspotpracy.

W kontekscie rosngcej globalizacji i powszech-
nej dostepnosci ustug chmurowych, chcemy
zwrécic szczegdlng uwage na problematyke
zwiQzang z jurysdykcjg i suwerennosciq
danych. Zgodnie z wieloma aktami prawnymi
takimi jak, art. 3 ustawy o ochronie danych oso-
bowych z dnia 10 maja 2018 r, przepisami
ustawy o krajowym systemie cyberbezpieczen-
stwa z dnia 5 lipca 2018 r,rozporzgdzeniem
Parlamentu Europejskiego i Rady (UE) 2019/88I
z dnia 17 kwietnia 2019 r. w sprawie ENISA (Agen-
cji Unii Europejskiej ds. Cyberbezpieczenstwa)
oraz certyfikacji cyberbezpieczenstwa (tzw.
Cybersecurity Act), dane obywateli Polski,
zwtaszcza te przetwarzane w systemach
kluczowych dla bezpieczefstwa panstwa,
powinny by¢ przetwarzane w sposéb gwa-
rantujqgcy ich ochroneg i zgodnos$¢ z krajowym
oraz unijnym prawem. Warto wiedzie¢, ze
transfer i przechowywanie danych poza grani-
cami kraju, szczegdlnie poza jurysdykcjq Unii
Europejskiej, stanowi powazne zagrozenie dla
bezpieczefhstwa oraz suwerennosci danych,
zwiekszajqc ryzyko nieautoryzowanego doste-
pu, modyfikacji lub niewtasciwego wykorzysta-
nia danych.

Zaawansowane technologie i wspotpraca

Dzigki zastosowaniu nowoczesnych technologii
oraz kompetencjom rodzimych specijalistow,
polskie centra danych efektywnie zarzgdzajg
ogromnymi wolumenami danych, zapewnia-
jac jednoczednie najwyzszy poziom bezpie-
czenstwa. Doskonaty przyktad stanowiq super-
komputery, ktorymi dysponujg nalezqce do
Polskiej Chmury Wroctawskie Centrum Siecio-
wo-Superkomputerowe (WCSS) oraz Akade-
mickie Centrum Komputerowe Cyfronet AGH
w Krakowie, ktére znajdujg sie w czotdwce listy
TOP500 najszybszych superkomputeréw na
Swiecie.
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Te zaowansowane jednostki obliczeniowe
stanowiq kregostup technologiczny nie tylko
dla projektédw badawczych, ale takze dla
zaawansowanych rozwiqgzahn komercyjnych.
Polskie centra danych systematycznie inwe-
stujg w rozwdj technologii, m.in. w zakresie
sztucznej inteligencji (Al), co pozwala na two-
rzenie nowoczesnych, ztozonych rozwigzan
spetniajgcych wymagania zaréwno lokalnego,
jak i globalnego rynku. Innowacje te sq inte-
gralnym elementem strategii rozwoju polskich
centrow danych, co pozwala na ciggte podno-
szenie jakosci Swiadczonych ustug.

Firmy zrzeszone w Polskiej Chmurze znajdujq sie
w réznych czesciach kraju. Charakteryzujq sie
gotowosciq wzajemnej wspotpracy i oferowa-
nie rozwiqzan, ktére wykraczajg poza mozliwo-
§ci jednego centrum danych. Oznacza to
ogromny potencjat i gotowos¢ do dziatania
przy najtrudniejszych i najwigkszych projektach.
O tej gotowosci Swiadczq prowadzone przez
zwiqzek projekty wspodline, m.n. PCH-X, czyli
pierwsza sie€ internetowa pomiedzy centrami
danych w Polsce. Celem projektu jest zwigksze-
nie bezpieczenstwa komunikaciji i suwerenno-
Sci danych. Projekt wymiany ruchu interneto-
wego PCH-X potqgczyt sieciq firmy nalezqgce do
Polskiej Chmury

Chmura ,Made in Poland” i standardy bezpie-
czenstwa

Polskie centra danych sq w petni zgodne ze
standardami takimi jak: NIS2, DORA, ISO 2700],
ISO 27017, 1SO 22301, ISO 9001, ISO 20000-1, NORM
PN EN 1047-2, EN 50600, AQAP 2110, ANSI/TIA-942.
Certyfikaty te potwierdzajqg, ze spetniajg one
najwyzsze normy w zakresie bezpieczenstwa
informaciji, ciggtosci dziatania oraz zarzgdzania
jakosciq. Oznacza to, ze zarébwno administracja
rzqgdowa, jak i firmy mogq z petnym zaufaniem
korzystac z ustug polskich dostawcodw, majqc
pewnos¢, ze ich dane sq przetwarzane zgodnie
z najwyzszymi standardami bezpieczenstwa
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oraz pod nadzorem europejskiej jurysdykciji.

Warto rdéwniez pamieta¢, ze wspotpraca
z polskimi centrami danych przektada sie na
dodatkowe korzysci w wymiarze makroekono-
micznym, takie jak tworzenie lokalnych miejsc
pracy oraz wspieranie gospodarki poprzez
odprowadzanie podatkbw do  krajowego
budzetu.

W dobie powszechnej dostepnosci oraz walki
zagranicznych podmiotow o polski rynek, warto
pamigta, ze polskie centra danych oferujg
zaoawansowane technologicznie rozwigzania,
zgodne z europejskimi i miedzynarodowymi
standardami bezpieczehstwa. Jako przedsta-
wiciele tego sektora, podkreslamy, ze bezpie-
czenstwo danych oraz poszanowanie jurysdyk-
Cji powinny by¢ priorytetem kazdej firmy dzia-
tajgcej w branzy IT. Niezaleznie od trendow,
dane polskich obywateli powinny by¢ przetwa-
rzaone w  sposéb  bezpieczny, zgodny
z obowiqzujgcymi przepisami, przy wykorzystaniu
najnowoczesniejszych technologii. Jesli dodatkowo
wybor polskiego dostawcy wspiera polskg
gospodarke oraz rynek pracy to jest to sytuacja
win-win dla kazdej ze stron.

8C.S4TECH

Jacek Ktonica ] Krzysztof Piotrowski
Michat Kandziora

S4Tech

Rozwoj zastosowan Al motorem technolo-
gicznych zmian w lokalnych (LAN)i metropo-
litalnych (MAN) sieciach transmisji danych

Rozwdj aplikacji i ustug opartych o sztuczng
inteligencje (Al) w sposéb znaczqcy wptynie na
zmiany w szerokopasmowych sieciach komu-
nikacyjnych, wygeneruje zapotrzebowanie
transmisji Zetabaijtéw (ZB) danych, ktére bedq
przetwarzane w infrastrukturze typu ,cloud” -
czyli rozproszonych Data Center. Al jest ogrom-
nym wyzwaniem dla Data Center oraz dla
systemodw komunikacyjnych zarébwno na
poziomie sieci LAN (Local Area Network), doste-
powych MAN (Metro Area Network) jak
i w sieciach szkieletowych (WAN).

Istniejgce sieci komunikacyjne bedg musiaty
wkrétce sprostac nowym wymaganiom wyni-
kajgcym z nieustannego przyrostu przetwarza-
nych danych: od 147 7B (2024) do 291 7B (2027)".
Istniejqgce systemy sieciowe muszg w zwiqzku
z tym zosta€ rozbudowane do wydajnosci
umozliwiajgcych szkolenie duzych modeli jezy-
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kowych opartych na algorytmach uczenia sie
(LLM) i obstudze aplikacji opartych na A2 Spo-
sobem na zapewnienie sprawnego przetwa-
rzania zbiordéw danych i zapewnienia zeby ich
wymiana dokonywata sie bez opdznien bedg
zaoawansowane i zarzqdzane przez aplikacje
oparte na Al systemy sieciowe oraz gotowe na
duze przeptywnosci sieci Swiattowodowe.

Najczesciej wykorzystywana w dostepie do
zrodet danych jest infrastruktura Metro Ether-
net, oparta na strukturze potqczen ,punkt —
punkt” oraz ,punkt — wiele punktéw” z predko-
sciq do 10Gbit/s. W zwigzku z opisanymi potrze-
bami rozwoju Al nastgpiq zasadnicze zmiany
w infrastrukturze budowanej w Data Center,
a takze w sieciach budynkowych, przemy-
stowych i kampusowych.

Kluczowym stanie sie przygotowanie sieci kon-
wergentnych, rozwigzan z mozliwie matq iloscig
aktywnych urzqdzen i przyjg¢ nalezy, ze jedy-
nym rozwigzaniem, ktére bedzie w stanie spro-
sta¢ tym wymaganiom bedq Pasywne Sieci
Optyczne — PON (POLAN).
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PON-based Architecture
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POLAN to znana od dawna w sieciach dostepowych technologia, ktora dzieki dynamicznemu rozwojowi
w ostatnich latach do standardu XGS-PON (ITU-TG.9807.1) umozliwia symetryczng transmisje danych
z predkoscig ~10 Gb/s. Kluczowymi zaletami technologii jest dystans miedzy weztem centralowym
a terminalem abonenckim, ktéry dochodzi do 60 km oraz zywotno$¢ >20 lat. W strukturze POLAN brak
aktywnych weztéw posrednich: mamy tylko jednostke centralowq OLT (Optical Line Termination),
pasywne splittery optyczne i terminale abonenckie ONT (Optical Terminal Unit).

zrodto: https:/ /www.vsolcn.com/blog/passive-optical-lan.html
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Architektura POLAN jest takze technologiq bez-
pieczniejszg niz konwencjonalne sieci LAN/WAN,
z uwagi na wykorzystanie swiattowodow, ktore
gwarantujq bezpieczenstwow warstwie fizycz-
nej na poziomie zgodnoSci z wymaganiami
HIPAA oraz PCI DSS. Standard POLAN realizuje
rozbudowane mechanizmy bezpieczenstwa:
szyfrowanie danych przy pomocy AES, Access
Control List, Broadcast Datagram Rate, auten-
tykacje urzqgdzen ONT oraz silne uwierzytelnia-
nie w warstwie fizycznej danych i portow uzyt-
kownika, co ogranicza mozliwoS¢ ztosliwych
dziatan.

POLAN wciqz ewoluuje: pilotazowe wdrozenia
kolejnych generacji oferujq juz transmisje
symetryczng 50Gbps (5OGPON£, a mozliwoscé
zastosowania WDM zwieksza wydajnos¢ poje-

dynczego widkna swiattowodowego.

POLAN jest technologiq znacznie tanszq z uwagi
na Matq liczbe urzqdzen aktywnych. Centralne
zarzqgdzanie, od OLT do ONT jest zaletq nie do
przecenienia. System PON oferuje zywotnos¢
wynoszqgcq 20 do 30 lat . Z tego powodu catko-
wity koszt posiadania (Total Cost of Ownership)
wynosi zazwyczaj okoto 30% kosztow systemow
Active Ethernet LAN. Zawdzieczamy to szczegol-
nie znacznemu zmniejszeniu zajetosci tras
kablowych i brakowi weztdw posrednich, ktore
skutkuje znaczqcym zmniejszeniem zuzycia
energii.

Po badaniu przeprowadzonym w Niemczech,
Komisja Europejska nazywa Swiattowdd ,naj-
bardziej energooszczedng technologiq szero-
kopasmowq” w poréownaniu z innymi rodzajami
kabli. Przy szybkosci 50 Mb/s potgczenia $wia-
ttowodowe emitujq 1,7 tony CO, rocznie, pod-
czas gdy najlepsza opcja redlizowana na
kablach miedzianych emituje 2,7 tony. Zatem
przejscie na Swiattowdd moze natychmiast
zmniejszyC emisje dwutlenku wegla o 1 tone
rocznie"s.

1Worldwide IDC Global DataSphere Forecast, 2024-2028: Al Everywhere, But Upsurge
in Data Will Take Time by Adam Wright
https://www.idc.com/getdoc.jsp?containerld=US50554523
2https://www.forbes.com/sites/rscottraynovich/2024/01/23/what-ai-means-for-netwo
rking-infrastructure-in-2024/
3https://blog.frontier.com/2022/09/how-does-choosing-fiber-internet-benefit-the-env
ironment/

8D. GRUPA T2S

Rosngca rola outsourcingu w zarzgdzaniu
infrastrukturgIT.

W raporcie "Mapa Trenddébw Data Center”
Zwraca sie uwage na rosngcq ztozonosE zarzg-
dzania infrastrukturg IT, co sprawia, ze coraz
wiecej firm decyduje sie na outsourcing tych
zadan do wyspecjalizowanych podmiotow.

MAPA TRENDOW
DATA CENTER W POLSCE

Chociaz na pierwszy plan wysuwa sig zapotrze-
bowanie na wysoko wykwalifikowanych spe-
cjalistow IT, rownie istotng rolg jest support
pracownikow niewyspecjalizowanych. Zdaje sie
taka teza dos¢ gornolotnie postawiona, jednak
prawdq jest, iz pracownicy fizyczni sq czesciq
outsourcingu procesowego, w ktorym jednym
z elementdw jest zapewnienie codziennego
wsparcia operacyjnego w obszarze bezpie-
czenstwa jej przestrzeni, m.in: poprzez prowi-
dtowq logistyke wewnetrzng, czystos¢, prze-
pustowos¢ ciggdw komunikacyjnych, itd.

Grupa T2S, jako lider w outsourcingu proceso-
wym i pracowniczym, dostrzega, ze pracownicy
fizyczni odgrywajq jedna z wazniejszych rol
w utrzymaniu bezpieczenstwa  przestrzeni
zarbwno wewnagtrz i na zewngtrz centrow
danych. Cho¢ to technologia i systemy infor-
matyczne sq sercem tych obiektow, ich spraw-
ne funkcjonowanie nie bytoby mozliwe bez
odpowiedniego zaplecza zapewnionego przez
personel fizyczny.

Pracownicy odpowiedzialni za utrzymanie
czystosci: Centra danych muszg spetniac
rygorystyczne normy czystosci, aby zminimali-
zowacC ryzyko uszkodzen sprzetu spowodowa-
nych przez kurz i inne zanieczyszczenia. Stqd
cykliczne zapewnienie utrzymania czystosSci na
wymaganym  poziomie jest  czynnikiem
niezbednym do utrzymania prawidtowego
Srodowiska pracy dla urzqgdzen IT.

Pracownicy odpowiedzialni za logistyke:
Kolejnym kluczowym aspektem jest logistyka
wewnetrznag, ktéra obejmuje transport i zarzg-
dzanie dostawami sprzetu, a takze jego insta-
lacjg na miejscu. Pracownicy fizyczni odpowie-
dzialni za te zadania muszg w pierwszej kolej-
nosci przejs¢ kilkuetapowe szkolenia stanowi-
skowe, tak aby moc pracowac z tak specjali-
stycznym sprzetem — w fazie jego dostarczenia
czy przenoszenia w okreSlone miejsca.

Zarzqgdzanie przestrzenig i konserwacja:

Optymalne zarzqgdzanie przestrzeniq w cen-
trum danych jest kluczowe dla zapewnienia

§)




wydajnoSci energetycznej oraz bezpieczehstwa operacyjnego. Pracownicy odpowiedzialni za zarzqdza-
nie przestrzeniq i biezqcq konserwacije infrastruktury fizycznej centrow danych petniq istotng funkcje,
dbajgc o to, aby infrastruktura byta zawsze w odpowiednim stanie technicznym. Grupa T2S dostarczajgc
takich pracownikdw, przyczynia sie do minimalizacji ryzyka awarii oraz do zapewnienia ciqgtosSci opera-
cyjnej centréw danych.

Podsumowujqc, outsourcing zadan zwiqzanych z infrastrukturg IT w centrach danych obejmuje nie tylko
zaawansowane ustugi technologiczne, ale rowniez kluczowe wsparcie operacyjne zapewniane przez
firmy zewnetrzne. Tu najistotniejsza jest spdjna korelacja na wielu ptaszczyznach operacyjnych, ktoéra
wspottworzy catos¢ procesow zwigzanych z odpowiednim funkcjonowaniem centréw danych. Specjalisci
IT, aby realizowa¢ powierzone im zadania muszg mie¢ zapewnione odpowiednie warunki pracy, ktére
z kolei zapewniajg im firmy outsourcingowe poprzez swoj fizyczny personel.
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